
Partnering to deliver best-of-breed API security

•	 Understand your API attack surface – gain clarity into your API attack surface utilizing StackHawk security tests on 
APIs surfaced by Salt and prioritize where to focus first

•	 Modern API coverage – Test your APIs prior to deployment to ensure secure builds with complete coverage for 
gRPC, GraphQL, SOAP and REST

•	 More accurate test results – by starting with a more accurate and complete OAS file

•	 Simplified deployment – with pre-built integrations and the ability to launch API tests from within the Salt platform

•	 Faster time to value – tapping the IDE and pipeline integrations/workflows already in place for developers 

•	 Reduced friction for DevOps – integrates API testing into the CI/CD pipeline with frictionless tooling designed for 
the dev pipeline

•	 Reduced friction for developers – supporting their tools of choice

Organizations have two choices in deploying API security solutions:

1.	 An “all in one” platform, with mediocre capabilities in all areas
2.	 A “best of breed” approach, with the strongest capabilities in API security 

Salt Security and StackHawk are partnering to deliver a combined approach with unparalleled capabilities in API discovery, 
runtime protection, pre-production API testing, and continuous hardening of APIs.

Key advantages of StackHawk + Salt:
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