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Fault-tolerant logical entangling gates are essential for scalable quantum computing, but are
limited by the error rates and overheads of physical two-qubit gates and measurements. To address
this limitation we introduce phantom codes—quantum error-correcting codes that realize entangling
gates between all logical qubits in a codeblock purely through relabelling of physical qubits during
compilation, yielding perfect fidelity with no spatial or temporal overhead. We present a systematic
study of such codes. First, we identify phantom codes using complementary numerical and analytical
approaches. We exhaustively enumerate all 2.71 × 1010 inequivalent CSS codes up to n = 14 and
identify additional instances up to n = 21 via SAT-based methods. We then construct higher-
distance phantom-code families using quantum Reed–Muller codes and the binarization of qudit
codes. Across all identified codes, we characterize other supported fault-tolerant logical Clifford and
non-Clifford operations. Second, through end-to-end noisy simulations with state preparation, full
QEC cycles, and realistic physical error rates, we demonstrate scalable advantages of phantom codes
over the surface code across multiple tasks. We observe one–to–two–order-of-magnitude reduction
in logical infidelity at comparable qubit overhead for GHZ-state preparation and Trotterized many-
body simulation tasks, given a modest preselection acceptance rate. Our work establishes phantom
codes as a viable architectural route to fault-tolerant quantum computation with scalable benefits
for workloads with dense local entangling structure, and introduces general tools for systematically
exploring the broader landscape of quantum error-correcting codes.

I. INTRODUCTION

To realize their potential, quantum computers must
run deep circuits reliably in the presence of noise [1].
Achieving this at large scales requires the use of quan-
tum error correction (QEC) [2]. The last several years
have seen remarkable progress in QEC across a broad
landscape of platforms ranging from neutral-atom and
superconducting qubits to trapped-ions and bosonic sys-
tems [3–9]. Further progress hinges on reducing QEC
overheads and enabling efficient computation with sup-
pressed logical error rates.

Recent efforts to reduce QEC overhead focus on encod-
ing as many logical qubits as possible within a codeblock
while enforcing sparsity structure, namely in high-rate
quantum low-density parity-check (qLDPC) codes [10].
While this design choice yields compact quantum memo-
ries, they do not directly constrain the cost of computa-
tion. In practice, addressable logical operations dom-
inate space–time overheads and error budgets in such
codes [11–15]. These observations suggest that reducing
overhead requires jointly optimizing storage and compu-
tation, rather than treating logical gates as a downstream
constraint. In this work, we pursue a complementary ap-
proach that places logical operations at the center of the
design. We begin with a set of logical operations—in this
case, targeted logical entangling gates—and ask which
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codes support them with minimal overhead. In conven-
tional codes, such gates typically require repeated mea-
surement rounds, dense layers of two-qubit gates, or an-
cillary codeblocks [13–16]. As observed in recent state-
of-the-art experiments, logical entangling gates account
for a substantial fraction of the total error budget [3, 4].
This raises the question of how fault-tolerant quantum
computation can be optimized as a whole, encompassing
both logical operations and QEC components.

As a step towards this optimization, we explore the
fundamental lower bound on the cost of a logical en-
tangling gate. Interestingly, for certain codes, logical
entangling gates can be realized solely via the permu-
tation of physical qubits. This permutation generates
no new physical entanglement, but instead redistributes
existing correlations among subsystems. Crucially, such
an approach can incur zero overhead and exhibits per-
fect fidelity if the permutations are directly absorbed
into circuit compilation rather than executed on hard-
ware (Fig. 1).

Motivated by this observation, we designate a new
class of QEC codes termed phantom codes: stabilizer
codes in which logical entangling gates between every or-
dered pair of logical qubits can be implemented solely via
physical qubit permutations. In such codes, all in-block
logical entangling gates vanish from the physical circuit
after classical circuit compilation (Fig. 2)—hence the
name “phantom”. Of the existing QEC codes, only two
satisfy this definition: the J12, 2, 4K Carbon code [7] and
J2D, D, 2K hypercube codes [17, 18]. The former enabled
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Figure 1. Illustration of logical entanglement via relabelling. (a) In phantom codes, logical entangling gates are realized
by physical qubit permutations that are absorbed at the compilation stage as a relabelling, without performing any physical
qubit permutation. (b) The J4, 2, 2K code is the smallest phantom code. It has logical operators X1 = XXII, X2 = XIXI,
Z1 = ZIZI, Z2 = ZZII. Permuting qubits 1 and 3 (1 and 2) implements CNOT12 (CNOT21, not shown).

repeated rounds of QEC in trapped-ion experiments [7],
while the latter underpinned recent neutral-atom exper-
iments achieving logical-over-physical performance gains
in quantum circuit sampling [5]. Despite intriguing prop-
erties and recent experimental success, phantom codes
remain largely unexplored. For example, it is unknown
whether additional classes of phantom codes exist, what
structural constraints they obey, and whether their ar-
chitectural advantages persist for scalable applications
under realistic noise conditions.

We present a systematic and extensive investigation
of phantom codes, exploring both their key features and
limitations. Our main results are two fold. First, via a
combination of numerics and analytic construction, we
substantially expand the phantom-code landscape, from
a single known error-correcting code and a single error-
detecting code family, to over a hundred thousand new
phantom code instances and multiple error-correcting
families. Second, we demonstrate the practical advan-
tages of phantom codes for applications in the presence
of realistic noise. In particular, we benchmark a rep-
resentative J64, 4, 8K phantom code against surface-code
baselines through end-to-end noisy simulations includ-
ing both state preparation and full QEC cycles. Using
realistic physical error rates, we investigate the logical fi-
delity of entangled state preparation (i.e. of a GHZ state)
and Trotterized many-body simulation; in both scenar-
ios, we demonstrate one–to–two–order-of-magnitude im-
provements in the logical fidelity using a nearly identical
number of physical qubits (and a preselection acceptance
rate ∼24%), over a range of 8 to 64 logical qubits. More-
over, in addition to the logical entangling gates generated
via recompilation, for all of the phantom codes discov-
ered, we also identify fault-tolerant logical Clifford and
non-Clifford gates. Finally, we develop practical tools for
implementing non-LDPC phantom codes that also apply
to other non-LDPC codes, including improved decoding
and fault-tolerant state preparation.

II. PHANTOM CODES

We begin by formally defining phantom codes and es-
tablishing their key structural properties. We then sum-
marize our main results, explaining the implications of

phantom codes for fault-tolerant design and of our meth-
ods for systematic QEC code discovery.

A. Definitions and key properties

We focus on CSS stabilizer codes because scalable
fault-tolerant architectures require a reliable interblock
entangling mechanism, and the CSS structure guaran-
tees access to a transversal interblock CNOT gate. On
CSS codes, we assume X- (Z-) logical operators consist
only of X- (Z-) physical operators. In this setting, the
only nontrivial in-block logical entangling gate realizable
via qubit permutation alone is a CNOT.

Definition 1 (CSS phantom codes). An Jn, k, dK CSS
code is phantom if the CNOTab gate for every ordered
pair of logical qubits (a, b) ∈ [k]2 can be implemented via
qubit permutations, for some choice of logical basis.

Definition 1 introduces a new class of codes. To
help contextualize this notion, we clarify how phantom
codes differ from three related ideas. First, although
many stabilizer codes admit permutation symmetries,
phantom codes satisfy a substantially stronger require-
ment. For example, the class excludes codes such as
the J22r,

(
2r
r

)
, 2rK qRM codes for r > 1 and bivari-

ate bicycle codes [13, 19], which support only prod-
ucts of logical CNOT gates via permutations. Because
these products cannot be composed to produce individ-
ually addressable CNOTs, such codes do not qualify as
phantom codes. Phantom codes are also distinct from
permutation-invariant (PI) codes, whose codewords are
invariant under all qubit permutations [20, 21].1

Second, the operation of phantom codes cannot simply
be understood as a form of logical Pauli frame tracking.
While logical Clifford circuits permit all CNOTs to be
absorbed into classical tracking of the Pauli frame, phan-
tom codes allow entangling operations to be interleaved

1 Most PI codes encode a single logical qubit (k = 1) and are non-
additive; no known PI code satisfies the phantom criterion, and
none of the phantom codes identified here are PI.
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Figure 2. Phantom codes in circuits with interblock and magic gates. The benefit of phantom codes is most evident
when CNOTs appear alongside interblock and magic gates. Qubit permutations can be pulled through these operation without
introducing operator spread, yielding substantial reductions in physical circuit size. In this example, the physical permutation
required to implement the 20 in-block CNOTs (highlighted in orange) vanish from the final compiled circuit.

with non-Clifford (magic) gates (Fig. 2) while still elim-
inating all in-block CNOTs from the compiled circuit2,
thereby yielding zero-cost, all-to-all entangling connec-
tivity within each codeblock.

Third, phantom codes exclude constructions that rely
on permutations in combination with local physical Clif-
ford gates [22, 23]. The reason is that zero-overhead,
perfect-fidelity entangling gates are unique to pure per-
mutations, which are the only operations that com-
mute through arbitrary circuits without operator spread.
Single-qubit Cliffords break this property.

Phantom codes exhibit several structural properties;
we highlight three here and discuss others in App. A.
First, phantom codes enable arbitrary CNOT circuits
across multiple codeblocks to be efficiently executed. This
is achieved by combining the complete, basis-resolved
set of zero-depth in-block logical CNOTab gates with
transversal interblock CNOTs. This capability is formal-
ized in the following theorem (see App. A 6 for the proof
and Fig. 2 for an illustration).

Theorem 1 (Efficient arbitrary CNOT circuits across
CSS phantom codeblocks). Any logical circuit of CNOT
gates acting on 2a codeblocks, where a ∈ N, of a CSS
phantom code can be implemented in physical depth at

2 Even for Clifford circuits, absorbing CNOTs by logical Pauli
frame tracking induces logical operator spread, turning single-
block measurements into joint measurements that require higher-
overhead techniques (e.g. lattice surgery).

most 4(2a − 1), up to a residual permutation of log-
ical qubits. This depth reduces to at most 2(2a − 1)
while maintaining the ordering of logical qubits when the
CNOT gates are unidirectional.

Remark 1. The residual permutations of logical qubits
in Theorem 1 incur zero cost when compiled away. In
cases where they are necessary to be performed physically,
they require depth at most 8k+8 for any number of code-
blocks of an Jn, k, dK CSS phantom code.

Second, the phantom property of CSS phantom codes
is independent of the logical basis. This simplifies anal-
ysis and accelerates numerical searches.
Third, the weight distribution of physical Pauli opera-

tors within a logical Pauli equivalence class (e.g. X1, Z2,
etc.), generated by stabilizer multiplication, are identi-
cal across all X equivalence classes and likewise for all
Z classes. This observation, for example, leads to the
following parameter bound, which is proved in App. A 5.

Theorem 2 (Hamming bound for CSS phantom codes).
An Jn, k, dK CSS phantom code with d = dµ for the sector
µ ∈ {X,Z} satisfies

η(2k − 1) ≤ B(n, d), (1)

where η ≥ 1 is the number of weight-d µ-type logical op-
erators of the same logical equivalence class of the code,
and B(n, d) ≤

(
n
d

)
is the maximum number of weight-d

binary strings of length n such that the addition of any
two strings is of weight at least d.



4

Theorem 2 constrains the possible (n, k, d) parameters
of CSS phantom codes. Certain phantom code families
saturate this bound (see Sec. III E). We are not, how-
ever, aware of polynomial-time methods to compute η
and B(n, d) in general, and using the B(n, d) ≤

(
n
d

)
up-

per bound results in a loose Hamming bound for d > 2.

B. Summary of results

To orient the reader, we briefly summarize the results
of each section. We identify and construct phantom codes
via four complementary approaches:

• Exhaustive enumeration (Sec. III A). We enumerate all
2.71 × 1010 CSS codes with block length n ≤ 14 and
identify every phantom code within this range.

• SAT-based search (Sec. III B). To reach n > 14, we
recast the search as a Boolean satisfiability problem,
identify phantom codes up to n = 21, and establish
minimal-n realizations across a range of k and d.

• Quantum Reed–Muller (qRM) codes (Sec. III C). To ac-
cess higher k, we construct infinite families of phantom
qRM codes, which generalize hypercube codes to higher
distances, up to d ≤ √n.

• Binarization and concatenation scheme (Sec. IIID). To
reach d >

√
n, we introduce a qudit-to-qubit construc-

tion which yields higher-distance codes.

For each of the identified phantom codes, we identify
additional Clifford and non-Clifford logical operations in
Sec. IV. These operations include gates implemented via
local Cliffords and qubit permutations, fold-type gates in-
volving in-block two-qubit interactions, and magic gates
arising from diagonal single-qubit rotations.

Finally, in Sec. V, we present end-to-end benchmarks
comparing a representative phantom code with surface-
code baselines under realistic noise (p = 10−3). We focus
on two representative primitives:

• GHZ state preparation (Fig. 5b). For 4–64 logical
qubits, the phantom code yields an approximately 56×
reduction in logical infidelity at a 24% preselection ac-
ceptance rate, relative to surface codes with compara-
ble physical-qubit counts.

• Trotterized many-body simulation (Fig. 6). For Hamil-
tonians with 8-body terms (string operators that nat-
urally arise in several simulation contexts [24–26]) and
8–64 logical qubits, we observe an approximately 94×
reduction in logical infidelity using nearly identical
physical resources and the same 24% acceptance rate.

Sec. V also introduces practical tools for implement-
ing non-LDPC phantom codes, including fault-tolerant

state-preparation strategies and decoders that track spa-
tiotemporal error correlations; these tools are directly ap-
plicable to other non-LDPC codes.

C. Implications

The codes, benchmarks, methods and resources devel-
oped in this work carry several implications for fault-
tolerant quantum computing.

First, phantom codes reduce logical error rates and
overhead for circuits with dense local entanglement,
bringing applications like fermionic simulation and
correlated-phase preparation closer to practical realiza-
tion. Together with recent works that lower the over-
head of digital fermionic simulation [24, 27], these code-
and algorithm-level advances markedly improve near-
term experimental feasibility. This potential is accessi-
ble on hardware with long-range connectivity, including
neutral-atom and trapped-ion platforms. Neutral-atom
systems enable efficient parallel transversal logical entan-
gling gates, whereas trapped-ion platforms lack a compa-
rably parallel mechanism. Consequently, while phantom
codes benefit both architectures, their impact is expected
to be especially pronounced for trapped-ion processors.

Second, practical fault tolerance demands QEC codes
that are co-designed for efficient storage and efficient log-
ical computation. High rate and LDPC structure define
one axis of optimization, supporting efficient state prepa-
ration, decoding, and low qubit overhead; an equally im-
portant axis is the availability of efficient logical gates,
which distinguishes quantum memories from quantum
computers. In this work, we target the zero-overhead ex-
treme: although it appears to exclude high-rate qLDPC
codes, the resulting codes are competitive in practical
performance. This motivates developing QEC codes that
optimize along both axes of this code design space.

The resources developed and compiled here enable sys-
tematic exploration of this design space. These include
a complete database of n ≤ 14 CSS codes, SAT-based
searches for specified logical gate structure, and an auto-
mated pipeline for extracting logical operations. Within
this space, phantom codes occupy an extreme point cor-
responding to vanishing logical entangling cost. By relax-
ing the zero-cost constraint, the same framework probes
nearby trade-offs among logical overhead, code distance,
stabilizer weight, and logical gate sets, enabling the iden-
tification of codes tailored to other hardware connectiv-
ities and objectives, such as reducing the cost of logical
magic.

Finally, our benchmarking results motivate revisiting
which QEC codes are viable for specific applications.
With appropriate decoding and state-preparation proto-
cols, our work suggests that non-LDPC codes can outper-
form LDPC codes on tailored tasks despite the latter’s
generic structural advantages.
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Code Clifford Fold d=2 Magic Found

J4, 2, 2K CZ, H⊗2 SS – [17]
J8, 3, 2K CZij SiSj C2Z [17]
J16, 4, 2K CZij SiSj C3Z [17]
J12, 2, 4K H⊗2 SS, CZ – [6]

J7, 3, 2K CZij SiSj – Enumeration
J12, 2, 2K CZ, Si – CS Enumeration
J14, 3, 3K – SiSj , CZij – Enumeration
J18, 2, 5K H⊗2 SS, CZ – SAT search
J20, 2, 6K CZ, H⊗2 SS – SAT search
J21, 2, 3K CZ, Si – – SAT search
J16, 3, 4K – SiSj , CZij C2Z qRM
J32, 4, 4K – SiSj , CZij C3Z qRM
J64, 5, 4K – SiSj , CZij C4Z qRM
J64, 4, 8K – SiSj , CZij C3Z qRM
J44, 2, 10K H⊗2 SS, CZ – B&C
J52, 2, 10K CZ, H⊗2 ? – B&C
J68, 2, 14K CZ, H⊗2 ? – B&C
J76, 2, 14K H⊗2 SS, CZ – B&C
J116, 2, 22K CZ, H⊗2 ? – B&C

Table I. Parameters and logical gate sets in represen-
tative phantom codes. Listed are phantom codes that
outperform prior examples and all phantom codes found in
this work in parameters, gate sets, or both. Columns list
the code parameters, Clifford gates available via single-qubit
Cliffords and qubit permutations (i.e. code automorphisms),
fold-diagonal Clifford gates, and magic gates. “–” denotes
absence; “?” denotes unknown due to intractability. Fold-
diagonal gates are non-exhaustive and omitted when already
implementable by automorphisms. All magic gates are effec-
tively distance-two. Any codes listed capable of implement-
ing a CpZ gate can also implement CqZ gates for all q < p.
Codes are obtained via exhaustive enumeration, SAT-based
code discovery, quantum Reed–Muller (qRM) constructions,
and binarized-qudit with concatenation (B&C) constructions.
The Hadamard-dual of these codes obtained via code defor-
mation by H⊗n are also phantom, supporting the correspond-
ing logical gate sets conjugated by H⊗k.

III. CODE DISCOVERY & CONSTRUCTION

We identify phantom codes via a combination of nu-
merical search and analytic construction. The main ideas
are discussed here and full technical details are given
in the Appendices. Table I summarizes representative
phantom codes that outperform all previously known and
newly generated codes in parameters, gate sets, or both.

Two major components of our numerical workflow em-
ploy SAT solvers [28]. Accordingly, App. B provides a
brief primer. In short, SAT solving formulates a prob-
lem as Boolean constraints and searches for a satisfying
assignment or certifies that none exists.

A. Exhaustive code enumeration

Our first strategy is to construct a complete catalogue
of inequivalent CSS codes to exhaustively identify all

phantom codes up to some n. The dominant costs in
this endeavor are (i) enumerating all admissible stabi-
lizer groups defining candidate codes and (ii) identifying
the equivalence class of each candidate code. The compu-
tational cost of both tasks scales superexponentially with
n. We define equivalence up to qubit permutations and
global Hadamards (H⊗n), as phantomness is preserved
under these transformations.

Our approach builds on the method of Ref. [29], which
enumerated stabilizer codes up to n = 9. Starting from
the trivial Jn, n, 1K code, we iteratively reduce k by ap-
pending linearly independent, commuting Pauli opera-
tors to the stabilizer group, with each admissible exten-
sion defining a new code. At each k, codes are grouped
into equivalence classes based on the Tanner graphs that
represent their stabilizer groups, and a single representa-
tive code is retained.

To reach larger n, we introduce CSS-specific simpli-
fications that reduce both the branching factor of the
search and the cost of equivalence testing. First, letting
rx and rz respectively denote the ranks of the X- and Z-
type stabilizer groups, code equivalence up to Hadamard
duality allows us to restrict to rx ≤ rz, eliminating the
remaining symmetric portion of the enumeration space.
Second, CSS codes admit tripartite Tanner graphs [30],
which simplifies canonical labelling and reduces memory
requirement—an essential reduction given datasets span-
ning tens of TB. Computing and then deduplicating
canonical labels [31] of Tanner graphs reduces equiva-
lence testing from O(I2) pairwise isomorphism checks to
O(I) canonical-labelling operations, where the number
of candidate codes I in an iteration exceeds 1010 at the
scale we explored.

Iterating this procedure yields all 2.71× 1010 inequiv-
alent CSS codes of block length n ≤ 14. By comparison,
there are only 62 156 codes for n ≤ 9, roughly a millionth
of this dataset. To our knowledge, this is the largest
complete stabilizer code catalogue assembled to date.

We identify all phantom codes in this catalogue using
Boolean constraint satisfaction. Given X- and Z-type
stabilizer generator matricesHx ∈ Frx×n

2 andHz ∈ Frz×n
2

defining a CSS code, we compute X- and Z-type log-
ical operators Lx, Lz ∈ Fk×n

2 by Gaussian elimination.
We then introduce a permutation matrix P ab represent-
ing the qubit permutation implementing CNOTab for
each pair of distinct logical qubits (a, b) ∈ [k]2 as a
free variable. Constraints enforcing the preservation of
the codespace and correctness of the induced logical ac-
tions are compactly included in the SAT problem in-
stance, which we solve using the state-of-the-art solver
kissat [32]. A satisfying assignment signifies that the
code is phantom; unsatisfiability certifies that no imple-
mentation of the gates exist.

Applying this procedure, we identify 1.39 × 105 CSS
phantom codes up to n = 14—about one in every two
hundred thousand CSS codes. Representative examples
appear in Table I. Details of the enumeration algorithm,
SAT formulation, and a breakdown of the results are
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k 2 3 4
d 2 3 4 5 6 2 3 4 2

Phantom 4 11 12 18 20 7 14 15 15
General 4 10 12 18 20 6 11 14 6

Table II. Minimal lengths of CSS phantom and general
CSS codes. Entries list the smallest block length n for each
logical-qubit count k and distance d, for which a code exists.

given in App. C, along with an extension to non-CSS
stabilizer codes.

B. SAT-based code discovery

The exhaustive enumeration yielded a complete cata-
logue of CSS codes for n ≤ 14, including all phantom
codes. For n > 14, the number of CSS codes becomes
prohibitive, so to identify phantom codes at larger n and
determine minimal block lengths at larger k and d, we
adopt a catalogue-free method.

Essentially, we convert the SAT check for phantomness
into an automated code-discovery tool. Instead of fixing
Hx and Hz as input, we treat them as free variables, al-
lowing the SAT solver to construct codes that satisfy the
required permutation gate-set constraints. We impose a
standard form on Hx, Hz so that a logical basis Lx, Lz is
explicit. Distance-d constraints are enforced by demand-
ing all Pauli errors of weight <d (outside the stabilizers)
to produce a nonzero syndrome. The full formulation,
including non-CSS extensions, is provided in App. D.

Our SAT search uncovers CSS phantom codes up to
n = 21, including several with best-known parameters
or gate sets (see Table I). Unsatisfiability certificates al-
low us to determine minimal block lengths n for a given k
and d (see Table II). Compared with all CSS codes, phan-
tom codes are near-identical in minimal block lengths for
k = 2, exhibit small deviations for k = 3, and a larger de-
viation for the single k = 4 case, reflecting the increasing
severity of the gate-set constraint on phantom codes.

C. Phantom quantum Reed–Muller codes

Our numerical methods are tractable only for k ≤ 4.
To obtain phantom codes at larger k and scalable code
families beyond the reach of enumeration or SAT code
discovery, we turn to an analytic construction based on
quantum Reed–Muller (qRM) codes. qRM codes are CSS
codes derived from pairs of classical Reed–Muller codes,
with several families such as the J2D, D, 2K hypercube
codes as special cases. Our full derivation is detailed in
App. E and uses the polynomial formalism [19, 33], which
we review in App. E 1. Here we outline the construction
and summarize the key properties.

Our construction begins with the qRM family
J2m,

(
m
l

)
,min(2m−l, 2l)K, where m sets the number of

X1
Z1

CNOT12 CNOT32

X2
Z2

X3
Z3

X1X2
Z1

X2
Z1Z2

X3
Z3

X1
Z1

X2
Z2Z3

X2X3
Z3

Figure 3. The smallest error-correcting phantom qRM
code. Logical CNOT gates for the J16, 3, 4K phantom qRM
code. The code is obtained by promoting three same-type
logical operators (X or Z) of the parent J16, 6, 4K code to
stabilizers. The resulting reduction in the number of logical
qubits enables arbitrary CNOT gates via qubit relabelling;
examples of CNOT12 and CNOT32 are shown.

variables and l the monomial degree defining the X-
type logical generators [6, 19]. These codes possess large
automorphism groups and support products of CNOT
gates implemented via permutations, which cannot be
composed to produce individually addressable CNOTs.
Therefore these qRM codes are not generally phantom.
To obtain phantom codes, we fix selected logical qubits

to |0⟩ or |+⟩, promoting the logical operators to Z- or
X-type stabilizers. The resulting codes have parameters
J2m,m− l + 1,min(2m−l, 2l)K3. This choice is guided by
the code’s polynomial representation and admits a degree
of flexibility to balance X- and Z-type stabilizer ranks,
corresponding to different gauge-fixings of the parent
qRM code. Whenm = 2l and theX- and Z-distances are
equal, such balancing can further improve logical error
rates, a feature leveraged in our benchmarking (Sec. V).
A simple mnemonic for the phantom qRM code pa-

rameters is: starting from the hypercube parameters
J2D, D, 2K, each reduction of k by one doubles the dis-
tance d at fixed n, up to d =

√
n. Representative exam-

ples appear in Table I, and Fig. 3 illustrates two permu-
tation CNOTs for the smallest (d = 4) error-correcting
qRM code.
Beyond their phantom property, these codes offer

several additional architectural advantages. They are
compatible with preselection-based fault-tolerant state
preparation [19], enabling high-fidelity codeblock initial-

3 Concatenating a phantom code with a k = 1 inner quantum code
preserves phantomness. While the code parameters can resemble
concatenating a hypercube code with a repetition code [18], our
qRM construction yields more balanced codes (see App. E 2).
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ization despite their high-weight stabilizers. They sup-
port the full logical Clifford group via fold-SiSj gates
and teleported Hadamards from an all-|+⟩ state. Fi-
nally, they admit a d = 2 transversal magic-gate scheme:
by temporarily projecting into the J2m−l+1,m− l+1, 2K
hypercube codes, applying their transversal non-Clifford
gate, and returning to the phantom qRM codespace (see
App. E).

D. Binarization and concatenation scheme

While the phantom qRM family supports arbitrary k,
its distance is bounded by d ≤ √n. To surpass this bound
at k = 2, we introduce an analytic construction based on
high-distance self-dual GF(4) qudit codes encoding one
logical qudit [34]. The underlying GF(4) codes achieve
extremal distances at small block lengths.

To convert such a qudit code into a phantom code, we
first binarize it by representing each GF(4) symbol by a
pair of qubits [2]. We then concatenate each qubit pair
with the J4, 2, 2K phantom code (Fig. 4). Both steps of
this binarize-and-concatenate (B&C) scheme are essen-
tial: binarization alone does not yield a phantom code,
as the J4, 2, 2K layer supplies a subset of required sub-
structure for phantomness.

These codes inherit key properties from the starting
qudit codes. Self-duality of the qudit code guarantees a
nontrivial logical Hadamard on the resulting qubit code;
Hermiticity additionally yields a CZ gate. As binariza-
tion does not decrease distance, their large qudit dis-
tances translate into high qubit distances. Additionally,
concatenation with J4, 2, 2K introduces many low-weight
stabilizers, though completing the stabilizer group still
requires some generators of weight at least the code dis-
tance. More generally, any k = 2 CSS phantom code can
be used for concatenation, but the J4, 2, 2K is favourable
in encoding rate. Proofs and technical details of a phan-
tom code family arising from quadratic-residue GF(4)
codes are provided in App. F.

E. Other code constructions

Finally, we discuss additional strategies for construct-
ing phantom codes, highlighting a subset here and defer-
ring full details to App. G.

• Simple concatenation. Concatenating a phantom outer
code Jnout, k, doutK with a high-distance inner code
Jnin, 1, dinK (e.g., a surface code) yields a phantom code
with parameters Jninnout, k, dindoutK. Logical CNOTs
are performed by relabellings at the outer level.

• Hypergraph product (HGP) codes. The HGP [30] in-
creases both k and d while preserving permutation
symmetries of the input classical codes [35]. Phan-
tom codes can be constructed from, e.g., the HGP of a
classical simplex and a repetition code (App. G 1). The

Input: Quadratic residue GF(4) qudit code

Output: Phantom codes

Binarize

Concatenate 
with  [[4,2,2]]

[[3,1,2]]4

[[6,2,2]]2

[[12,2,4]]

[[5,1,3]]4

[[10,2,3]]2

[[20,2,6]] |0⟩

|+⟩

Figure 4. Schematic construction of phantom codes
from quadratic-residue qudit codes. Phantom codes can
be constructed by starting from a quadratic-residue Jn, k, dK4
code over GF(4) and binarizing it to obtain a qubit code with
parameters J2n, 2k, dK2. This intermediate code is not itself
phantom, but it serves as the outer code in a concatenation
with the J4, 2, 2K qubit code, and the resulting concatenated
code is phantom. A detailed derivation is given in App. F.

smallest members of this family, J7, 2, 2K and J49, 3, 4K,
have lower rates than the phantom qRM codes.

• Punctured hypercube codes. Removing one qubit from
the J2D, D, 2K hypercube codes (D > 2) and truncat-
ing the affected stabilizers yields phantom codes with
parameters J2D − 1, D, 2K. Both punctured and un-
punctured versions saturate the Hamming bound for
CSS phantom codes (Theorem 2), though puncturing
can reduce the gate set. For example, the J15, 4, 2K
code admits CCZ but not CCCZ (see App. G).

IV. LOGICAL GATES BEYOND PHANTOM

Practical QEC codes must support versatile fault-
tolerant logical gates. We therefore identify additional
Clifford and non-Clifford logical operations supported
by phantom codes beyond their defining permutation
CNOTs. We begin with a fundamental constraint:

Theorem 3 (No strictly transversal logical gates non–
commuting with permutation logical gates). A stabilizer
code supporting a logical gate U via qubit permutations
can admit no strictly transversal logical gate V acting on
any number of codeblocks b where

[
U⊗b, V

]
̸= 0.

On b codeblocks of an Jn, k, dK code, the strictly
transversal gates of Theorem 3 have the form V =∏n

i=1Wii···i, with Wii···i acting on the ith qubit(s) of
the codeblock(s). For phantom codes, this result pre-
cludes, for example, strictly transversal H, S, CZ, and
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magic gates. Additional logical gates beyond the permu-
tation CNOTs can arise from non-uniform single-qubit
gates, qubit permutations, and in-block multi-qubit in-
teractions. The three strategies described below address
these mechanisms.

We first identify the logical gates arising from physical
qubit permutations and local Cliffords, i.e. the automor-
phism Cliffords. Following Refs. [22, 36], we analyze the
permutation automorphisms of the extended symplectic
stabilizer generator matrix to determine the set of logical
gates. Details are given in App. H 1; here we illustrate
the approach using the J4, 2, 2K phantom code, which in-
tersects several well-studied families [37–39]. Its stabiliz-
ers are generated by X⊗4 and Z⊗4, which in extended
symplectic form are[

1 1 1 1
0 0 0 0︸ ︷︷ ︸

H(x)

∣∣∣∣∣ 0 0 0 0
1 1 1 1︸ ︷︷ ︸

H(z)

∣∣∣∣∣ 1 1 1 1
1 1 1 1︸ ︷︷ ︸
H(x)⊕H(z)

]
. (2)

Column permutations that preserve the row span4 rep-
resent physical SWAP, H, and S combinations that act
logically. For example, swapping columns 1–4 with 5–8
leaves the matrix invariant and corresponds to an H⊗4,
yielding the logical action H⊗2 SWAP. Thus, automor-
phism Cliffords follow directly from permutation symme-
tries of the extended stabilizer matrix.

Second, we identify logical diagonal magic gates ob-
tained via non-uniform single-qubit physical Z rota-
tions [40, 41]. Fixing a level of the diagonal Clifford
hierarchy (e.g. T or

√
T ), we solve for integer-power as-

signments of this gate on the physical qubits whose action
preserves every logical computational-basis state up to a
state-dependent phase. Each qubit may receive a distinct
rotation angle. These yield logical diagonal gates at the
chosen hierarchy level (see App. H 2).

Finally, we extend the diagonal-rotation method to
identify fold-diagonal gates [22, 41]. The key idea is
to embed a Jn, k, dK code into a larger Jn +

(
n
2

)
, k, d′K

code and search for (non-uniform) single-qubit physical
Z-basis rotations that act as logical operators on the en-
larged code. Using the construction of App. H 2 c, any
such operator induces a logical operation on the origi-
nal code that is implemented by patterned one- and two-
qubit diagonal interactions. Restricting to depth-one cir-
cuits yields fold gates, which in favourable cases preserve
the X-sector code distance [23].

Together, these mechanisms generate a wide class of
logical operations on phantom codes. For example, fold-
SiSj gates combined with automorphism operations im-
plementing H⊗k generate the full logical Clifford group,
as realized by the J20, 2, 6K phantom code.

4 Technically, they must satisfy an additional condition (App. H 1).

V. NUMERICAL BENCHMARKING

Lastly, we assess whether phantom codes can be prac-
tically useful in realistic fault-tolerant settings. Two
structural properties make their practical usefulness non-
obvious. First, the phantom codes identified in this
study possess high-weight stabilizers and are non-LDPC,
which generally precludes high-fidelity codeblock initial-
ization and syndrome extraction using standard bare-
ancilla techniques. Second, in generic logical circuits not
all CNOTs can be in-block.

To this end, we benchmark a concrete phantom code
against a surface-code baseline using end-to-end noisy
simulations. We focus on the J64, 4, 8K phantom qRM
code, whose parameters are suitable for near-term ex-
periments, and compare its performance to rotated sur-
face codes of varying d at both near-term (10−3) and
projected (5 × 10−4) physical error rates. [Results at
a higher 3 × 10−3 error rate are provided in App. I 7.]
Our study is organized around three benchmarks of in-
creasing complexity: (i) repeated in-block logical CNOT
circuits on a single codeblock; (ii) logical GHZ state
preparation across multiple codeblocks; and (iii) Trotter-
ized many-body quantum simulation. These benchmarks
probe regimes successively dominated by in-block entan-
glement and by interblock operations, with circuit widths
far exceeding the per-codeblock logical dimension k.

A. Operation of codes and error correction

We begin by specifying how the phantom and surface
codes are operated, including state-preparation proto-
cols, syndrome-extraction strategies, and decoding pro-
cedures, since this common framework underlies all our
benchmarks.

Because all performance comparisons depend on the
strength of the reference architecture, we use a fully op-
timized, state-of-the-art surface-code implementation as
our baseline. The surface code is LDPC and has ben-
efited from ∼25 years of development: it supports low-
overhead state preparation, efficient hook-error-free bare-
ancilla syndrome extraction, a near-optimal matching de-
coder, and transversal interblock CNOT gates.

Crucially, we use modern techniques of correlated de-
coding and algorithmic fault tolerance [42, 43] to ensure a
strong surface-code baseline. These methods account for
error propagation across codeblocks and allow the num-
ber of syndrome-extraction rounds per transversal CNOT
to be reduced from O(d) to O(1) while maintaining fault
tolerance. Concretely, we employ a recent matching-
based correlated decoder [44] and, following prior results,
use a single round of syndrome extraction per transversal
CNOT. Technical details of the surface-code implemen-
tation are given in App. I 2.

We next describe how we operate the J64, 4, 8K
phantom code. Its non-LDPC structure necessitates
syndrome-extraction, state-preparation, and decoding
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procedures compatible with high-weight stabilizers:

• Because bare-ancilla syndrome extraction is not viable,
we employ Steane-style quantum error correction, in
which errors are coherently copied onto ancilla code-
blocks that are then measured transversally.

• Bare-ancilla codeblock initialization is likewise pre-
cluded, so we develop a short-depth, fault-tolerant
state preparation protocol extending Ref. [19]. Our
scheme uses a compact four-to-one codeblock certifica-
tion circuit, exploits qRM permutation automorphisms
for fault tolerance, and operates as a state factory
via error detection and preselection (see App. I 3 a).
At two-qubit error rates of 10−3 and 5 × 10−4, strict
syndrome-free preselection yields acceptance rates of
∼24% and ∼49%, respectively; and allowing weight-
one residual errors increases these to ∼40% and ∼64%.
We focus on the stricter preselection protocol for com-
parison discussions in this section.

• To accurately decode large circuits, an efficient decoder
that tracks spatiotemporal error correlations is needed.
The J64, 4, 8K code is non-matchable, and existing ap-
proaches such as code-capacity list decoding [19, 45] do
not extend directly to the correlated setting. We there-
fore develop spatiotemporal sliding-window correlated
list and most-likely-error (MLE) decoders that account
for error propagation through transversal CNOT gates
and Steane error-correction gadgets. Although MLE
decoding is not polynomial-time in general, our proto-
col operates only on constant-sized windows5, yielding
decoding costs that scale linearly with logical circuit
size on a fixed code. Details are given in App. I 3 c.

Additionally, as described in Sec. III C, phantom qRM
codes with identical Jn, k, dK parameters can be ob-
tained by different choices of gauge-fixed logical opera-
tors, which can favour the preparation fidelity of either
|0⟩⊗k or |+⟩⊗k. For the numerics presented here, we
adopt a balanced construction in which neither state is
disadvantaged (see Definition 8).

We employ a circuit-level noise model that includes
single- and two-qubit gate errors, idle errors, and reset
and measurement errors, with relative error rates cali-
brated to recent neutral-atom array experiments [3] (see
also comparable error rates in Refs. [46–48]). Full tech-
nical details of our benchmarking appear in App. I.

B. Single-codeblock repeated CNOT circuits

Our first benchmark isolates the most favourable
regime for phantom codes, in which all CNOTs are in-

5 Constant-sized windows (around each transversal CNOT gate in
our implementation) suffice because verified-ancilla Steane QEC
limits correlations to a constant-sized spacetime neighbourhood.

|+⟩
|0⟩
|0⟩
|0⟩
|0⟩
|0⟩

|0⟩

|0⟩
|0⟩

K

ba

~4x
~55x

~3x
Strict (24%)

Relax (49%)

~1300x

Strict (40%)

Relax (64%)

~56x

~120x

Figure 5. Benchmarking phantom and surface codes
in CNOT circuits and logical GHZ state preparation.
(a) Repeated in-block CNOT circuits on four logical qubits
hosted on a single J64, 4, 8K phantom codeblock or four surface
codeblocks (d = 5–8). The numerics include fault-tolerant
state preparation and failure rates are averaged over |0⟩⊗4

and |+⟩⊗4 initial states. (b) Logical GHZ state preparation
across multiple codeblocks, probing performance as the frac-
tion of in-block permutation CNOTs decreases. Dark and pale
purple denote strict and relaxed preselection, respectively. Er-
ror bars are 98% confidence intervals.

block. While in-block CNOTs on phantom codes incur
no cost after compilation, state preparation is generally
more costly than on surface codes. This benchmark in-
vestigates when the reduction in gate cost outweighs the
increased initialization overhead.

To probe this trade-off, we consider circuits consisting
of fault-tolerant state preparation followed by repeated
in-block CNOTs acting on four logical qubits hosted on
a single J64, 4, 8K codeblock or four surface codes (see
Fig. 5a). We benchmark surface codes of distance d = 5–
8. In all cases, results are averaged over |0⟩⊗4 and |+⟩⊗4

initial logical states to remove basis dependence.

We first assess logical state-preparation performance
alone, corresponding to the r = 0 limit of Fig. 5a. The
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phantom code uses 64 data qubits and 64 × 3 ancilla
qubits for its state-preparation factory. Accounting for
preselection overhead, it achieves a ∼55× reduction in
logical failure rate over the d = 6 surface code with a
comparable spatial footprint (144 data and 140 ancilla
qubits). Even relative to the larger d = 8 surface code, re-
quiring roughly twice as many physical qubits, the phan-
tom code achieves a ∼3× advantage.

As in-block CNOTs are added, the logical failure rate
of the surface code grows linearly, whereas the phantom
code’s remains unchanged because its CNOTs require no
physical operations. At near-term error rates, the re-
sulting improvement reaches ∼1300× (∼120×) over the
d = 6 (d = 8) surface code on the deepest (depth-10)
circuit studied. The logical gate time on the phantom
code also remains effectively zero after state preparation,
while it increases linearly with logical circuit depth on the
surface code. The relative logical performance between
phantom and surface codes remains similar at projected
future physical error rates.

C. Multiple-codeblock GHZ state preparation

Practical applications often require the use of multiple
codeblocks, so our second benchmark studies logical per-
formance as the fraction of in-block CNOTs implemented
via permutations is reduced.

To control the ratio of in-block permutation and in-
terblock transversal CNOT gates in a simple and inter-
pretable way, we benchmark logical GHZ state prepa-
ration across an increasing number of codeblocks. We
consider logical system sizes K = 4–64 (see Fig. 5b). For
K = 4, all three entangling CNOT gates are in-block
and can be implemented as qubit permutations, giving
a permutation-to-transversal gate ratio of 3 : 0. As K
increases, entangling operations between codeblocks be-
come necessary; for K = 64 this ratio decreases to 3 :61.
We expect the phantom-code advantage to diminish as
the contribution of transversal CNOTs increases.

Compared to the single-codeblock benchmark of
Sec. VB, GHZ state preparation introduces two addi-
tional factors for the phantom code. First, interblock
CNOT gates necessitate active QEC, which we per-
form via Steane syndrome extraction as described in
Sec. VA, incurring an overhead of two ancillary code-
blocks per data codeblock. Second, the logical circuit
requires codeblocks initialized in mixed computational-
and Hadamard-basis logical states, namely the |+000⟩
state. Fault-tolerant preparation of mixed-basis logical
states on k > 1 codes are generally costly. To implement
this efficiently we (i) prepare two phantom codeblocks in
|0⟩⊗k and |+⟩⊗k, (ii) addressably teleport logical qubits
between the codeblocks using at most two transversal
CNOTs, and (iii) measure one of the codeblocks transver-
sally with preselection to suppress errors. We simulate
the entire noisy process. Technical details are in App. I 5.

We compare the phantom code against surface codes

matched either in spatial footprint or in code distance.
For K = 64, a d = 6 surface code requires 64 codeblocks
of 36 data plus 35 ancilla qubits each, for a total of 4544
qubits. Each J64, 4, 8K phantom codeblock requires two
ancillary codeblocks for Steane QEC. To be conservative,
we allocate one state-preparation factory per two data
codeblocks, noting that this overhead could decrease on
future hardware. At K = 64, this amounts to a footprint
of 4608 qubits. At this scale, the phantom code achieves
a ∼56× reduction in logical infidelity over the surface
code. Compared to the d = 8 surface code, the phan-
tom code retains ∼4× infidelity advantage while using
∼1.8× fewer physical qubits. Similar relative behaviour
in logical fidelity persists at projected future physical er-
ror rates. Notably, the phantom-code advantage remains
for all K, despite the increasing fraction of interblock
CNOTs.

D. Trotterized many-body quantum simulation

We conclude our benchmarking study with an
application-motivated test of large-scale quantum many-
body simulation, asking whether phantom codes can pro-
vide a sustained advantage as system size increases and
physical error rates improve. This benchmark is moti-
vated by the natural suitability of phantom codes for im-
plementing CNOT ladders, in which CNOTs act sequen-
tially on neighbouring logical qubits. Such structures
arise in Hamiltonian simulation, where terms of the form
exp
(
−iθZ⊗L

)
decompose into paired CNOT ladders sur-

rounding a single-qubit rotation. When these ladders
span multiple codeblocks, a logarithmic-depth hypercube
layout of CNOT gates minimizes the number of required
interblock transversal CNOTs, which we exploit.

Concretely, we simulate Trotterized time-evolution
generated by eight-body Ising Hamiltonian terms
exp
(
−iθZ⊗8

)
in a brickwork pattern, interleaved

with single-qubit transverse-field terms exp(−iϕX) (see
Fig. 6). For the phantom code, each eight-body term
use three in-block and four physical CNOTs. We study
systems with K = 8–64 logical qubits over eight Trotter
steps. The largest circuit contains >2400 logical gates
and have a two-qubit logical gate depth of 96 at K = 64.

At these widths, such quantum simulation circuits
are generally classically intractable. For K = 64, the
J64, 4, 8K phantom code again requires 4608 qubits, in-
clusive of ancillary codeblocks for Steane QEC and state-
preparation factories. This is to be compared with 4544
(8128) qubits for the d = 6 (d = 8) surface code. To make
simulations tractable, we fix θ = ϕ = π/2; in physical
experiments, smaller angles would be used. Such rota-
tions can be implemented using the STAR protocol [49],
whose application to the J64, 4, 8K phantom code is dis-
cussed in App. E 6 (its use for surface codes was detailed
in Ref. [49]).

We use two polynomial-time spatiotemporal sliding-
window decoders for the phantom code: a most-likely-
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Figure 6. Benchmarking phantom and surface codes
in many-body quantum simulation. Logical circuits per-
form Trotterized time-evolution of a Hamiltonian with eight-
body Ising interaction terms and a transverse field, on up to
64 logical qubits over eight Trotter steps. The largest system
size uses 16 codeblocks of the J64, 4, 8K phantom code, or 64
surface codeblocks of distance d = 5–8. Dark and pale purple
denote strict and relaxed preselection for state preparation on
the phantom code, respectively; solid and dashed lines denote
sliding-window MLE and correlated list decoding. Error bars
are 98% confidence intervals.

error (MLE) decoder, and a correlated list decoder that is
∼100× faster but less accurate (see App. I 3 c). The sur-
face code continues to use the matching-based correlated
decoder as described in Sec. VA and App. I 2. We use
one round of syndrome extraction per transversal CNOT
for both codes.

As shown in Fig. 6, the phantom code outperforms
the surface code across near-term and projected future
physical error rates, and this advantage is maintained
as the system size increases. At near-term error rates,
with sliding-window MLE decoding, the phantom codes
achieves a ∼94× (∼10×) reduction in logical infidelity
compared against the d = 6 (d = 8) surface code, with
similar relative improvements at future error rates. Even
with relaxed preselection, the phantom code outperforms
the d = 8 surface code. Although the sliding-window
correlated list decoder sacrifices decoding accuracy, the
phantom code still exceeds the d = 8 (d = 7) surface code
in logical fidelity under strict (relaxed) preselection.

VI. DISCUSSION AND OUTLOOK

As emphasized, reducing QEC overhead requires
jointly optimizing for storage and computation: what ul-
timately matters are the operations (including memory)
that a QEC code enables. High rate and LDPC struc-
ture define one axis, enabling efficient state preparation,
decoding, and low qubit overhead. An equally important
axis is efficient logical gates, which distinguish quantum
memories from quantum computers. Here, we identify a
broad class of quantum error-correcting codes that realize
logical entanglement without physical overhead or infi-
delity, and show that these codes can outperform leading
fault-tolerant architectures for well-chosen tasks. These
phantom codes bring workloads with dense local entan-
gling structure closer to practical realization and enable
new opportunities for logical algorithms in, for example,
trapped-ion and neutral-atom platforms. The resources
developed in this work broaden the scope of code discov-
ery, enabling a systematic cataloguing of small-footprint
CSS codes and direct solver-based search for codes with
targeted properties.
Our results reveal that phantomness is a stringent

structural condition that selects a highly symmetric cor-
ner of the space of codes and impose two practical con-
sequences. First, all phantom codes discovered here are
non-LDPC, necessitating Steane-style QEC, preselected
logical-state factories, and the development of decoders
presented in this work. Second, the phantom codes we
identify encode k = O(log n) logical qubits, limiting the
fraction of phantom CNOTs in large-scale algorithms.
As a result, scalable advantages arise in workloads where
entangling operations occur in dense local patches and
logical blocks are connected via transversal CNOTs.
These results open several new research directions,

one of which is motivated by the observed limita-
tions. The absence of LDPC phantom codes hint that
permutation-implemented CNOTs may be incompati-
ble with bounded-weight or geometrically local stabi-
lizer generators, motivating either new constructions or
formal no-go theorems. Likewise, the empirical bound
k = O(log n) raise the question of whether large au-
tomorphism groups can coexist with higher encoding
rates. Finally, the fact that all transversal magic
gates we found are effectively distance-two may reflect a
deeper structural obstruction. Resolving which features
are fundamental would clarify the asymptotic limits of
permutation-implemented CNOTs.
A second direction concerns mapping the broader

space of code design. Phantom codes minimize the tem-
poral cost of logical entanglement, at the apparent ex-
pense of low encoding rates, whereas many prominent
qLDPC codes exhibit the opposite trade-off. This con-
trast suggests an existence of a continuum between large-
automorphism, low-rate codes and high-rate qLDPC con-
structions. To what extent this continuum exists, and
how resource-optimal operating points are distributed
along it, remains an open problem.
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More broadly, the resources developed and assembled
in this work—including a complete database of CSS codes
up to n = 14, SAT-based search methods for identifying
codes with specified logical gate structure, and an auto-
mated pipeline for extracting logical operations—provide
the tools needed to explore this space systematically.
These tools can be used, for example, to identify low-
overhead codes tailored to specific hardware connectivi-
ties, such as on superconducting architectures, or to op-
timize alternative objectives, including reducing the cost
of logical magic.

A third direction concerns software and decoding. The
large automorphism groups of phantom codes suggest
automorphism-aware compilers that treat permutations
as free, pack CNOT-dense subroutines into phantom
codeblocks, and schedule interblock gates to minimize
noise. Many workloads beyond the Trotterized circuits
benchmarked contain a high density of logical entangling
gates. Identifying other algorithms that benefit from
phantom codes would help focus these compiler devel-
opments.

A final direction concerns experimental implementa-
tion. Small-angle rotations in our Trotterized circuits
can be realized using the STAR protocol [49], opening
the possibility of near-term fermionic simulations at re-
alistic error rates. Beyond dynamics, phantom codes nat-
urally support highly entangled logical states, which are
central to measurement-based quantum computation [50]
and quantum communication tasks [51]. Demonstrating
such states with near-zero entangling-gate cost would val-
idate the phantom-code paradigm.
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Appendix A: Phantom code basics, conditions, and properties

1. Review of binary symplectic representation of Pauli operators and Clifford gates

Pauli operators. We make pervasive use of the symplectic representation in this work. In this representation, a
Pauli operator on n qubits is encoded as a binary vector (x | z) ∈ F2n

2 , where x and z indicate the positions of X and
Z components, respectively. For example, XY IZ is represented as (1100 | 0101), as Y = iXZ contributes to both
parts. Commutation relations are captured by the symplectic inner product—defining6

Ω =

[
0 I
I 0

]
, (A1)

two Pauli operators represented by symplectic vectors v1 = (x1 | z1) and v2 = (x2 | z2) commute if and only if
⟨v1,v2⟩S := v1Ωv

T
2 = x1 · z2 + x2 · z1 = 0. Finally, relevant to our setting here, a qubit permutation π ∈ Sn

represented by an n × n permutation matrix P acts on the symplectic representation of Pauli operators in a block-
wise manner, (x | z) 7→ (x | z)(P ⊕ P ) = (xP | zP ).

Clifford gates and circuits. Clifford circuits are linear maps between Pauli operators under conjugation. That is,
UPU† = P ′ for a Clifford unitary U and Pauli operators P and P ′. In the symplectic representation, on a register
of k qubits, a Clifford circuit U can be represented by a binary Pauli transfer matrix F (U) ∈ Sp(2k,F2). That F (U)
is a symplectic matrix means that F (U)TΩF (U) = Ω. For example, on k = 1 qubit, the Hadamard gate has the
representation

F (H) =

[
Fxx(H) Fxz(H)
Fzx(H) Fzz(H)

]
=

[
0 1
1 0

]
, (A2)

and on a register of k = 3 qubits, a CNOT gate controlled by the first qubit and targeting the second has the
representation

F (CNOT12) =

[
Fxx(CNOT12) Fxz(CNOT12)
Fzx(CNOT12) Fzz(CNOT12)

]
=


1 1 0 0 0 0
0 1 0 0 0 0
0 0 1 0 0 0
0 0 0 1 0 0
0 0 0 1 1 0
0 0 0 0 0 1

 . (A3)

The rows of the F matrix correspond to input Pauli operators and the columns to their transformed outputs under
conjugation, with basis elements ordered as X1, . . . , Xk, Z1, . . . , Zk. Here, the defining action of H is X 7→ Z and
Z 7→ X, and that of CNOT12 is X1 7→ X1X2, Z2 7→ Z1Z2, with all other basis Pauli operators remaining unchanged.
This same formalism applies on logical qubits, but with physical Pauli operators replaced by logical Pauli operators
(i.e. X1, . . . , Xk, Z1, . . . , Zk replaced by X1, . . . , Xk, Z1, . . . , Zk).

Composition of Clifford gates or circuits in the symplectic representation corresponds to multiplying their Pauli
transfer matrices. The Pauli transfer matrix of a circuit U comprising first the subcircuit U1, then U2, henceforth till
Ul is given by F (U) = F (Ul) · · ·F (U2)F (U1).
CNOT and bias-preserving circuits. A gate or circuit that is bias-preserving is one that maps X- (Z-) type Pauli

operators solely to X- (Z-) type Pauli operators under conjugation. Modulo Pauli operators, the CNOT gate is the
only generator of the Clifford group that is bias-preserving; hence bias-preserving Clifford circuits are exactly those
that are generated by CNOT gates (i.e. CNOT circuits).

The bias-preserving property means that the off-diagonal blocks of the symplectic representation of CNOT gates and
circuits vanish: Fxz(CNOTij) = Fzx(CNOTij) = 0 for any CNOTij gate, and more generally Fxz(C) = Fzx(C) = 0
for any CNOT circuit C. Moreover, as a consequence of reversibility of the circuit, the diagonal submatrices must be
invertible. The binary Pauli transfer matrix F (C) for a CNOT circuit on k qubits takes the form

F (C) = diag
(
A,A−T

)
, (A4)

6 Throughout our manuscript, the sizes of the identity matrix I
and symplectic metric Ω are inferred from context where un-

ambiguous, and arithmetic on binary vectors and matrices are
modulo-2 unless stated otherwise.
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where A ∈ GL(k,F2), and we use the shorthand for the transpose of the inverse A−T = (A−1)T = (AT)−1. Such a
CNOT circuit transforms X- and Z-type Pauli operators under conjugation as xT 7→ AxT and zT 7→ A−TzT in the
symplectic representation. Equivalently, the CNOT circuit effects the action |a⟩ 7→

∣∣aAT
〉
for computational basis

states |a⟩ where a ∈ {0, 1}k. Because F (C) has the block-diagonal form in Eq. (A4), it suffices to consider the top-left
A block when analyzing CNOT circuits C, a fact that simplifies proofs in subsequent sections.

2. Conditions for permutation logical Clifford gate sets and phantomness on stabilizer codes

An Jn, k, dK stabilizer code is specified by a full-row-rank stabilizer generator matrixH ∈ Fr×2n
2 whose rows comprise

a generating set of stabilizers in symplectic representation. Selecting an orthonormal logical basis fixesQx, Qz ∈ Fk×2n
2 ,

whose rows are the symplectic representations of the logical operators {Xi}ki=1 and {Zi}ki=1, such that QxΩQ
T
z = I.

We can now express the conditions that the code has to satisfy to possess a given logical Clifford gate set implemented
by a certain set of qubit permutations:

Proposition 1 (Permutation logical Clifford gate set on a stabilizer code). Given an Jn, k, dK stabilizer code with

stabilizer generators H ∈ Fr×2n
2 and an orthonormal logical basis Qx, Qz ∈ Fk×2n

2 in symplectic form (QxΩQ
T
z = I),

stack Q :=
(
Qx

Qz

)
, and denote by P (i) ∈ Fn×n

2 the permutation matrix representing π(i) ∈ Sn. Then {π(i)}pi=1 implements

the logical Clifford gate set {U (i)}pi=1 on this code in this logical basis iff:

Q
(
P (i) ⊕ P (i)

)
ΩQT = F

(
U (i)

)
Ω, (A5a)

H
(
P (i) ⊕ P (i)

)
ΩHT = 0, (A5b)

H
(
P (i) ⊕ P (i)

)
ΩQT = 0, (A5c)

Q
(
P (i) ⊕ P (i)

)
ΩHT = 0, (A5d)

for every i ∈ [p].

Above, Eq. (A5a) ensures that each permutation transforms logical operators correctly, modulo stabilizers, and
hence implements the desired logical action; while Eqs. (A5b) to (A5d) demand that commutation relations among
stabilizer and logical operators are maintained, so that the stabilizer group and hence codespace is preserved.

By definition, phantom codes support a complete set of individually addressable CNOT gates performed by qubit
permutations, thus leading to Proposition 2.

Proposition 2 (Phantomness of a stabilizer code). An Jn, k, dK stabilizer code is phantom iff it satisfies Proposition 1
for the gate set {CNOTab : (a, b) ∈ [k]2, a ̸= b} for some choice of logical basis Qx, Qz.

There is an additional consideration when using Proposition 1 to determine whether a stabilizer code supports a
specific permutation logical gate set, or Proposition 2 to determine whether a code is phantom: the logical bases that
enable the desired gate set to be implemented via permutations are generically unknown a priori. While a choice
of Qx, Qz can always be written given H via basis completion (i.e. Gaussian elimination), this arbitrary choice may
not support the specific desired gate set, and one must allow changes in logical basis to determine whether the code
can support the gate set. To do so, we note that every pair of orthonormal logical bases Q :=

(
Qx

Qz

)
and L :=

(
Lx

Lz

)
of a code is related by a logical Clifford circuit, and accordingly, Q = RL where R ∈ Sp(2k,F2)—see App. A 1 for
a review of the symplectic representation. Such a rotation of logical bases preserves the anticommutation relations,
QxΩQ

T
z = I ⇐⇒ LxΩL

T
z = I. Therefore, in using Proposition 1 or Proposition 2 to determine the supported gate

set or phantomness of a stabilizer code, a fixed logical basis L can first be computed from H and Q set as Q = RL,
where R representing the Clifford transform is allowed to be freely chosen.

3. Conditions for permutation CNOT gate sets and phantomness on CSS codes

We now specialize Propositions 1 and 2 to CSS codes. CSS codes are defined by stabilizer generators that each
comprise purely X or Z Pauli operators, and their logical bases can similarly be chosen such that Xi (Zi) logicals
comprise only X (Z) operators, which we refer to as being in CSS form. Thus, a more compact “half-symplectic”
binary representation is natural, where the zero X- or Z-portion of the symplectic representation is removed. An
Jn, k, dK CSS code is then specified by full-row-rank stabilizer generator matrices Hx ∈ Frx×n

2 and Hz ∈ Frz×n
2 , whose

rows encode generating set of X- and Z-type stabilizers, respectively, and likewise selecting an orthonormal CSS
logical basis fixes Qx, Qz ∈ Fk×n

2 such that QxQ
T
z = I.
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First, we establish results that restrict the possible scope of permutation logical gates on CSS codes, as formalized
in Proposition 3 and Remark 2.

Proposition 3 (Qubit permutations can achieve only CNOT circuits with CSS logical basis). The only logical action
implementable by qubit permutations on a stabilizer code are CNOT circuits when using a CSS logical basis, modulo
logical Pauli gates.

Proof. A CSS logical basis defines logical operators that are pure X-or Z-type. Qubit permutations are bias-preserving
and cannot induce Pauli basis changes—they map X- (Z)-type Pauli operators exactly onto X- (Z)-type Pauli
operators, and so cannot change the X- or Z-type of logical operators on the code. The only bias-preserving Clifford
circuits are CNOT circuits (see App. A 1), modulo single-qubit Pauli gates. Additionally, logical action at the third
or higher level of the Clifford hierarchy is not possible as qubit permutations on stabilizer codes contain no magic.

Remark 2. Proposition 3 does not hold for stabilizer, even CSS, codes when a non-CSS logical basis is used.

Proof. We give a counter-example. Consider a CSS logical basis of an arbitrary k = 2 code, {X1, X2, Z1, Z2}, and
suppose CNOT12 is available through a qubit permutation π in this basis. Now consider the non-CSS logical basis

X
′
1 = X1Z1, X

′
2 = X2Z2, Z

′
1 = X1X2Z2, Z

′
2 = X1X2Z1.

In this logical basis, π has action X
′
1 = X1Z1 7→ X1X2Z1 = Z

′
2, which cannot be generated by CNOT gates.

Remark 2 suggests that, to assess logical operations beyond CNOT circuits via qubit permutations on a CSS code,
one can employ a non-CSS logical basis on the code. However, the availability of transversal (i.e. depth-one) CNOT
gates between codeblocks generally require CSS logical bases to be chosen. Therefore, demanding the general ability to
efficiently entangle distinct codeblocks through transversal CNOT gates places us within the regime of Proposition 3,
which constrains available permutation logical actions to CNOT circuits. With this limitation, Proposition 1 simplifies
to Proposition 4, and Proposition 6 follows.

Proposition 4 (Permutation CNOT-circuit gate sets on a CSS code). Given an Jn, k, dK CSS code with stabilizer

generators Hx ∈ Frx×n
2 , Hz ∈ Frz×n

2 and an orthonormal CSS logical basis Qx, Qz ∈ Fk×n
2 in binary form (QxQ

T
z = I),

denote by P (i) ∈ Fn×n
2 the permutation matrix representing π(i) ∈ Sn. Then {π(i)}pi=1 implements the logical gate set

{U (i)}pi=1 on this code in this logical basis iff:

QxP
aibiQT

z = Fxx

(
U (i)

)
, (A6a)

QzP
aibiQT

x = Fzz

(
U (i)

)
, (A6b)

HxP
aibiHT

z = HzP
aibiHT

x = 0, (A6c)

HxP
aibiQT

z = HzP
aibiQT

x = 0, (A6d)

QxP
aibiHT

z = QzP
aibiHT

x = 0, (A6e)

for every i ∈ [p], where each U (i) ∈ ⟨CNOTjk : j, k ∈ [k]2, j ̸= k⟩.
The issue of an unknown suitable choice of logical basis Qx, Qz again arises when using Proposition 4 to determine

whether a CSS code supports a specific gate set. We address this by noting that every pair of orthonormal CSS logical
bases Qx, Qz and Lx, Lz is related by a CNOT circuit—namely, Qx = RLx and Qz = R−TLz where R ∈ GL(k,F2).
The CNOT circuit C performing the logical basis change is then described by F (C) = diag(R,R−T); see App. A 1 for
a review of the symplectic representation. Such a rotation of logical basis preserves the anticommutation relations,
QxQ

T
z = I ⇐⇒ LxL

T
z = I. Therefore, in using Proposition 4 to determine the supported permutation gate set of a

CSS code, a fixed logical basis Lx, Lz can first be computed from Hx, Hz, and Qx, Qz then set as the rotated versions
of Lx, Lz, where R are allowed to be freely chosen.
Interestingly, while the specific permutation gate set of a CSS code is logical basis-dependent, the phantomness of

the code is basis-independent. We formalize this in Proposition 5.

Proposition 5 (Phantomness is independent of CSS logical basis). If a stabilizer code is phantom in some CSS logical
basis, it is phantom in every CSS logical basis.

Proof. Any two CSS logical bases are related by a logical CNOT circuit, and a phantom code can implement any
CNOT circuit through qubit permutations. Suppose the code is phantom in some CSS logical basis Lx, Lz. Then,
in some other CSS logical basis L′

x, L
′
z, to perform an arbitrary CNOT, one does the following: (1) transform the

logical basis to Lx, Lz through qubit permutations; (2) implement the CNOT as known; (3) transform the logical
basis back to L′

x, L
′
z through qubit permutations. The entire procedure comprises only qubit permutations, so the

code is phantom also in logical basis L′
x, L

′
z.
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This basis independence allows a simplification of Proposition 2 to Proposition 6. Here, as explained in the main
text and motivated above, we restrict our attention to CSS logical bases only on CSS codes, so as to guarantee the
availability of transversal CNOT gates between codeblocks.

Proposition 6 (Phantomness of a CSS code). An Jn, k, dK CSS code is phantom iff it satisfies Proposition 4 for the
gate set {CNOTab : (a, b) ∈ [k]2, a ̸= b} for an arbitrarily chosen CSS logical basis Qx, Qz.

Lastly, we remark that a smaller gate set can be used in the conditions of Propositions 2 and 6 when assessing
whether a code is phantom. Doing so is advantageous for computational efficiency, for example in our code enumeration
and SAT-based code discovery efforts described later in Apps. C and D.

Remark 3 (Minimal-size gate set for phantomness of stabilizer codes). In Propositions 2 and 6, the smaller-sized
gate set {CNOT12,SWAP12,SWAP23, . . . ,SWAP(k−1)(k)} can equivalently be used.

Proof. Either gate set generates the other.

4. Code equivalence under qubit permutation and global Hadamards

As mentioned in the main text and to facilitate further technical discussion, it is useful to define a suitable notion
of equivalence of codes. While prior literature considered equivalence of codes up to qubit permutations and local
(single-qubit) Cliffords [29, 52], the phantom property of codes is not preserved under local Clifford deformations. It
is most suitable instead to restrict the freedom of local Cliffords to global Hadamards, leading to Definition 2.

Definition 2 (ΠH equivalence of codes). Two n-qubit codes are ΠH-equivalent if one can be mapped onto the other
through a qubit permutation and optionally a global Hadamard (H⊗n).

This notion of equivalence preserves the Jn, k, dK parameters and crucially the phantom property of codes.

Proposition 7 (Invariance of phantomness under ΠH equivalence). Any code that is ΠH-equivalent to a phantom
code is also phantom.

5. Uniform weight distribution of logical operators on phantom codes and the Hamming bound

As the weight, and in fact at a finer-grained level the X-, Y - and Z-operator weights, of a Pauli operator is invariant
under qubit permutations, yet qubit permutations induce logical CNOT actions on phantom codes, phantom codes
must possess an underlying structure of weight uniformity on their logical operators. This observation ultimately
enables the derivation of a Hamming bound on the parameters of phantom codes. We formalize these concepts and
this line of argument in this section.

Definition 3 (Logical Pauli equivalence classes). For a logical Pauli operator P on a stabilizer code, we define:

• PP to be the set of all physical Pauli operators implementing the logical Pauli P , i.e., the set obtained by

multiplying a fixed representative of P by all elements of the stabilizer group of the code.

• PP,w to be the subset of PP consisting of physical Pauli operators of weight w.

• PP,w to be the subset of PP consisting of physical Pauli operators with weight vector w := (wx, wz, wy), where
wx, wz, and wy count the numbers of X, Z, and Y operators, respectively, in the physical Pauli implementation.

Note that the PP,w subsets are disjoint for different w—PP,w∩PP,w′ = when w ̸= w′—and likewise PP,w∩PP,w′ =
when w ̸= w′. As the weight of a Pauli operator is the sum of its part-wise weights, |w| = wx+wz+wy, we have also
that PP,w =

⋃
w:|w|=w PP,w, where all subsets in the union are disjoint. That the distance of the code is d implies

that there can be no logical operators of weight less than d, therefore PP,w = ∅ for all w < d, and likewise PP,w = ∅
for all w with |w| < d.
As a concrete example, we list comprehensively the (nontrivial) logical Pauli equivalence classes and their weights

for the J4, 2, 2K phantom code in Table III. We read, for instance, that |PX1
| = 4 is naturally the same size as the

stabilizer group of the code; |PX1,2
| = 2 and |PX1,4

| = 2. As the code is CSS and we have used a CSS logical basis,
there is only a single possible weight vector for each weight: |PX1,(2,0,0)

| = |PX1,(0,2,2)
| = 2.
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Logical Pauli equivalence class Weight |w| w = (wx, wz, wy) Class members (physical Pauli operators)

X1

2 (2, 0, 0) X1X4, X2X3

4 (0, 2, 2) Y1Z2Z3Y4, Z1Y2Y3Z4

X2

2 (2, 0, 0) X1X2, X3X4

4 (0, 2, 2) Y1Y2Z3Z4, Z1Z2Y3Y4

X1X2

2 (2, 0, 0) X1X3, X2X4

4 (0, 2, 2) Y1Z2Y3Z4, Z1Y2Z3Y4

Z1

2 (0, 2, 0) Z1Z2, Z3Z4

4 (2, 0, 2) X1X2Y3Y4, Y1Y2X3X4

Z2

2 (0, 2, 0) Z1Z4, Z2Z3

4 (2, 0, 2) X1Y2Y3X4, Y1X2X3Y4

Z1Z2

2 (0, 2, 0) Z1Z3, Z2Z4

4 (2, 0, 2) X1Y2X3Y4, Y1X2Y3X4

X1Z2

2 (0, 0, 2) Y1Y4, Y2Y3

4 (2, 2, 0) X1Z2Z3X4, Z1X2X3Z4

Z1X2

2 (0, 0, 2) Y1Y2, Y3Y4

4 (2, 2, 0) X1X2Z3Z4, Z1Z2X3X4

Y1Y2

2 (0, 0, 2) Y1Y3, Y2Y4

4 (2, 2, 0) X1Z2X3Z4, Z1X2Z3X4

Y1 3 (1, 1, 1) X1Z3Y4, X2Y3Z4, Y1Z2X4, Z1Y2X3

Y2 3 (1, 1, 1) X1Y2Z3, Y1X2Z4, Z1X3Y4, Z2Y3X4

X1Y2 3 (1, 1, 1) X1Z2Y3, Y1X3Z4, Y2Z3X4, Z1X2Y4

Y1X2 3 (1, 1, 1) X1Y3Z4, X2Z3Y4, Y1Z2X3, Z1Y2X4

Y1Z2 3 (1, 1, 1) X1Z2Y4, Y1Z3X4, Y2X3Z4, Z1X2Y3

Z1Y2 3 (1, 1, 1) X1Y2Z4, Y1X2Z3, Z1Y3X4, Z2X3Y4

Table III. Logical Pauli equivalence classes of the J4,2,2K code and their weights. The last column lists explicitly all
members of each class PP,w; the size of the class |PP,w| is the length of the list.

Lemma 1 (Uniform Pauli weight distribution of logical operators on phantom stabilizer codes). For an Jn, k, dK
phantom stabilizer code and any fixed weight vector w, the size of the equivalence class |PP,w|, in other words the
number of physical Pauli operators implementing the logical Pauli operator P , is the same for all nontrivial X-type
logical operators P . (There are 2k − 1 such operators: X1, X2, . . . , X1X2, . . . , X1X2 · · ·Xk.) The same statement
holds for Z-type logical operators.

Proof. Consider any two X-type logical operators P and P ′. These must be related by CNOT transformations: there
exist CNOT circuits C and C ′ transforming P to P ′ and P ′ to P , respectively (in fact C ′ is the circuit C reversed).
As the code is phantom, C and C ′ can be implemented by qubit permutations. Any qubit permutation preserves
the weight vector of any physical Pauli operator. Therefore, each physical Pauli operator in the equivalence class
PP,w is mapped to a physical Pauli operator in PP

′
,w, and likewise from PP

′
,w to PP,w. This defines a bijective map

between PP,w and PP
′
,w, so the two sets have the same cardinality. An analogous argument applies to Z-type logical

operators.

A consequence of this structure of weight uniformity is a Hamming bound for CSS phantom codes, which limits
the possible Jn, k, dK parameters of a CSS phantom code. This result has been presented as Theorem 2 in the main
text and is reproduced below for convenient reference. Here, we provide a proof for the bound.

Theorem 2 (Hamming bound for CSS phantom codes). An Jn, k, dK CSS phantom code with d = dµ for the sector
µ ∈ {X,Z} satisfies

η(2k − 1) ≤ B(n, d), (1)

where η ≥ 1 is the number of weight-d µ-type logical operators of the same logical equivalence class of the code, and
B(n, d) ≤

(
n
d

)
is the maximum number of weight-d binary strings of length n such that the addition of any two strings

is of weight at least d.
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d n = 4 n = 5 n = 6 n = 7 n = 8 n = 9 n = 10 n = 11 n = 12 n = 13 n = 14 n = 15
2 6 (6) 10 (10) 15 (15) 21 (21) 28 (28) 36 (36) 45 (45) 55 (55) 66 (66) 78 (78) 91 (91) 105 (105)
3 1 (2) 2 (3) 4 (5) 7 (7) ≥ 8 (9) 12 (12) ≥ 13 (15) ≥ 17 (18) ≥ 20 (22) 26 (26) ≥ 27 (30) 35 (35)
4 1 (1) 1 (2) 3 (5) 7 (8) 14 (14) ≥ 16 (21) 30 (30) ≥ 31 (41) ≥ 41 (55) ≥ 53 (71) ≥ 68 (91) ≥ 85 (113)
5 0 (0) 1 (1) 1 (2) 1 (3) 2 (5) 3 (8) ≥ 6 (12) ≥ 8 (16) ≥ 11 (22) ≥ 14 (28) ≥ 27 (36) ≥ 22 (45)

Table IV. Computed exact values and bounds on B(n,d). Used in the Hamming bound, B(n, d) is the maximum number
of length-n weight-d bitstrings with pairwise weight ≥d. Entries denoted with ≥ are best-known lower bounds obtained by
the Z3 SMT solver [53] within a 12-hour time limit; the other numbers are proven optimal. Upper bounds of

⌊(
n
t

)
/
(
d
t

)⌋
,

t = ⌊d/2⌋+ 1, are in parentheses.

Proof. Consider the case µ = X, that is, the X-distance is limiting. By Lemma 1, all 2k − 1 nontrivial X-type logical
operators P have equivalence classes of the same size at weight d, namely |PP,d| = η. Thus, the left-hand side of the
Hamming bound, η(2k−1), counts the total number of weight-d Pauli-X physical operators that implement nontrivial
logical X-type operators. Note that, because logical states on a code are orthogonal, these physical operators are all
distinct.

On the other hand, the right-hand side B(n, d) is an upper bound on this quantity, since each such physical Pauli-X
operator corresponds to a binary string of length n and weight d, and because the code has distance d, the product
of any two such physical operators must have weight at least d. This is precisely the constraint in the definition of
B(n, d). The case of µ = Z is analogous.

We make a few further remarks on the Hamming bound. First, in the presentation of Theorem 2, we implicitly
assume that η is known. If only n, k, d are specified and η is unknown, η may be replaced by any lower bound on the
size of the equivalence class of physical weight-d Pauli operators implementing a type-µ logical Pauli.

Secondly, the right-hand side of Theorem 2 can in principle be tightened by computing sharper upper bounds on
the number of type-µ physical Pauli operators that implement logical operators. Using the Z3 SMT solver [53], we
computed exact values of B(n, d) for small n and d, which are reported in Table IV. For d = 2, one has an exact
closed-form formula F (n, 2) = n(n − 1)/2, since any two distinct weight-2 bitstrings can overlap in at most one
position. The parentheses in Table IV enclose upper bounds B(n, d) ≤ ⌊

(
n
t

)
/
(
d
t

)
⌋ where t = ⌊d/2⌋ + 1. To see this

bound, identify the support of each weight-d string with a block S ⊆ [n] of size d. For two blocks S and T , the
condition |S⊕T | ≤ d implies |S ∩T | ≤ t− 1, equivalently that no t-subset of [n] is contained in more than one block.
Each block contains

(
d
t

)
distinct t-subsets, while each t-subset can appear in at most one block. Counting t-subsets

therefore yields the stated upper bound.
Lastly, Theorem 2 is reminiscent of the Hamming bound for classical linear codes. We emphasize that, for a

classical linear code, the codewords are only required to have weight at least d, whereas in the definition of B(n, d),
all strings are constrained to have weight exactly d. We comment that there is also a quantum Hamming bound for
non-degenerate stabilizer codes [54], but some phantom codes are degenerate (e.g. the J20, 2, 6K code), so that bound
does not directly apply.

6. Efficient addressable CNOT gates and arbitrary CNOT circuits between CSS phantom codeblocks

Phantom codes support super-efficient arbitrary in-block CNOT circuits implemented by qubit permutations, which
do not have to be physically performed as circuit compilation can commute the permutations through the rest of the
circuit. We additionally show that individually addressable interblock CNOT gates, and arbitrary CNOT circuits
spanning multiple codeblocks, enjoy benefits from the phantomness of CSS codes and can too be performed efficiently,
as has been formalized in Theorem 1 and Remark 1 in the main text. Here we give the proofs of these results.

The central idea is to interleave in-block permutation CNOT gates between interblock transversal CNOT gates [55]
to obtain arbitrary interblock CNOT connectivity. This decomposition is applied recursively from large to small scale
on the desired logical circuit, with suitable parallelization of the required transversal CNOT gates to control depth.
As our codes are phantom and the qubit permutations implementing in-block CNOT gates need not be physically
performed, the only contribution to physical depth comes from the transversal CNOTs, which are depth one each.

Lemma 2 (Efficient arbitrary CNOT circuits between two CSS phantom codeblocks). Arbitrary CNOT circuits
between two codeblocks of a CSS phantom code can be performed in physical depth at most four, up to a residual
permutation of logical qubits. This depth reduces to at most two whilst preserving the ordering of logical qubits when
the CNOT gates in the circuit are unidirectional.

Proof. We consider two codeblocks of an Jn, k, dK CSS phantom code, for a total of 2k logical qubits. Recall that, in
the symplectic representation, a CNOT circuit C on 2k qubits is described by a symplectic matrix F (C) ∈ Sp(4k,F2)
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with a block-diagonal structure F (C) = diag(X,X−T) for X ∈ GL(2k,F2)—see App. A 1 for a review. Henceforth we
deal only the top-left block X, which contains all degrees of freedom characterizing the circuit. We consider cases of
increasing complexity:

• X is upper-block-triangular,

X =

(
I U
0 I

)
, (A7)

where each block is k×k. First, if U is invertible, then the circuit can be implemented using a single transversal
CNOT gate between the codeblocks, sandwiched by in-block CNOT gates on the control codeblock:

X =

(
I U
0 I

)
=

(
U 0
0 I

)
︸ ︷︷ ︸
in-block

(
I I
0 I

)
︸ ︷︷ ︸
transversal

(
U−1 0
0 I

)
︸ ︷︷ ︸

in-block

. (A8)

Otherwise, if U is not invertible, by Ref. [23, Lemma IX.7], U can be written as the sum of two GL(k,F2)
matrices U1, U2. The block-triangular structure of these matrices enables us to rewrite the sum as a product,
and we use the circuit decomposition of Eq. (A8) for each of the terms,

X =

(
I U1 + U2

0 I

)
=

(
I U1

0 I

)(
I U2

0 I

)
=

(
U1 0
0 I

)
︸ ︷︷ ︸

in-block

(
I I
0 I

)
︸ ︷︷ ︸
transversal

(
U−1
1 0
0 I

)
︸ ︷︷ ︸

in-block

(
U2 0
0 I

)
︸ ︷︷ ︸

in-block

(
I I
0 I

)
︸ ︷︷ ︸
transversal

(
U−1
2 0
0 I

)
︸ ︷︷ ︸

in-block

.
(A9)

Therefore, the circuit can be implemented using two transversal CNOT gates between the codeblocks, interleaved
with in-block CNOT gates on the control codeblock.

• X is lower-block-triangular. The argument is analogous as for the upper-block-triangular case. Circuits with
unidirectional CNOT gates correspond precisely to either a lower- or upper-block-triangular X, hence proving
the second part of Lemma 2.

• X is not block-triangular. In this case, we invoke the block-PLDU decomposition7:

X = P

(
I 0
L I

)(
C1 0
0 C2

)
︸ ︷︷ ︸

in-block

(
I U
0 I

)
, (A10)

where P is a permutation matrix, L,U ∈ Fk×k
2 , and C1, C2 ∈ GL(k,F2). The middle diag(C1, C2) term

corresponds to in-block CNOT gates on the two codeblocks, while the lower- and upper-block-triangular terms
can be treated as described above. Thus, at most four transversal CNOT gates between the codeblocks are
needed, up to a permutation of logical qubits P .

Now we examine CNOT circuits across a larger number of codeblocks, which is the general setting considered in
Theorem 1 of the main text. We reproduce the statement here for reference and provide a proof.

Theorem 1 (Efficient arbitrary CNOT circuits across CSS phantom codeblocks). Any logical circuit of CNOT gates
acting on 2a codeblocks, where a ∈ N, of a CSS phantom code can be implemented in physical depth at most 4(2a− 1),
up to a residual permutation of logical qubits. This depth reduces to at most 2(2a − 1) while maintaining the ordering
of logical qubits when the CNOT gates are unidirectional.

7 For invertible X, we can first apply a permutation ma-
trix P , such that P−1X has an invertible upper-left quad-

rant A, then use the block-LDU decomposition

(
A B
C D

)
=(

I 0
CA−1 I

)(
A 0
0 D − CA−1B

)(
I A−1B
0 I

)
.
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Proof. There are 2a codeblocks of an Jn, k, dK CSS phantom code, amounting to 2ak logical qubits in total. Like
before, let X ∈ GL(2ak,F2) be the top-left block of the symplectic matrix representing the CNOT circuit. We invoke
the block-PLDU decomposition on X as in Eq. (A10), and further decompose C1, C2 ∈ GL(2a−1k,F2) into PLDU
forms, which involve permutation matrices P1, P2. We can then pull P1, P2 to the left,

X = P

(
I 0
L I

)(
P1 0
0 P2

)
· · · = P

(
P1 0
0 P2

)(
I 0

P−1
2 LP1 I

)
· · · . (A11)

Merging P and diag(P1, P2) leads to another permutation matrix. Repeating this process further, we obtain the
following decomposition:

X = P

(
I 0
L0 I

)( I 0
L1,1 I 0

0 I 0
L1,2 I

)
· · ·
(

C1

C2
. . .

C2a

)
︸ ︷︷ ︸

in-block

· · ·
( I U1,1

0 I 0

0 I U1,2

0 I

)(
I U0

0 I

)
, (A12)

where Li,j , Ui,j for j ∈ [2i] are binary square matrices of size 2a−i−1k × 2a−i−1k, and Ci ∈ GL(k,F2) for i ∈ [2a].

The Ci term in the middle corresponds to in-block CNOT gates on the codeblocks independently. It then remains
to implement the lower- and upper-block-triangular block matrices in this decomposition. To reduce depth, we
seek to parallelize the required interblock CNOT interactions as far as possible. This can be done through cyclic
scheduling [23], which amounts to decomposing the block matrix into a sum of matchings on the complete directed
graph of codeblocks. All CNOT interactions in a matching are on disjoint pairs of codeblocks, so each matching is fully
parallelizable; the overall depth of the implementation is then determined by the number of matchings (i.e. rounds)
required. As a concrete example, a cyclic scheduling for an upper-block-triangular term where V is 4k × 4k is(

I V
0 I

)
=

(
I V (1) + V (2) + V (3) + V (4)

0 I

)
=

(
I V (1)

0 I

)(
I V (2)

0 I

)(
I V (3)

0 I

)(
I V (4)

0 I

)
, (A13)

where

V =

(
A1,1 A1,2 A1,3 A1,4

A2,1 A2,2 A2,3 A2,4

A3,1 A3,2 A3,3 A3,4

A4,1 A4,2 A4,3 A4,4

)
=

(
A1,1 0 0 0
0 A2,2 0 0
0 0 A3,3 0
0 0 0 A4,4

)
︸ ︷︷ ︸

V (1)

+

(
0 A1,2 0 0

A2,1 0 0 0
0 0 0 A3,4

0 0 A4,3 0

)
︸ ︷︷ ︸

V (2)

+

(
0 0 A1,3 0
0 0 0 A2,4

A3,1 0 0 0
0 A4,2 0 0

)
︸ ︷︷ ︸

V (3)

+

(
0 0 0 A1,4

0 0 A2,3 0
0 A3,2 0 0

A4,1 0 0 0

)
︸ ︷︷ ︸

V (4)

.

(A14)

Each V (j) round is implementable with fully parallelized unidirectional CNOT circuits between disjoint pairs of
codeblocks. In general, a V that is 2bk × 2bk in size requires 2b rounds in its cyclic scheduling.

In the decomposition of Eq. (A12), U0 is 2a−1k×2a−1k in size and therefore its cyclic scheduling takes 2a−1 rounds.
Each round contains only lower- or upper-block-triangular submatrices, corresponding to unidirectional CNOT circuits
between disjoint pairs of codeblocks, and so takes depth at most two to implement by Lemma 2 with parallelization.
For the next term, the submatrices U1,1, U1,2 are 2

a−2k×2a−2k in size each and their cyclic schedules can be performed
in parallel; only 2a−2 rounds are needed in their schedules. Continuing this reasoning to all the upper-block-triangular
matrices in Eq. (A12), we find that the total number of rounds needed is at most 2a−1 + 2a−2 + · · ·+ 1 = 2a − 1, for
a total depth of at most 2(2a − 1). The same is true for the lower-block-triangular matrices. Therefore, the overall
depth required is at most 4(2a − 1) up to a residual permutation of logical qubits P .

When the desired CNOT circuit contains only unidirectional CNOT gates, X is itself either lower- or upper-block-
triangular. Then the decomposition of Eq. (A12) contains only either the lower- or upper-block-triangular half, and
there is no permutation P present. Therefore, the overall depth required is at most 2(2a − 1) whilst maintaining
ordering of the logical qubits.

While the worst-case depth up to residual permutation P is k-independent, in cases where the permutation must
be performed physically, P could take a worst-case depth proportional to k to implement. This has been stated in
Remark 1 of the main text, reproduced below for reference.

Remark 1. The residual permutations of logical qubits in Theorem 1 incur zero cost when compiled away. In cases
where they are necessary to be performed physically, they require depth at most 8k + 8 for any number of codeblocks
of an Jn, k, dK CSS phantom code.
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Proof. We first decompose the permutation of logical qubits into two layers of involutions [23, Thm. XI.4]. An
involution layer can be understood as a product of SWAPs on disjoint supports that can be performed in parallel.
The SWAPs that take place within the same codeblock can be compiled away for phantom codes (i.e. by writing
SWAPij = CNOTijCNOTjiCNOTij and the qubit permutations implementing the in-block CNOT gates are pulled

through the physical circuit), so we henceforth deal only with interblock SWAPs.
For each involution layer, we construct a graph where each codeblock serves as a vertex. We add an edge between

two vertices if there exists interblock SWAP gates between the two corresponding codeblocks8. This graph has degree
at most k, hence an edge-colouring of the graph requires at most k+1 colours by Vizing’s theorem. An edge between
two vertices represent a SWAP circuit between two codeblocks; edges labelled by the same colour can be performed
in parallel. For each colour, we use Lemma 3 to exactly implement the SWAP circuits in depth four.

Therefore, the total depth required for an arbitrary permutation is 2 × (k + 1) × 4 = 8k + 8; this number is
independent of the number of codeblocks.

Lemma 3. Arbitrary SWAP circuits between two codeblocks of a CSS phantom code can be performed in physical
depth at most four.

Proof. We start with a case wherein a SWAP is to be implemented between the first logical qubits of the two
codeblocks. A naive construction, for example, decomposes the SWAP into three CNOTs and implements each using
two transversal CNOTs, for a total depth of six. Here we show that a depth-four implementation is possible. We rely
on the following decomposition

(
0 0
0 1

1 0
0 0

1 0
0 0

0 0
0 1

)
=

1(
1
1

1
1

1
1

)
︸ ︷︷ ︸

transversal

2(
1 1
1 0

1 0
1 1

)
︸ ︷︷ ︸

in-block

3(
1
1

1
1

1
1

)
︸ ︷︷ ︸

transversal

4(
1 1
1 0

1 0
1 1

)
︸ ︷︷ ︸

in-block

5(
1
1

1
1

1
1

)
︸ ︷︷ ︸

transversal

6(
1 1
1 0

1 0
0 1

)
︸ ︷︷ ︸

in-block

7(
1
1

1
1

1
1

)
︸ ︷︷ ︸

transversal

, (A15)

which corresponds to the circuit

codeblock 1

codeblock 2

= .

To avoid clutter we have expressed the above for a k = 2 code, but the decomposition trivially generalizes for
arbitrary k: matrices 1, 3, 5, 7 remain as transversal CNOTs, and the in-block permutation CNOT (matrices 2, 4, 6)
receive additional identity block matrices for the remaining k − 2 logical qubits.

Next, we note that swapping all k logical qubits between the two codeblocks amounts to completely swapping the
two codeblocks, which can be performed by relabelling the codeblocks, plus the additional freedom of depth-zero in-
block SWAP operations. Therefore, up to codeblock relabelling, we only need to swap at most ⌊k/2⌋ logicals between
the two codeblocks. Let ℓ ≤ ⌊k/2⌋ be the number of SWAPs we need to implement.

Since in-block SWAPs are free, without loss of generality, we can assume the action to be implemented is to swap
the logical qubit 2i− 1 on the first codeblock with that on the second, for all 1 ≤ i ≤ ℓ. The swapping of the logical
qubit 2i− 1 uses the logical qubit 2i as in-block ancillary aid, as appears in matrices 2, 4, 6 of Eq. (A15); the logical
qubits 2ℓ+ 1, . . . , k are left invariant. This finishes our constructive proof for a depth-four implementation.

7. Additional permutation logical gate and phantom code properties

Here we discuss various additional properties of permutation logical gates and phantom codes.

8 This is different from the multigraph construction in Ref. [23,
Thm. XI.4] where an edge is added for every interblock SWAP
gate. A multigraph of degree k could take up to 3k/2 colours
for edge colouring using Shannon’s theorem. The reason that
Ref. [23] uses a multigraph is that a single CNOT or SWAP gate
between two of SHYPS codeblocks is of constant depth; but were

they to use the simple graph construction employed here, there
will in general be arbitrary CNOT or SWAP circuits between
two codeblocks, which would cost O(k) depth in the worst case
on SHYPS codes.



27

a. Structure of permutations implementing logical gates on stabilizer codes

First, Propositions 8 and 9 address the form of permutations that implement involutory logical gates (i.e. a gate
which squares to the logical identity) on stabilizer codes.

Proposition 8 (Even period of qubit permutations implementing involutory logical gates on stabilizer codes). Any
permutation of physical qubits on a stabilizer code implementing an involutory logical gate must be of even period.

Proof. Suppose otherwise, and let the odd period of the qubit permutation π be 2p + 1. We denote the unitary
representation of π as Uπ, such that π2p+1 is the trivial permutation and U2p+1

π = I. Consider any code state |ψ⟩.
First, as the logical gate implemented by π is of nontrivial logical action, it must be that Uπ |ψ⟩ ≠ eiϕ |ψ⟩ for any
global phase ϕ. But the logical gate is involutory and square to a logical identity, so we must have U2

π |ψ⟩ = eiθ |ψ⟩
for some θ. Now U2p+1

π |ψ⟩ = Uπ(U
2
π)

p |ψ⟩ = eipθUπ |ψ⟩ = |ψ⟩, a contradiction. So the period of π must be even.

Proposition 9 (Single-layer qubit swaps for involutory logical gates on stabilizer codes). Suppose a stabilizer code
does not support any nontrivial permutation of qubits with trivial logical action (i.e. implements the logical identity).
Then all permutation involutory logical gates on the code are implementable through period-two permutations (i.e. qubit
involutions), which correspond to single parallelizable layers of qubit swaps.

Proof. Suppose there is an involutory logical gate on the code whose implementation requires a qubit permutation π
of period p > 2, such that π2 is a nontrivial permutation. But the logical gate is involutory, so π2 implements the
logical identity but is a nontrivial permutation of physical qubits, a contradiction to the premise.

Propositions 8 and 9 apply to permutation CNOT and SWAP gates, which are involutory, on phantom codes. As
we propose compiling away all physical qubit permutations by pulling them through the physical circuit, the structure
of the permutations does not typically matter in practical use. However, in cases where one considers performing
some of the qubit permutations physically, perhaps due to circuit compilation or hardware constraints, permutations
that take the form of depth-one parallelizable qubit swaps as discussed in Proposition 9 may be of interest.

Remark 4. There exist stabilizer codes for which period > 2 qubit permutations are required to implement an invo-
lutory logical gate set.

Proof. We give the smallest example of a CSS code that requires period > 2 qubit permutations to implement a
CNOT gate. Restricting to period-two qubit permutations entails the loss of the CNOT. This minimal example is an
J10, 2, 3K code defined by stabilizer generator matrices:

Hx =

 1 1 1 1 0 0 0 0 0 0
0 0 1 0 1 1 1 0 0 0
0 1 0 0 1 0 0 1 1 0
0 0 0 1 0 0 1 1 0 1

 , Hz =

 1 1 0 0 1 1 0 0 0 0
0 0 1 1 1 0 0 1 0 0
0 0 0 0 0 1 1 1 1 0
0 1 0 1 0 0 0 0 1 1

 . (A16)

This is the smallest-n example found via exhaustive code enumeration; determination of the permutation logical gate
set of the code was by SAT solving (see App. C). Our search also uncovered Jn, kK CSS codes for which restricting
to period-two qubit permutations incurs a reduction in the size of their permutation logical gate set for all n =
11, 12, 13, 14 and k = 2, 3, and all n = 12, 13, 14 for k = 4; presumably examples likewise exist at higher k but we did
not cover those k in our search.

b. Permutation CNOT gate-set-preserving logical basis changes on phantom codes

A phantom code realizes a complete set of individually addressable CNOT logical gates via qubit permutations for
some logical basis. A natural question to be asked is what other logical bases can be used on the code so that the
same set of qubit permutations likewise generate a complete set of individually addressable CNOT gates.

Definition 4 (Phantom-gate-set-preserving logical basis change). Let M be a set of physical qubit permutations that
realize the logical gate set G = {CNOTab : (a, b) ∈ [k]2, a ̸= b} on a phantom stabilizer code for some choice of logical
basis, andM be the group generated by M . A phantom-gate-preserving logical basis change is a transformation of the
logical basis, so that a set of permutations M ′ ⊂M still realizes G on the code in the transformed logical basis.
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Note that, in Definition 4, the logical action of each permutation in M may be different in the transformed logical
basis—i.e. a permutation may now implement a different CNOT gate or a product of CNOT gates—but we demand
that the complete set of CNOT gates on the code can still be implemented by products of permutations in M .
We give two immediate remarks. First, phantom-gate-set-preserving logical basis changes, by their nature, form a

group. Second, the notion of a phantom-gate-set-preserving logical basis change is stricter than that of a phantomness-
preserving logical basis change—a logical basis change of the first type is also necessarily one of the second type, but
not the other way around. The reason is that a code that is phantom in a logical basis could still be phantom in
a different logical basis using a completely different set of qubit permutations, not in the span of the original, to
implement the CNOT gate set, but this case is not considered in Definition 4. To re-iterate the point: phantom-gate-
set-preserving logical basis changes as defined in Definition 4 suffice to preserve the phantom property of a stabilizer
code but may not be necessary.

Definition 4 places nontrivial restrictions on the admissible structure of logical basis change circuits, especially in
regard to Hadamard-type gates in the circuits. We provide a definitive characterization of such circuits in Theorem 4.

Theorem 4. Phantom-gate-set-preserving logical basis-change circuits are generated by the following logical gates:
(a) for k = 2 codes, H⊗2, CZ, and CNOT gates; or (b) for k ≥ 3 codes, H⊗k and CNOT gates.

Proof. Let the logical basis change be R ∈ Sp(2k,F2) in the symplectic representation (see App. A 1). Recall that R

being a symplectic matrix means RTΩR = Ω. Let Q =
(
Qx

Qz

)
where Qx, Qz ∈ Fk×2n

2 be a logical basis in which the code
is phantom, and let M be a set of permutations that implements the complete set of individually addressable CNOT
gates on the code. Denote byM the group generated byM . We assess whether there existsM ′ ⊂M that implements
the complete set of CNOTs in the transformed logical basis Q′ = RQ. We consider different gate generators for R:

• R is generated by CNOT gates. This case subsumes the setting of Proposition 5. Recall that CNOT circuits on
k qubits take the form diag(A,A−T) for A ∈ GL(k,F2) in the symplectic representation (see App. A 1). Thus
R = diag(C,C−T) for some C ∈ GL(k,F2). Let us consider a permutation P (i) ∈ M , which implements a

CNOT gate described by diag(Fi, F
−T
i ) in the Q logical basis. By Eq. (A5a) of Proposition 1, this means

Q
(
P (i) ⊕ P (i)

)
ΩQT =

[
Fi

F−T
i

]
Ω. (A17)

Now, in the Q′ logical basis,

Q′(P (i) ⊕ P (i)
)
ΩQ′T = RQ

(
P (i) ⊕ P (i)

)
ΩQTRT

=

[
C

C−T

][
Fi

F−T
i

]
Ω

[
CT

C−1

]
=

[
CFiC

−1 (
CFiC

−1
)−T

]
Ω.

(A18)

As the code is phantom in the Q logical basis, span({Fi}) for all the permutations in M is precisely GL(k,F2),
the space of CNOT circuits on the k logical qubits. Conjugating GL(k,F2) by a matrix C ∈ GL(k,F2) does not
change the group. It must therefore be possible to implement a complete set of individually addressable CNOT
gates in the Q′ logical basis using some M ′ ⊂ M, whose elements are generically products of permutations in
M .

• In the same way as above, we can check that R =
[

I
I
]
corresponding to a H⊗k circuit, and R =

[
I X
I 0

]
for k = 2

where I, X are 2× 2 Pauli matrices, are phantom-gate-set-preserving.

As phantom-gate-set-preserving logical basis changes form a group, all circuits generated by the gates above are
phantom-gate-set-preserving. To show that only these circuits are admissible, consider an arbitrary basis change
R = [A B

C D ]. Substituting into Eq. (A18),[
A B
C D

] [
Fi

F−T
i

]
Ω

[
AT CT

BT DT

]
=

[
AFiB

T +BF−T
i AT AFiD

T +BF−T
i CT

CFiB
T +DF−T

i AT CFiD
T +DF−T

i CT

]
, (A19)

and we require this logical action to take the form[
Fσ(i)

F−T
σ(i)

]
Ω =

[
Fσ(i)

F−T
σ(i)

]
, (A20)

for some Fσ(i) ∈ GL(k,F2). We treat the k = 2 and k ≥ 3 cases separately:
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• For k = 2, we enumerate all admissible R. Concretely, we enumerate all 4 × 4 binary matrix R such that
RTΩR = Ω and AEBT+BE−TAT = CEDT+DE−TCT = 0 for all E ∈ GL(k,F2). The results are 36 matrices
in the six families below[
E

E−⊤

]
,

[
E

E−⊤

]
,

[
E EX

E−⊤

]
,

[
E

E−⊤ E−⊤X

]
,

[
E

E−⊤X E−⊤

]
,

[
E EX

E−⊤X

]
, (A21)

where E is any matrix in GL(k,F2) in each family. These R are precisely circuits generated by H ⊗H, CZ, and
CNOT gates.

• For k ≥ 3, we note that the matrices A and B satisfies the conditions in Lemma 4, to be proved later, and so do
C and D. (The full rank condition of the matrices is satisfied as RTΩR = Ω.) Applying Lemma 4, and noting
that A and C cannot be both zero, R can only be[

A
D

]
,

[
B

C

]
. (A22)

Further noting that RTΩR = Ω, it must be that D = A−T in the first case with A ∈ GL(k,F2), or C = B−T

with B ∈ GL(k,F2) in the second case. These correspond to a CNOT circuit, and a CNOT circuit followed by
H⊗k, respectively.

For example, Table III shows the canonical choice of logical basis for the J4, 2, 2K code. However, we can choose a

new basis corresponding to a basis-change circuit consisting of a single CZ gate: X
′
1 = X1Z2, X

′
2 = X2Z1, Z

′
1 = Z1,

and Z
′
2 = Z2. Then, the same set of permutation still realizes all logical CNOT circuits. We finish by proving a

lemma required in the proposition above.

Lemma 4. Let A and B be binary matrices of size k × k with k ≥ 3. If (1) the augmented matrix [A |B] has full

rank, and (2) for all E ∈ GL(k,F2), AEB
T +BE−TAT = 0; then either A = 0 or B = 0.

Proof. When E = I, condition (2) leads to BAT = ABT. More generally, consider the elementary matrix I+ Eij for
distinct indices i ̸= j, where Eij has a 1 at position (i, j) and zero everywhere else. In F2, these matrices are self-inverse:
(I+Eij)

2 = I+2Eij +EijEij = I. Therefore, condition (2) leads to A(I+Eij)B
T = B(I+Eij)

−TAT = B(I+Eji)A
T,

i.e., AEijB
T = BEjiA

T after cancelling BAT = ABT. Recall that Eij = eie
T
j where ei is a column vector with 1 at

index i and zero everywhere else. The condition becomes

bja
T
i = aib

T
j ∀ i, j ∈ {1, ..., k}, i ̸= j, (A23)

where ax and bx denote the xth columns of A and B, respectively. Over F2, the equality uvT = vuT holds iff u and v
are linearly dependent, i.e., either u = 0, v = 0, or u = v ̸= 0.

Suppose, for contradiction, that A ̸= 0 and B ̸= 0. Choose indices i and j such that ai ̸= 0 and bj ̸= 0.

• Case of i = j. Then Eq. (A23) tells us that aℓ ∈ span(bi) = {0, bi} and bℓ ∈ span(ai) = {0, ai} for every ℓ ̸= i.
This means colspan([A |B]) ⊆ span(ai, bi), and accordingly rank([A |B]) ≤ dim span(ai, bi) ≤ 2, contradicting
condition (1) since k ≥ 3.

• Case of i ̸= j. Then Eq. (A23) constrains ai = bj . Moreover, we also have that ap ∈ span(bj) = span(ai) for
every p ̸= j, and bq ∈ span(ai) for every q ̸= i. Thus all columns of [A |B] lie in span(ai) except possibly the two
columns aj and bi. If aj = 0, then colspan([A |B]) ⊆ span(ai, bi) and rank([A | B]) ≤ 2. Otherwise, applying
Eq. (A23) tells us that bi ∈ span(aj). In this case, colspan([A |B]) ⊆ span(ai, aj) and again rank([A |B]) ≤ 2.
Either way, we find a contradiction with condition (1) since k ≥ 3.

Thus A and B cannot both be nonzero. But they cannot both be zero because [A |B] is full-rank. So A = 0 or
B = 0.



30

c. Limitations on strictly transversal logical gate sets on stabilizer codes

That a stabilizer code supports a permutation logical gate places associated inherent limitations on the strictly
transversal logical gates possible on the code. This has been formalized in Theorem 3 in the main text. We reproduce
the statement below for reference and provide a proof.

Theorem 3 (No strictly transversal logical gates non-commuting with permutation logical gates). A stabilizer code
supporting a logical gate U via qubit permutations can admit no strictly transversal logical gate V acting on any
number of codeblocks b where

[
U⊗b, V

]
̸= 0.

Proof. Suppose otherwise, that there exists an Jn, k, dK stabilizer code which supports U implemented by a qubit
permutation π and a strictly transversal V across b codeblocks. As before, we denote the unitary representation of π
as Uπ. The strict transversality of V entails an implementation V =

∏n
i=1Wii···i, where the physical gate W act on

corresponding qubits across the codeblocks. The inverse gate can then be performed as V † =
∏n

i=1W
†
ii···i. We note

that U⊗b
π and

∏n
i=1Wii···i commute, as the same qubit permutation is applied to each codeblock.

Consider the logical gate sequence V U⊗bV
†
, which is implemented by (

∏n
i=1Wii···i)U⊗b

π (
∏n

i=1W
†
ii···i) =

U⊗b
π (
∏n

i=1Wii···i)(
∏n

i=1W
†
ii···i) = U⊗b

π at the physical level. But now we see that U⊗b
π on the physical qubits im-

plements both V U⊗bV
†
and U⊗b, which have distinct logical actions and is therefore a contradiction when U⊗b and

V do not commute.

On CSS phantom codes, which support a complete set of individually addressable permutation CNOT gates,
Theorem 3 rules out a large class of strictly transversal logical gates. This includes logical Hadamard (H) or phase
gates (S), in-block and interblock CZ, and magic gates, for all or a subset of logical qubits. The sole exception is the
H⊗2SWAP logical action, which are achievable transversally by H⊗2, on some k = 2 codes (see e.g. codes in Table I).
Essentially, Theorem 3 implies that, if other logical gates are available on phantom codes, then they cannot be strictly
transversal: they must involve non-uniform operations on the qubits of the code or qubit permutations in addition to
single-qubit operations.

Appendix B: SAT preliminaries

In this work, we made extensive use of SAT solving to accomplish tasks such as checking the permutation gate sets
supported by a code and thereby phantomness, and to discover phantom codes with desired parameters. To facilitate
discussion of these methods, we first establish some background on SAT.

To begin, as SAT instances are defined on Boolean variables subject to Boolean logic, while our problems and
constraints are expressed mathematically in F2, a mapping is necessary. Conventionally, one associates the elements
of F2 with Boolean values 0 ≡ FALSE, 1 ≡ TRUE, under which addition over F2 corresponds to Boolean XOR,
a+ b ≡ a ⊻ b, and multiplication over F2 corresponds to Boolean AND, a+ b ≡ a ∧ b.
To declare F2 vectors or matrices as variables means to declare a Boolean variable for each of their entries. To

restrict the matrix to a certain type, constraints are added into the SAT instance or structure in the matrix can be
exploited. The most relevant cases are:

• A to be an n×n symmetric matrix in F2. Then n(n+1)/2 Boolean variables are declared to correspond to the
upper triangular part of A; the lower triangular part is fixed by symmetry.

• A to be an n × n permutation matrix. Then A ∈ Fn×n
2 is declared, and the constraint that each row and

column contains a single 1 entry is imposed. Optionally, to restrict the permutation to be period-2, equivalently
implementable by a single layer of swaps, either the constraint A2 = I is directly imposed, or A is declared to
be symmetric and the row and column constraints imposed.

• A ∈ GL(n,F2). Then A ∈ Fn×n
2 and A′ ∈ Fn×n

2 are declared and the constraint AA′ = I is imposed (i.e. A′ is
the inverse of A). In contexts where row and column basis ordering does not matter, the diagonals of A,A′ can
be set to be all ones.

• A ∈ Sp(2n,F2). Then A ∈ F2n×2n
2 is declared and the constraint AΩAT = Ω is imposed.

The mapping described above converts F2 linear algebraic and arithmetic constraints prevalent in our problems
to clauses involving XORs and ANDs. We convert these into a conjunctive normal form formulae through standard
Tseitin transformation, which SAT solvers can read as input. Three computational outcomes are then possible: SAT,
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which denotes that the formulae is satisfiable and a solution can be read off; UNSAT, which denotes that the formulae
is provably unsatisfiable and no solution exists; or that the solver does not finish.

We used the state-of-the-art SAT solver kissat [32], and the PySAT toolbox [56] to aid in problem instance con-
struction, throughout this study. We explored also the cryptominisat [57] solver, which natively supports XOR clauses
and thus appears suitable for problems dominated by F2 matrix arithmetic constraints, but found no performance
advantage. We were limited to 14 days of solving time per SAT instance.

Appendix C: Exhaustive code enumeration

We exhaustively enumerated all n ≤ 14 CSS codes and filtered them for the phantom property. This amounted
to 2.71 × 1010 inequivalent codes in total, of which 132 305 are phantom codes with distance d ≥ 2. A subset of
these results were discussed in the main text, and we report detailed results in Tables V and VI. As our approach
extends in full generality to stabilizer codes, we first describe the general procedure and then explain the optimized
specialization to CSS codes.

1. Iteratively generating codes

Our general strategy builds on Sec. 6 of Ref. [29]. To enumerate n-qubit codes, we start from the trivial Jn, n, 1K
code whose stabilizer group is empty. Iteratively, for each k = n− 1, . . . , 2, 1, we build up the set of Jn, kK codes from
Jn, k + 1K seed codes by taking each seed code and looping over all ways of appending a new (nontrivial) stabilizer
generator into the stabilizer group. Accordingly, a valid s must be linearly independent of and must commute with
the stabilizers present. Equivalently, s belongs to the logical group of the Jn, k + 1K seed code. We loop over the
22k+2− 1 choices of s to produce Jn, kK codes from each seed code. This procedure exhaustively generates every code,
as every code can be obtained from some sequence of stabilizer generator additions starting from the trivial code.

2. Efficient equivalence classification of codes via canonical forms

As the phantom property of codes is preserved under ΠH equivalence (see Proposition 7), it suffices to store a
single member of each ΠH equivalence class of codes generated during enumeration. This avoids massive redundancy
that would otherwise render enumeration infeasible. The deduplication of codes can be accomplished by computing
a canonical form for each code, with the property that two codes are ΠH-equivalent iff their canonical forms are
identical. Then, when generating Jn, kK codes in the enumeration process, we retain only ones with distinct canonical
forms.

To obtain a canonical form of an Jn, kK code C, we construct its expanded Tanner graph G[C], which is bipartite and
comprises n qubit vertices and m = 2n−k − 1 stabilizer vertices enumerating the nontrivial stabilizer group elements.
The jth stabilizer element

⊗
ix∈Ix

Xix

⊗
iz∈Iz

Ziz contributes X- (Z-) coloured edges connecting the jth stabilizer

vertex to the ithx (ithz ) qubit vertex for every ix ∈ Ix (iz ∈ Iz). We compute the canonical labeling [58] of G[C]
respecting vertex and edge colours, which removes the freedom in vertex and edge orderings, equivalently qubit and
stabilizer permutations in C. Lastly, we extract the biadjacency matrix AC ∈ Zm×n

3 of the canonical G[C] with edge
colours encoded in the nonzero entries. The canonical form of C is then defined to be min(AC , AH⊗nCH⊗n), where
ordering is lexicographic, to remove the freedom of global Hadamards.

As the canonical form of a code is a bitvector, equivalently a byte array or string, equivalence checking or dedupli-
cation of a set of canonical forms is highly efficient. Empirically, the comparison cost of canonical forms is entirely
negligible relative to other parts of the code enumeration procedure.

3. Optimized enumeration of CSS codes

CSS codes affords three key simplifications. First, the splitting of the stabilizers and logicals into pure X- and Z-
sectors enables a reduction of the “branching factor” when generating codes. In particular, for each Jn, k+1K seed code,
one needs only loop over 2k+1−1 choices of appending an X- (Z-) logical into the X- (Z-) stabilizer group to generate
Jn, kK codes. Second, it suffices to enumerate codes with stabilizer ranks rx ≤ rz, as rx > rz codes are ΠH-equivalent
to them. Third, the expanded Tanner graph G[C] of an Jn, kK CSS code is simpler in structure and can be made
smaller, in particular being tripartite and comprising n qubit, mx = 2rx−1 X-stabilizer, and mz = 2rz−1 Z-stabilizer
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vertices. Edge colours are no longer needed, as the vertex colours of the X- and Z-stabilizer vertices suffice to encode
the Pauli operator types of the stabilizers. It follows also that the canonical G[C] can be characterized more compactly
by an ordered pair of two biadjacency matrices, A[C] = (Ax[C], Az[C]), where Ax[C] ∈ Fmx×n

2 , Az[C] ∈ Fmz×n
2 . These

simplifications make CSS code enumeration cheaper in compute time and storage costs, and accounts for our ability
to reach higher n = 14 on CSS codes.

4. Technical implementation leveraging massive compute

We used the well-established bliss algorithm [59] to compute canonical labelings of graphs. As canonical labelling
algorithms generally benefit from finer-grained colour classes, we additionally coloured stabilizer vertices according to
their weight, which are invariant under qubit permutations. We massively parallelized the code enumeration process
to utilize ∼ 10 000 cores across hundreds of nodes, over a wall-clock time of 1.5 months.

In consideration of storage and memory performance, we stored the code data generated in HDF5 format with
Zstandard and BLOSC [60] compression, which allowed random-access chunked reading of large data files. Despite
compression, the enumeration process used > 80TB of storage during computation, and ∼ 10TB for the final database.
We found that at such a scale of compute, low-level factors such as networked I/O latency and bandwidth, homogeneity
of hardware, and load balancing between workers become important in addition to the intrinsic compute complexity
of the algorithms employed; thus we invested considerable effort to fine-tune our implementation in these respects.

5. Alternative approaches

For comprehensiveness, we remark on several alternative approaches to code enumeration that we found to be less
performant or were difficult to employ due to intrinsic limitations.

• First, in place of the described iterative method to generate codes, one could consider enumerating stabilizer
generator matrices in standard form, as in Eq. (D1). The limitation here is that there are O(2n2

) such matrices to
go over to generate Jn, kK codes. Even after reasonable optimizations—such as imposing stabilizer commutation,
which constrains the submatrices in the standard form, and quotienting out qubit permutations, which allows
restricting the columns of

(
AT

2 CT ET
)
T to be in nondecreasing lexicographic order—the number of matrices

is astronomical: for example, > 1017 for J14, 2K CSS codes. Conceptually, the iterative approach mitigates this
blow-up by deduplicating codes up to ΠH-equivalence at every Jn, kK stage of the process.

• Second, instead of deduplicating codes through canonical forms, one could consider partitioning them into
equivalence classes by pairwise comparisons—in particular, checking isomorphism of their expanded Tanner
graphs—and retaining a single member of each class. However, deduplicating E codes in this manner requires
O(E2Tiso) time, in comparison to O(ETcan) for the canonical form approach, where Tiso and Tcan are character-
istic runtimes for graph isomorphism and canonical labelling, respectively. As Tiso ≈ Tcan and E easily exceeds
109, the canonical form approach is vastly faster.

• Third, instead of starting from the Jn, nK trivial code and decreasing k iteratively, one could instead start from
the Jn, 0K end of the spectrum and increasing k. The Jn, 0K codes in this context correspond to graph states.
This approach, however, requires prior knowledge of the complete set of distinct graph states for each n desired
(up to n = 14 in this work), for which, to the best of our knowledge, there exists no publicly available database.
We therefore found the Jn, nK→ Jn, 1K direction more straightforward.

6. Code distances

We computed the exact distance d of each distinct code produced by brute force, which is computationally quick at
the scale of codes examined here. This amounts to recording the minimum weight of sP over all choices of stabilizers
s and nontrivial Pauli logical operators P , which totals 2n−k× (22k−1) choices for an Jn, kK code—but as n ≤ 14 this
calculation is fast. An optimization is available for CSS codes: the X- and Z-distances, dx and dz, can be computed
separately, where s and P are restricted to be X- or Z-type; then d = min(dx, dz).
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7. SAT solving for CNOT permutation gate sets and phantomness

We analyzed each distinct CSS code for the permutation CNOT gate sets they support using Propositions 4 and 6.
In particular, we checked whether each code supports a complete set of individually addressable permutation CNOT
gates on p = 2, 3, . . . , k out of k logical qubits. The highest case of p = k corresponds to phantom codes; lower p
reflect partial phantomness, and we refer to codes that possess such gate sets as weak phantom codes. For p < k
cases, we declare the logical basis rotation matrices Rx, Rz ∈ GL(k,F2) as free variables, whereas for p = k this
degree of freedom is unnecessary (see Proposition 5); in all cases we declare permutation matrices {P aibi}pi=1 as free
variables. The lower-level encoding of these variables and constraints into a SAT problem instance, and the solving
process, follows the prescription in App. B. Altogether k − 1 SAT problem instances (p = 2, 3, . . . , k) are solved for
each generated code.

8. Breakdown of code enumeration results

We report an exhaustive breakdown of the numbers of ΠH-inequivalent d ≥ 2 CSS codes, weak phantom, and
phantom codes with k = 2, 3, 4 logical qubits of code sizes n ≤ 14, stratified by their (n, k, dx, dz) parameters, in
Table V. As described above, weak phantom codes are codes that support a complete set of individually addressable
permutation CNOT gates on 2 ≤ p < k logical qubits. The stringency of the demanded gate set is reflected in the
rapidly diminishing numbers of distinct codes as p is increased.
For completeness, we present also an exhaustive breakdown of the numbers of ΠH-inequivalent CSS codes up to

n = 14 at all k, stratified by their (n, k, d) parameters, in Table VI. These results may be of independent interest.
Additionally, we provide a visualization of the number of inequivalent CSS codes at each (n, k) in Fig. 7, which
clearly illustrates the super-exponential growth in the number of codes with n that underlies the core computational
challenge of code enumeration. Generally, for a fixed n, the number of inequivalent codes increases with k up to a
(super-exponentially sharp) peak at k∗ and decreases thereafter; this peak location k∗ increases with n.
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Figure 7. Numbers of inequivalent Jn,kK CSS codes. The vertical axis scale is
√
logM , chosen because a simple upper

bound on the number of n-qubit CSS codes is O(2n
2

). This upper bound is loose as it neglects equivalency of codes.
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k = 2

n dx dz M M [K1] M [K2]

4 2 2 1 1 1

5 2 2 2 2 2

6 2 2 15 15 9

7 2
2 59 56 22
3 2 2 2

8 2
2 352 284 61
3 20 17 8
4 2 2 2

9 2
2 1969 1219 164
3 205 140 33
4 11 11 11

10 2
2 13229 5985 469
3 2157 970 107
4 99 98 56

10 3 3 5 2 0

11 2

2 97043 30362 1371
3 25389 6665 334
4 967 794 229
5 5 5 5

11 3
3 103 12 1
4 1 1 1

12 2

2 830830 175410 4487
3 338823 46711 1096
4 13236 7163 960
5 74 63 31
6 4 4 4

12 3
3 4885 231 5
4 21 14 5

12 4 4 1 1 1

13 2

2 8311808 1153978 16111
3 5219100 352094 3601
4 238551 66603 3907
5 1342 810 176
6 29 29 29

13 3
3 187956 3375 35
4 879 226 31

13 4 4 3 3 3

14 2

2 100151088 9086873 67104
3 94277832 2946714 12305
4 5695469 686332 16650
5 34936 10499 853
6 391 374 196

14 3
3 7246836 46369 161
4 75374 5018 183
5 4 4 3

14 4 4 65 54 31

k = 3

n dx dz M M [K1] M [K2] M [K3]

6 2 2 2 2 2 0

7 2
2 16 16 11 0
3 1 1 1 1

8 2
2 142 142 56 0
3 4 4 4 2
4 1 1 1 1

9 2
2 1342 1242 302 0
3 37 37 21 4
4 4 4 4 4

10 2
2 14173 10912 1445 0
3 533 446 107 8
4 26 26 23 12

11 2
2 174822 100255 7287 0
3 11304 5906 550 16
4 219 219 122 34

11 3 3 6 4 3 0

12 2

2 2542097 1000105 39042 0
3 303742 79083 3042 32
4 3859 3200 732 93
5 2 2 2 0

12 3
3 254 48 12 0
4 2 2 2 0

13 2

2 44258048 11273064 231983 0
3 9507219 1110857 17283 68
4 115581 55042 4454 260
5 74 73 36 0

13 3
3 54220 1987 89 0
4 37 25 14 0

14 2

2 930863172 149252977 1586674 0
3 342695045 17000963 105686 148
4 5530021 1096275 30013 759
5 3620 2192 338 1
6 20 20 15 2

14 3
3 6236568 59587 489 1
4 6377 1143 138 3

14 4 4 2 2 2 0

k = 4

n dx dz M M [K1] M [K2] M [K3]

6 2 2 1 1 1 0

7 2 2 3 3 3 0

8 2 2 39 39 29 0

9 2
2 370 365 191 1
3 1 1 1 0

10 2
2 5732 5316 1512 5
3 34 26 7 1
4 1 1 1 0

11 2
2 104987 82236 11970 26
3 1288 783 96 6
4 9 7 5 0

12 2
2 2446585 1430851 104031 112
3 71376 22840 1114 30
4 338 257 64 2

12 3 3 6 4 3 0

13 2

2 70097191 27711646 1002835 480
3 4674483 665810 12209 150
4 15455 7934 729 18
5 2 2 2 0

13 3 3 859 114 14 0

14 2

2 2467108696 620290888 11226575 2061
3 335232851 20178079 141712 755
4 1457061 346812 9937 123
5 105 69 27 0
6 2 2 2 1

14 3
3 975140 8551 110 1
4 54 22 3 0

Table V. Number of d ≥ 2 CSS, weakly phantom, and phantom codes at k = 2,3,4 up to n = 14. Entries are the
number of distinct codes of parameters (n, k, dx, dz) up to equivalence under qubit permutations and global Hadamard duality
(ΠH equivalence) found through exhaustive code enumeration. Counts cover codes where dx ≤ dz; the dx > dz counterparts
are duals of dx < dz codes. M , M [K1], M [Kp≥2] denote number of CSS codes with no other constraints, supporting at least
a single permutation CNOT, and supporting at least a complete set of individually addressable CNOTs on p logical qubits,
respectively; therefore M [Kk] counts the number of CSS phantom codes. M [K4] = 0 for all n ≤ 14, k = 4.
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n k d M

4 1 1 16
4 1 2 1

4 2 1 14
4 2 2 1

4 3 1 4

4 4 1 1

5 1 1 44
5 1 2 5

5 2 1 45
5 2 2 2

5 3 1 24

5 4 1 5

5 5 1 1

6 1 1 109
6 1 2 21

6 2 1 173
6 2 2 15

6 3 1 107
6 3 2 2

6 4 1 38
6 4 2 1

6 5 1 6

6 6 1 1

7 1 1 299
7 1 2 84
7 1 3 1

7 2 1 621
7 2 2 61

7 3 1 547
7 3 2 17

7 4 1 220
7 4 2 3

7 5 1 55

7 6 1 7

7 7 1 1

8 1 1 827
8 1 2 332
8 1 3 2

8 2 1 2481
8 2 2 374

8 3 1 2817
8 3 2 147

8 4 1 1514
8 4 2 39

8 5 1 415
8 5 2 3

8 6 1 77
8 6 2 1

8 7 1 8

8 8 1 1

9 1 1 2507
9 1 2 1385
9 1 3 24

9 2 1 10499
9 2 2 2185

9 3 1 16402
9 3 2 1383

9 4 1 11111
9 4 2 371

9 5 1 3803
9 5 2 46

9 6 1 733
9 6 2 4

9 7 1 103

9 8 1 9

9 9 1 1

n k d M

10 1 1 8204
10 1 2 6182
10 1 3 161

10 2 1 50158
10 2 2 15485
10 2 3 5

10 3 1 107996
10 3 2 14732

10 4 1 97088
10 4 2 5767

10 5 1 40178
10 5 2 897

10 6 1 8949
10 6 2 91

10 7 1 1232
10 7 2 4

10 8 1 135
10 8 2 1

10 9 1 10

10 10 1 1

11 1 1 30289
11 1 2 30793
11 1 3 1473

11 2 1 273325
11 2 2 123404
11 2 3 104

11 3 1 843528
11 3 2 186345
11 3 3 6

11 4 1 1028434
11 4 2 106284

11 5 1 539400
11 5 2 23181

11 6 1 136435
11 6 2 2163

11 7 1 19895
11 7 2 114

11 8 1 1984
11 8 2 5

11 9 1 171

11 10 1 11

11 11 1 1

12 1 1 128355
12 1 2 175795
12 1 3 14416
12 1 4 2

12 2 1 1768453
12 2 2 1182967
12 2 3 4906
12 2 4 1

12 3 1 8031258
12 3 2 2849700
12 3 3 256

12 4 1 13811647
12 4 2 2518299
12 4 3 6

12 5 1 9523416
12 5 2 798474

12 6 1 2877957
12 6 2 96580

12 7 1 441457
12 7 2 5158

12 8 1 42402
12 8 2 211

12 9 1 3093
12 9 2 6

12 10 1 215
12 10 2 1

12 11 1 12

12 12 1 1

n k d M

13 1 1 649360
13 1 2 1191186
13 1 3 165529
13 1 4 21

13 2 1 13991607
13 2 2 13770830
13 2 3 188835
13 2 4 3

13 3 1 96173113
13 3 2 53880922
13 3 3 54257

13 4 1 240548389
13 4 2 74787131
13 4 3 859

13 5 1 228181293
13 5 2 36098973
13 5 3 5

13 6 1 86904718
13 6 2 6099111

13 7 1 14864068
13 7 2 392972

13 8 1 1371561
13 8 2 11931

13 9 1 86886
13 9 2 267

13 10 1 4684
13 10 2 6

13 11 1 263

13 12 1 13

13 13 1 1

14 1 1 4060337
14 1 2 9897944
14 1 3 2254065
14 1 4 539

14 2 1 140083911
14 2 2 200159716
14 2 3 7322214
14 2 4 65

14 3 1 1482677292
14 3 2 1279091878
14 3 3 6242945
14 3 4 2

14 4 1 5513412044
14 4 2 2803798715
14 4 3 975194

14 5 1 7453583787
14 5 2 2094974672
14 5 3 2118

14 6 1 3792773348
14 6 2 529029086
14 6 3 21

14 7 1 780207939
14 7 2 46309837

14 8 1 74486954
14 8 2 1582818

14 9 1 4110070
14 9 2 27189

14 10 1 172435
14 10 2 447

14 11 1 6918
14 11 2 7

14 12 1 320
14 12 2 1

14 13 1 14

14 14 1 1

Table VI. Number of CSS codes up to n = 14. Entries are the number of distinct CSS codes of parameters (n, k, d)
up to equivalence under qubit permutations and global Hadamard duality (ΠH equivalence) found through exhaustive code
enumeration. We include d = 1 codes for completeness but they do not support error detection or correction capability.
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Appendix D: SAT-based code discovery

While code enumeration provides an exhaustive coverage of n-qubit phantom codes, the maximum n reachable is
computationally limited. To explore higher n, we employed a code discovery method based on Boolean constraint
satisfaction (i.e. SAT solving) that produces phantom codes of desired Jn, k, dK parameters in an automated fashion.
We note that our work is not the first to use SAT-based methods for quantum code discovery. Ref. [61] employs

SAT to search for sparse quantum codes. By contrast, our approach is the first to search for codes via their gate sets.

1. Review of standard form of stabilizer generator matrices

To start, we review Gottesman’s standard form for the stabilizer generator matrix of an Jn, kK stabilizer code in
symplectic form [62],

H =

(
I A1 A2 B 0 C
0 0 0 D I E

)
, (D1)

which is parametrized by a rank 0 ≤ r ≤ n − k. Letting t := n − r − k, the submatrices A1 ∈ Fr×t
2 , A2 ∈ Fr×k

2 ,

B ∈ Fr×r
2 , C ∈ Fr×k

2 , D ∈ Ft×r
2 , and E ∈ Ft×k

2 . Each row of H represents a stabilizer generator of the code in
symplectic form (see App. A 1). For H to represent a valid code, the stabilizers must commute (HΩHT = 0), which
amounts to the constraints

DT = A1 +A2E
T, (D2a)

B + CAT
2 symmetric. (D2b)

Conveniently, a valid logical basis can also be written,

Lx =
(
0 ET I CT 0 0

)
, Lz =

(
0 0 0 AT

2 0 I
)
, (D3)

with the anticommutation LxΩL
T
z = I guaranteed. Every qubit stabilizer code can be represented in standard form,

thus taking H,Lx, Lz in such a format for code discovery is without loss of generality.

2. SAT problem formulation for discovery of stabilizer phantom codes

Each SAT problem instance determines if there exists an Jn, r, k, dK code that is phantom, and in positive cases,
reports the solution. Enumerating the parameters Jn, r, k, dK therefore discovers phantom codes. To build a SAT
problem instance, we declare the submatrices of the standard form, Eq. (D1), as free variables, and impose the
commutation constraints of Eq. (D2) to ensure a valid stabilizer code. We then use Proposition 2 to constrain the
code to be phantom. In particular, we declare the logical basis change R ∈ Sp(2k,F2) and permutation matrices
{P aibi}pi=1 as free variables, and impose the gate set constraints therein.
Imposing the distance-d constraint on the code is more subtle. Our approach is to impose distance lower- and

upper-bound constraints simultaneously. To have distance at least d means that every Pauli error of weight at most
d− 1 must either generate nontrivial syndrome or is itself a stabilizer. This requirement can be expressed as(

n−k∨
i=1

(
HΩeT

)
i

)
∨
[(
¬

n−k∨
i=1

(
HΩeT

)
i

)
∧
(
¬

2k∨
i=1

(
LΩeT

)
i

)]
, (D4)

for every e ∈ E≥ := {e ∈ Pn : wt(e) ≤ d− 1} in binary symplectic representation. By applying De Morgan’s laws and
noting that the set of vectors e is invariant under multiplication by Ω, this can be simplified to(

n−k∨
i=1

(
HeT

)
i

)
∨
(
¬

2k∨
i=1

(
LeT

)
i

)
, (D5)

for every e ∈ E≥—which we add as constraints. Next, to have distance at most d means that there must exist a
weight-d Pauli error that generates no syndrome and is not a stabilizer. This can be expressed as∨

e∈E≤

{(
¬

n−k∨
i=1

(
HΩeT

)
i

)
∧
[(

n−k∨
i=1

(
HΩeT

)
i

)
∨
(

2k∨
i=1

(
LΩeT

)
i

)]}
, (D6)
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where E≤ := {e ∈ Pn : wt(e) = d} in binary symplectic representation. Likewise, this can be simplified to

∨
e∈E≤

[(
¬

n−k∨
i=1

(
HeT

)
i

)
∧
(

2k∨
i=1

(
LeT

)
i

)]
, (D7)

which we add as a constraint. Thus, Eqs. (D5) and (D7) together enforces that the distance of the code is exactly d.
The lower-level encoding of these variables and constraints into a form suitable for treatment by a SAT solver follows
the prescription in App. B.

3. SAT problem formulation for discovery of CSS phantom codes

Specializing the code discovery strategy to CSS codes affords key simplifications. First, B = C = 0 are fixed
in the standard form of stabilizer generator matrices [Eq. (D1)] and the “half-symplectic” binary representations
Hx =

(
I A1 A2

)
, Hz =

(
D I E

)
, Lx =

(
0 ET I

)
, Lz =

(
AT

2 0 I
)
can be used. There is accordingly no need

to declare B and C as free variables and only Eq. (D2a) applies as a commutation constraint. Second, we use the
simpler Proposition 6 to constrain the code to be phantom. In particular, there is no need for arbitrary logical basis
rotations, and we declare only the permutation matrices {P aibi}pi=1 as variables.

Third, we impose distance constraints on both the X- and Z-logical sectors separately, which also affords us the
flexibility of individually specifying the desired X- and Z-distances dx and dz of the code. Each SAT problem instance
therefore determines if there exists an Jn, r, k, (dx, dz)K CSS code that is phantom, and in positive cases, reports the
solution. Explicitly, to enforce distance dµ for µ ∈ {X,Z}, we add the lower- and upper-bound constraints(

rν∨
i=1

(
Hνe

T
)
i

)
∨
(
¬

k∨
i=1

(
Lνe

T
)
i

)
∀e ∈ Eµ≥, (D8a)

∨
e∈Eµ

≤

[(
¬

rν∨
i=1

(
Hνe

T
)
i

)
∧
(

k∨
i=1

(
Lνe

T
)
i

)]
, (D8b)

where ν is the conjugate sector to µ, and the vector sets Eµ≥ := {e ∈ Fn
2 : wt(e) ≤ dµ− 1} and Eµ≤ := {e ∈ Fn

2 : wt(e) =

dµ}.
We report results on the minimal block lengths of k = 2, 3 CSS phantom codes as certified through SAT solving in

Table VII, which is an expanded version of the smaller Table II of the main text. Examples of codes found by SAT
that possess exceptional properties, such as high encoding rate, distance, or large logical gate sets are highlighted in
Table I of the main text.

4. SAT problem formulation for discovery of stabilizer and CSS codes without gate set constraints

In Table II of the main text, we reported minimal block lengths of CSS codes in general. These were obtained by
running the SAT solver for code discovery without gate set constraints, which turns the tool into one for generating
codes with specified parameters (or certifying that none exists). Specifically, the problem formulation in App. D 2 for
stabilizer codes or App. D 3 for CSS codes are the same, including the distance constraints; but the permutation gate
set or phantomness constraints of Proposition 2 or Proposition 6 are excluded.

Appendix E: Phantom quantum Reed–Muller codes

Our numerical methods are tractable only for k ≤ 4. To reach higher k, we construct an infinite family of CSS
phantom codes, starting from quantum Reed–Muller (qRM) codes. By fixing selected logical qubits to |0⟩ or |+⟩,
we promote the corresponding logical operators to Z- or X-type stabilizers, respectively. The resulting codes have
parameters J2m,m−l+1,min(2m−l, 2l)K. This construction is naturally described using the polynomial representation
of qRM codes, which we briefly review below.
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k
dx

dz
2 3 4 5 6 7 8 9 10

2

2 4 7 8 11 12 15 16 18–19 20

3 11 11 14 15 ≥ 17 ≥ 19 ≥ 20 ≥ 21

4 12 15 16 ≥ 19 ≥ 20 ≥ 21 ≥ 22

5 18 19 ≥ 20 ≥ 21 ≥ 22 ≥ 22

6 20 ≥ 21 ≥ 22

7 ≥ 23 ≥ 24

8 ≥ 24

3

2 ≥ 15 7 8 14 14 15 16 19–21 20–22

3 14 14 ≥ 15 ≥ 16 18–21 ≥ 19 ≥ 21 ≥ 21

4 15 ≥ 16 ≥ 17

5 ≥ 19 ≥ 20

6 ≥19

Table VII. Smallest n for CSS phantom codes with k = 2–3. Entries show the minimal n known for each (dx, dz). Tables
are symmetric along the diagonal since each code has a dual with dx and dz exchanged, assessed by deforming the code with
Hadamards on every qubit (H⊗n); we therefore omit the dx > dz entries (shaded grey). All n ≤ 14 cells are from exhaustive
code enumeration and the rest are from SAT code discovery. Ranges of n, for example n1–n2, are shown when SAT discovers a
phantom code at size n2 but cannot prove that no phantom code exists at size n1 within time limits; lower bounds, for example
≥ nb, are shown when SAT code discovery has proven that no phantom code exists at sizes < nb but has not yet found a
concrete solution. Time limit for SAT solving was constrained to be 14 days.

1. Review of Reed–Muller codes and polynomial formalism

First, we briefly review classical Reed–Muller codes. Reed–Muller (RM) codes are a family of classical linear codes
denoted RM(r,m), parameterized by the order r and block length 2m, with code parameters [2m,

∑r
i=0

(
m
i

)
, 2m−r].

The generators of RM codes can be constructed using the polynomial formalism [33, Chapter 13]. Since the dual of
RM codes are themselves also RM codes, they can be constructed with the same formalism.

a. Polynomial formalism

Consider m variables over the binary field x1, x2, . . . , xm ∈ F2. A monomial is a product of these variables that
uses each variable at most once: for example, x1x3, x2x4x5, or 1. Here 1 is the constant monomial, the product of
zero variables. A polynomial is a sum (modulo 2) of monomials, such as 1 + x1 + x2x3. An important example is the
NOT monomial x̄i = 1− xi, which evaluates to 1 precisely when xi = 0.
It is useful to view a polynomial as a function f : Fm

2 → F2. For instance, with input coordinates (a1, a2, a3) =
(1, 0, 0), the polynomial f(x1, x2, x3) = x1x3 evaluates to f(1, 0, 0) = 1 · 0 = 0. Since for binary variables we have
x2i = xi, every polynomial can be uniquely represented as a sum of square-free monomials.
Viewing polynomials as Boolean functions naturally associates to each polynomial a length-2m binary vector,

obtained by evaluating it on all 2m binary inputs in Fm
2 . For each input tuple (a1, . . . , am), we substitute these values

into the polynomial f(x1, . . . , xm) and record the output f(a1, . . . , am) ∈ F2. Collecting all outputs in lexicographic
order (from 00 · · · 0 to 11 · · · 1), which fixes a canonical ordering of coordinates, gives the evaluation vector.

Definition 5 (Evaluation vector). Given a polynomial f ∈ F2[x1, . . . , xm]/⟨x21 − x1, · · · , x2m − xm⟩, the evaluation
vector is the vector of values f takes on at all the 2m possible coordinates. Note that the values are modulo 2.

For example, below we present the evaluation vector for all monomials up to m = 2

a2 1 1 0 0
a1 1 0 1 0
1 1 1 1 1
x1 1 0 1 0
x2 1 1 0 0
x1x2 1 0 0 0

We now review some salient properties of polynomials.
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x1x2x3: 0

x1x2: 0

x1x3: 0

x1: 0/1

x2x3: 0

x2: 0/1

x3: 0/1

1: 0/1

Figure 8. Encoding circuit of RM(1,3). Bits corresponding to monomials of degree more than 1 are fixed to 0, while the
rest are variable. There are 4 variable bits, corresponding to the code dimension k = 4.

• Algebraic conventions. All arithmetic is over F2, so the polynomial ring has characteristic two. In particular,
for any polynomial f we have 2f = 0, and hence addition and subtraction coincide. Moreover, since we quotient
by the relations x2i = xi, every polynomial in F2[x1, . . . , xm]/⟨x21 − x1, . . . , x2m − xm⟩ can be written as a sum of
square-free monomials; higher powers satisfy xai = xi for all a ≥ 1.

• Overlap. Given two polynomials f, g, their overlap is defined as the bitwise AND of their evaluation vectors.
Equivalently, the overlap is the evaluation vector of the product polynomial fg. For m = 2, let f(x1, x2) = x1
and g(x1, x2) = x2. Their product is fg = x1x2, whose evaluation vector is (0, 0, 0, 1) in lexicographic order.

• Weight. The weight wt(f) of a polynomial f is the Hamming weight of its evaluation vector. The following
properties will be useful:

– If f is a monomial in m variables that omits i variables, then wt(f) = 2i.

– If a polynomial f omits j variables (i.e., no monomial term depends on them), then wt(f) is divisible by
2j .

b. Reed–Muller codes

Definition 6 (Reed–Muller codes). For a positive integer m and r ≤ m, the Reed–Muller code RM(r,m) is the span
of evaluation vectors of all monomials in m variables of degree at most r.

The code RM(r,m) has parameters [2m,
∑r

i=0

(
m
i

)
, 2m−r]. The distance arises from the highest-degree (degree-r)

monomials, whose evaluation vectors have weight 2m−r, giving d = 2m−r. The dual code of RM(r,m) is RM(m− r−
1,m). Examples of generating monomials are

RM(2, 2) : {1, x1, x2, x1x2},
RM(1, 3) : {1, x1, x2, x3}.

All Reed–Muller (RM) codes share the same structure of encoding circuit as illustrated in Fig. 8 [63]; different
RM codes are obtained solely by choosing which input qubits are variable (initialized to either |0⟩ or |1⟩), with all
remaining inputs fixed to |0⟩. The variable inputs correspond to the generating monomials of the code. For example,
RM(1, 3) has variable inputs associated with 1, x1, x2, x3, while RM(2, 2) uses 1, x1, x2, x1x2; in both cases k = 4.

c. Affine transformations

The automorphism group of a Reed–Muller code arises from affine transformations of the variables. Let A ∈
GL(m,F2) and b ∈ Fm

2 , and define the affine map

T (x) = Ax+ b. (E1)

Such a transformation induces (i) a permutation of the 2m coordinates via a 7→ T (a), and (ii) an action on polynomi-
als by substitution, f(x) 7→ f(T (x)). Since affine transformations preserve degree, this substitution maps degree-≤ r
polynomials to degree-≤ r polynomials. Moreover, applying the inverse of the induced coordinate permutation has
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7 6 5 4 3 2 1 0

111 110 101 100 011 010 001 000

1 1 1 1 1 1 1 1 1

x1 1 0 1 0 1 0 1 0

x2 1 1 0 0 1 1 0 0

x3 1 1 1 1 0 0 0 0

Original generators

7 6 5 4 3 2 1 0

111 110 101 100 011 010 001 000

1 1 1 1 1 1 1 1 1

x1+x2 0 1 1 0 0 1 1 0

x2 1 1 0 0 1 1 0 0

x3 1 1 1 1 0 0 0 0

Affine map applied to monomials

6 7 5 4 2 3 1 0

110 111 101 100 010 011 001 000

1 1 1 1 1 1 1 1 1

x1 0 1 1 0 0 1 1 0

x2 1 1 0 0 1 1 0 0

x3 1 1 1 1 0 0 0 0

Affine map applied by permuting bits

Figure 9. Equivalence between affine transformation of variables and permutation of bits. We illustrate an example
of an affine transformation, as described in Eq. (E2), and a bit permutation that produces an identical action on the code.

1   1   1   1
1   0   1   0
1   1   0   0

1
x1
x2

0
0

0
1

1
0

1
1

x2
x1

=

1   1   1   1
0   1   0   1
0   1   1   0

1
x1+1
x1+x2

σ~T − 1

1   1   1   1
1   0   1   0
1   1   0   0

1  1
0  1

x2
x1

x2
x1

T : ↦ + 0
1

=

f (x )

f (Tx )

Figure 10. Automorphism of a Reed–Muller code. An affine transformation T to the variables induces two equivalent
operations on the generator matrix: 1) permuting the coordinates by T−1, and 2) substituting xi 7→ T (xi) in each polynomial.

the same effect on evaluation vectors as polynomial substitution. Consequently, affine transformations act as auto-
morphisms of RM(r,m), and

Aut(RM(r,m)) = AGL(m,F2).

Lemma 5 (Reed–Muller code automorphism [33]). For A ∈ GL(m,F2) and b ∈ Fm
2 , the coordinate permutation

σ ∈ S2m that maps Ax + b to x is a code automorphism, under which codewords transform as f(x) 7→ f(Tx).
This general affine group formed by A and b is the automorphism group of the RM codes in m variables for any
1 ≤ r ≤ m− 2.

The following example illustrates how transforming the monomial is equivalent to permuting bits. Consider

A =

1 1 0
0 1 0
0 0 1

 , b =

0
0
0

 . (E2)

As shown in Fig. 9, this transformation is equivalent to swapping bits (2, 3) and (6, 7).
A second example is shown in Fig. 10, where the generator matrix is for RM(1, 2) and the variables are mapped

as T (x2) = x1 + x2 and T (x1) = x1 + 1. Thus, the coordinates (i.e., columns in the generator matrix) are permuted
according to T−1: 00 7→ 11, 11 7→ 10, 10 7→ 01, and 01 7→ 00. One can verify that this is equivalent to transforming
the polynomials (i.e., rows of the generator matrix): 1 7→ 1 (the constant polynomial), x1 7→ T (x1) = x1 + 1, and
x2 7→ T (x2) = x1 + x2.

2. Quantum Reed–Muller code construction

The stabilizers and logical operators of quantum Reed–Muller (qRM) codes can be described via classical Reed–
Muller codes.

Definition 7 (Quantum Reed–Muller codes [19]). For positive m and l ≤ m, the quantum code with X-type stabilizers
given by RM(l − 1,m) and Z-type stabilizers given by RM(m− l − 1,m) has parameters J2m,

(
m
l

)
,min(2m−l, 2l)K.

Following Definition 7, on qRM codes, the degree-l monomials serve as X-type logical operators, and the Z-type
logical operators can be obtained by taking the corresponding negated complementing monomials: for a monomial f
of degree l, take x1x2 . . . xm/f (a degree m−l monomial) and replace each variable xi with its complement xi = xi+1.
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While the codes in Definition 7 are valid CSS quantum codes (see e.g. Ref. [19] for proof)—i.e. their stabilizers
commute, and their logical operators have the correct commutation structure between themselves and commute with
stabilizers—they are not guaranteed to be phantom. Yet, as we will show, there is a way to construct phantom codes
out of these codes.

Proposition 10 (Hypercube codes are phantom). All codes with l = 1 from Definition 7 are phantom. These codes
have parameters J2D, D, 2K and are also known as hypercube codes.

Proof. The automorphism of classical RM codes directly applies to this quantum code family. Specifically, under
an affine transformation T as in Eq. (E1), permuting the coordinates of physical qubits by T−1 is equivalent to
transforming the logical generator monomials by T . The affine component b acts as a logical identity: when applied
to a degree-l monomial (i.e., an X-type logical), b preserves the degree-l part (the logical) and only introduces lower-
degree terms (corresponding to stabilizers). Thus, distinct actions on the logical space are captured by A ∈ GL(m,F2).
For example, consider the J8, 3, 2K code, and its higher-dimensional generalization, the J2D, D, 2K hypercube code (m =
D and l = 1), where the X-type logical generators are the D degree-1 monomials x1, . . . , xD. This hypercube code is
phantom, as every possible logical CNOT circuit one-to-one corresponds to an A describing a qubit permutation.

An immediate way to build higher-distance phantom codes is to concatenate the J2D, D, (dx = 2D−1, dz = 2)K
hypercube code with some k = 1 code. For example, to obtain a code with approximately equal X- and Z-sector
error-correction capability (i.e. distances)9, one can balance the distance by concatenating with a J2D−2, 1, (dx =
1, dz = 2D−2)K phase-flip repetition code [18]. The resulting phantom code has parameters J22D−2, D, 2D−1K and
possesses 22D−2 − 2D + 1 X-type stabilizers and 2D −D − 1 Z-type stabilizers. Despite being balanced in distances,
these codes nonetheless contain significantly more stabilizers in one basis than the other, which translates to a practical
difference in logical error rate performance in the two sectors.

Next, we show that it is possible to produce more balanced phantom codes by direct construction from the
J2m,

(
m
l

)
,min(2m−l, 2l)K qRM codes. The strategy is to retain a few logicals while carefully promoting the other

logicals to either X- or Z-type stabilizers. We begin by considering the simplest case where all other logicals are fixed
into Z-type stabilizers.

Theorem 5 (Phantom quantum Reed–Muller codes). From the J2m,
(
m
l

)
,min(2m−l, 2l)K qRM code, retain the fol-

lowing m− l+1 X-logical generators: x1x2 . . . xl−1xl, x1x2 . . . xl−1xl+1, ..., x1x2 . . . xl−1xm, and fix the other logicals
to the |0⟩ state—effectively extending the Z-type stabilizers with the negated complements of the other X-type logicals.
The resulting code is phantom with parameters

J2m,m− l + 1,min(2m−l, 2l)K.

Proof. By construction, the code has 2m physical qubits andm−l+1 logical qubits. TheX-type logicals and stabilizers
set is a subcode of RM(l,m), so the X-distance of the new code cannot decrease—it in fact remains 2m−l, since the
monomial x1x2 . . . xl still has that weight. The Z-type logicals and stabilizers remain within RM(m− l,m), keeping
the Z-distance at 2l. To enable arbitrary CNOTs, it suffices to use the GL(m − l + 1,F2) subgroup of GL(m,F2),
acting invertibly on {xl, xl+1, . . . , xm} but fixing x1, . . . , xl−1. The action of this subgroup on the X-type logical
monomials corresponds one-to-one to the set of possible permutation CNOT circuits.

One can build a more balanced version of phantom qRM codes as follows. We still consider the above GL(m−l+1,F2)
action which invertibly transforms {xl, xl+1, . . . , xm}. We can divide the original X-type logicals, namely the degree-l
monomials into invariant subsets (orbits) under this action (the invariance is up to degree ≤ l − 1 monomials, i.e.,
stabilizers), then promote each orbit, either completely to X-type stabilizers, or (their negated complement) to Z-type
stabilizers. To see why the resulting code is still phantom, note that one only needs to verify for the X-type sector
that stabilizers (resp. logicals) transform to stabilizers (resp. logicals) up to stabilizers. Making the same choice on
each orbit precisely guarantees this.

Taking the J64, 4, 8K phantom qRM as an example, we divide the
(
6
3

)
= 20 degree-3 monomials into four orbits:

{x1x2x3, x1x2x4, x1x2x5, x1x2x6}, (E3)

9 Another reason one might be interested in such balanced codes is
that a transversal Hadamard together with qubit permutations
might be a valid logical gate. However, we suspect that phantom
codes with ZX-duality for k > 2 may not exist. One can show

that transversal H⊗n implementing logical H
k
up to any logical

CNOT for k > 2 is not possible using Theorem 3 and Lemma 4,
but it is not clear whether transversal H on a subset of qubits

and/or composed with permutations that are not necessarily a
valid logical operation can overcome this barrier. In fact, we
have not found any k = 3 phantom code with dx = dz and
Hx, Hz having the same rank through code enumeration up to
n = 14 and non-exhaustive SAT search up to n ∼ 21.
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{x1x3x4, x1x3x5, x1x3x6, x1x4x6, x1x5x6}, (E4)

{x2x3x4, x2x3x5, x2x3x6, x2x4x6, x2x5x6}, (E5)

{x3x4x5, x3x5x6, x3x4x6, x3x4x5}. (E6)

Definition 8 (Balanced J64, 4, 8K phantom qRM code used in benchmarking). Consider the J64, 4, 8K phantom qRM
code with the orbit (E3) chosen to be logical representatives, the negated complement of (E4) set to Z-type stabilizers,
and (E5) and (E6) retained as X-type stabilizers. The resulting code has 32 X-type and 28 Z-type stabilizers. This
is the code used in our benchmarking study (Sec. V).

We found in preliminary simulations that the J64, 4, 8K code defined in Theorem 5 has a logical Z-sector error rate
∼ 50× worse than the X-sector, under circuit-level depolarizing noise (see App. I 1). Therefore, we chose to use the
more balanced version in Definition 8 for our benchmarking study, whose logical error rates in both sectors are similar
at roughly the geometric mean of the less balanced one.

We give a few further remarks on our phantom qRM construction:

1. The specific choice of setting every orbit to Z-type stabilizers (except leaving one as the logicals) allows ad-
dressable diagonal logical gates such as SiSj and CZij via a physical fold-type circuit (S gates on the fold line
and CZ on each pair of qubits mirrored across the fold line), as established in the next subsection (App. E 3).

2. The different balancing choices can be seen as different gauge-fixings of the parent J2m,
(
m
l

)
,min(2m−l, 2l)K code.

Code-switching between them can be transversally performed via Steane EC [19], which can be understood as a
kind of logical teleportation. Then one can implement the CNOTs using the most balanced version, and resort
to a less balanced version for diagonal logical gates. Fault-tolerant state preparation schemes for both versions
are needed to enable the transversal code-switching.

3. On the J64, 4, 8K example, choosing both the first (E3) and last (E6) orbits are chosen as logicals is effectively
coupling a phantom code with its dual (see App. G 3 a for more details). While the resulting code is not phantom,
it inherits phantom-like gates in the form of pairwise products of CNOTs; this code then supports permutation
logical Hadamards, and transversal S operation produces a logical CZ action.

We additionally remark that a punctured variant of the hypercube codes is also phantom.

Theorem 6 (Punctured hypercube codes are phantom). Puncturing the coordinate 0 · · · 00 from the hypercube codes
yield a family of phantom codes with parameters J2D − 1, D, (dx = 2D−1 − 1, dz = 2)K.

Proof. Recall that the original J2D, D, (dx = 2D−1, dz = 2)K hypercube code has a single X-type stabilizer supported
on every qubit, and Z-type stabilizers RM(m − 1,m). The punctured hypercube code again only has one X-type
stabilizer, which is supported on all the 2D − 1 qubits. The D X-type logical generators remain the same: they
are still expressed as the degree-1 monomials x1, . . . , and xD (these monomials evaluate to zero at the punctured
coordinate 0 · · · 00). The X-type logicals and stabilizers together form the punctured RM(1, D)∗ code, and GL(D,F2)
is its automorphism group [33, Ch. 13, Thm. 24]. Therefore, this punctured version is also phantom for the same
reason as the original version.

For completeness, we state the Z-type logicals and stabilizers that form the shortened RM(D−1, D) code: these are
precisely the codewords from RM(D− 1, D) that vanish at the coordinate 00 · · · 0, with that coordinate subsequently
deleted. Here, the paired Z-type logical of the X-type logical xi is its complement monomial x1 . . . xi−1xi+1 . . . xD
(no negation).

While the original J2D, D, 2K code supports Dth Clifford-hierarchy-level logical magic via transversal Z1/2D−1

rota-
tions, the punctured J2D−1, D, 2K version loses the highest-level magic gate. The ≤ (D−1) level magic gates persists
(by addressing subcubes), and the logical SiSj gates via folding described in the next subsection also applies to this
punctured family.

Indeed, the J7, 3, (dx = 3, dz = 2)K phantom code in Table I is the punctured version of the J8, 3, 2K hypercube code:

7 6 5 4 3 2 1 0
111 110 101 100 011 010 001 000

1 1 1 1 1 1 1 1 1
x1 1 0 1 0 1 0 1 0
x2 1 1 0 0 1 1 0 0
x3 1 1 1 1 0 0 0 0

Concatenating this code with the J2, 1, dx = 1 / dz = 2K phase-flip repetition code yields a J14, 3, (dx = 3, dz = 4)K
phantom code that has 8 X-type and 3 Z-type stabilizers, which was found also by our exhaustive code enumeration.
By running the gate solver described in App. H 2 c, we find fold-diagonal gates that implement SiSj or CZ on the
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Hadamard-dual of this code. Note that there is also a fold-diagonal gate on the original J7, 3, (dx = 3, dz = 2)K phantom
code, which can be derived by undoing the CNOTs from the phase-flip repetition code encoding, applying S gates on
a subcube of the J7, 3, 2K, and redoing the encoding CNOTs; these together can be compiled as CNOT12S2CNOT12 =
CZS1S2.

There are two other J14, 3, (dx = 3, dz = 4)K phantom codes found by enumeration. They have 7/5 X-type and 4/6
Z-type stabilizers respectively, and they too admit fold-diagonal gates.

3. Addressable diagonal logical gates via folding

a. Involutions and associated fold-type circuits on qRM phantom codes

Here we show that the phantom qRM code family of Theorem 5, where all the extra logical operators are promoted
to Z-type stabilizers, support SiSj and CZij gates through fold-type circuits.
We begin with the m = 2l code family with parameters J22l, l + 1, 2lK; there, degree < l monomials are both X-

and Z-type stabilizers, the X-type logical generators are x1x2 . . . xl−1xl, x1x2 . . . xl−1xl+1, . . . , x1x2 . . . xl−1x2l, and
the negated complement of the other degree l monomials are Z-type stabilizers. We associate a fold-type circuit to
an involution τ permuting the 22l coordinates: single-qubit S or its powers are applied to the fixed points, and CZ
between every (i, τ(i)) pair where i ̸= τ(i).

Proposition 11 (Fold-diagonal logical gates on m = 2l phantom qRM codes). For the m = 2l phantom qRM code
family of Theorem 5: (a) the involution τSS that maps xi to x2l+1−i for i ∈ [1, 2l] implements SS on X-type logicals
x1x2 . . . xl−1xl and x1x2 . . . xl−1xl+1; (b) the involution τCZ that maps xi to x2l+1−i for i ∈ [1, 2l]\{l, l + 1} and
xl = xl, xl+1 = xl+1 implements CZ between X-type logicals x1x2 . . . xl−1xl and x1x2 . . . xl−1xl+1.

Proof. Since the physical gates are diagonal and commute with Z, the Z-type stabilizers of the code are left invariant;
we need only check that the X-type stabilizers are mapped to stabilizers and that X-type logicals transform as desired.
It is clear that both τ stated above are indeed involutions, i.e., τ2 = I.
The image of an X-type stabilizer generator f (degree ≤ l − 1 monomials) under both τSS and τCZ is the product

of itself and the Z-type τ(f), which is likewise a degree ≤ l− 1 monomial and is hence a Z-type stabilizer. The phase
accumulated is i|f∧τ(f)| = 1: the product of f and τ(f) is a degree ≤ 2l− 2 monomial and lacks at least two variables
from {x1, . . . , x2l}, so by the weight property (see App. E 1), |f ∧ τ(f)| is divisible by 4.
We now consider the logical action of the two involutions:

• For τSS , theX-type logical x1x2 . . . xl−1xl is mapped to the product of itself and the Z-type x2lx2l−1 . . . xl+2xl+1,
precisely its paired Z-type logical, with a phase i; and x1x2 . . . xl−1xl+1 is mapped to the product of itself and Z-
type x2lx2l−1 . . . xl+2xl, again its paired Z-type logical and with a phase i. The other X-type logical generators
are left invariant up to a Z-type stabilizer τSS(f). This is because τSS(f) would contain xs, where 1 ≤ s ≤ l−1,
so the Z-type operator defined by τSS(f) cannot be the paired Z-type logical operator of any X-type logical.

• For τCZ, x1x2 . . . xl−1xl is mapped to the product of itself and the Z-type x2lx2l−1 . . . xl+2xl, precisely the paired
Z-type logical of the X-type logical x1x2 . . . xl−1xl+1, with a trivial phase. The transformation of the other
X-type logicals can be similarly verified.

To give a concrete example, for the J16, 3, 4K phantom qRM code, τSS maps each coordinate as [see Eq. (E1)]x4x3x2
x1

 7→
0 0 0 1
0 0 1 0
0 1 0 0
1 0 0 0


x4x3x2
x1

+

1
1
1
1

 . (E7)

As the qRM codes are phantom, SiSj and CZij fold-type gates are realizable between any two logical qubits (logical
SWAPs implemented by qubit permutations can be performed on top of any τSS and τCZ solution). To obtain an
individually addressable Si gate, a convenient method is to inject an S gate using a targeted CNOT as shown in
Fig. 12(b), which can be implemented using two transversal CNOTs according to Eq. (A9). It is important to insert
a round of (Steane) EC between the two transversal CNOTs, so that the targeted CNOT gate is distance preserving.
Lastly, we remark that Proposition 11 can be adapted to other types of phantom qRM codes discussed in this

appendix, and comment on the use of fold gates in other scenarios:
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(a) (b) (c)

Figure 11. Example of partial fold-type circuit on phantom qRM codes. (a) An example partial fold-type circuit for
the J16, 4, 2K hypercube code, performing an SS gate on the two X-type logicals x1, x2. The coordinates are shown in the order
of x4x3x2x1, and this circuit only addresses the x3x4 subcube, i.e., the coordinates x4x3x2x1 = 00**. (b) The X-type logical
x1 is mapped into its paired Z-type logical x2x3x4. (c) The X-type logical x2 is mapped into its paired Z-type logical x1x3x4.

• Note that Proposition 11 applies also to the l < m/2 phantom qRM codes of Theorem 5, but the fold-type
circuit should only address the C = x2l+1x2l+2 · · ·xm subcube, i.e., the coordinates xm . . . x1 = 00 · · · 0︸ ︷︷ ︸

m−2l

** · · · *︸ ︷︷ ︸
2l

.

We refer to this as a partial fold-type circuit. An example is shown in Fig. 11 for the J16, 4, 2K code, where the
circuit only addresses the subcube x3x4 and implements SS on the X-type logicals x1 and x2. More generally, a
monomial f denoting an X-type logical or stabilizer generator transforms under the partial fold τ to the product
of itself and a Z-type τ(f ∧ C). For example, one can verify that the Z-type contribution in the transformed
X-type logical x1x2 · · ·xl−1xl is τSS(x1x2 · · ·xl−1xlx2l+1 · · ·xm) = x2lx2l−1 · · ·xl+2xl+1x2l+1 · · ·xm, which is its
paired Z-type logical. The action on other X-type monomials can be similarly verified and we omit them for
brevity.

• We do not examine l > m/2, because one can instead consider l′ ← m − l and the resulting J2m,m − l′ +
1,min(2m−l′ , 2l

′
)K code has the same distance but a higher k.

• On the J2D − 1, D, (dx = 2D−1 − 1, dz = 2)K punctured hypercube codes, to perform a fold-SS gate on X-type
logicals x1, x2, one uses τSS that maps x1 to x2, and x2 to x1, and restricts to the x3 · · ·xm subcube. For
fold-CZ on x1, x2, one can simply apply single-qubit S gates to the x3 · · ·xm subcube.

• To perform an addressable S gate, one can use a targeted CNOT to teleport in a S gate (see Fig. 12b) from a
freshly prepared all-plus state acted on by fold-SS. This approach discussed further in the following subsection
(App. E 3 b). Alternatively, one can decompose the desired S through the following circuit identity:

S =
S

S Z

fold

The CZ can be performed through folding or automorphism (if available). In the case of the former, the logical
performance of this decomposition suffers if the fold-CZ is not distance-preserving.

b. Distilling SS states on qRM and self-dual binarization-and-concatenation phantom codes

A subtlety is that fold-type gates are not distance-preserving in general, as they involve two-qubit physical interac-
tions. Indeed, for example, we find by SAT solving (using built-in tools from stim [64]) that on the J64, 4, 8K phantom
qRM code, the fold-diagonal logical gates as described in Proposition 11 suffer from reduced distance: τSS exhibits
(dx, dz) = (7, 4), while τCZ exhibits (dx, dz) = (6, 4). While the circuit-level distance d = 4 > 3 and therefore error-
correction capability is still retained, the decrease in distance generally results in poorer logical error rate performance
as compared to distance-preserving (e.g. transversal or automorphism) logical gates.
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(b)(a)

Figure 12. Distillation scheme for SS resource states and teleportation. (a) Encoding circuit of J6, 2, 2K, to be
implemented at the logical level using three k = 2 phantom codeblocks, as separated by the dashed grey lines. The grey CNOT
gates are permutation gates and can be implemented by qubit relabelling; only the three transversal CNOTs in black need
to be performed physically. (b) Injection of a single S gate using a targeted CNOT. The ancilla codeblock hosting the SS
resource state is measured transversally in the Z-basis and a conditional Z correction performed. Besides the two logical qubits
in the S|+⟩ state, the other logical qubit(s) of the ancilla codeblock can be in an arbitrary state that is not entangled with the
first two.

To retain distance, we discuss an alternative scheme employing the following J6, 2, 2K code to distill logical SS
resource states:

Hx = Hz =

(
1 1 0 1 1 0
0 1 1 0 1 1

)
, Lx =

(
1 1 1 0 0 0
0 0 0 1 1 1

)
. (E8)

This code support a logical SS gate implemented by transversal S† operations, and can therefore serve as the outer
code for distillation. In particular, we use three (resp. two) codeblocks of k = 2 (resp. k > 2) phantom codes to
implement the distillation protocol illustrated in Fig. 12. The encoding circuit of the J6, 2, 2K code shown in Fig. 12
uses three interblock CNOTs between the phantom codeblocks. When k = 2 phantom codes are used, the interblock
CNOTs are straightforwardly implementable transversally; for k > 2, we can again use transversal CNOT gates
rather than addressable interblock CNOTs (following Lemma 2), at the expense of ruining the other k − 2 logicals;
this is acceptable since targeted CNOT(s) will be used when teleporting in the S gate(s). After encoding, we perform
fold-SS on the phantom codes, which is realizable in the qRM and the self-dual binarization-and-concatenation codes
(see App. F), and on various other numerically identified phantom codes (see Table I). Lastly, we perform unencoding
of the J6, 2, 2K outer code by running the CNOTs in reverse order, followed by transversal measurement of the first
and third phantom codeblocks in the Z- and X-basis, respectively. The distillation is deemed successful when |00⟩
and |++⟩ are respectively recovered in the first and last codeblocks.

Although the distillation protocol entails transversal CNOTs, we expect it to bring in advantage when folding is
significantly noisier than the transversal CNOT (e.g. one to two orders of magnitude worse in logical error rate).
Such a difference in logical error rates can arise at low physical error rates when the fold-type gates are not distance-
preserving.

Lastly, we remark that the J6, 2, 2K code used here is the same as that discussed in Eq. (F3), and is the smallest
of the Jn, n − 4, 2K for (n even) “H-code” family introduced in Ref. [65], for which logical Hadamards (H⊗k) can
be implemented transversally. One can verify that S⊗k gates are implemented by transversal S† operations for this
family, hence providing a route for higher-rate S distillation.

4. Full logical Clifford group for qRM phantom codes

The m > 2 phantom qRM codes lack a transversal logical Hadamard gate. However, with the help of diagonal Clif-
ford gates achieved through folding and targeted injection, an addressable logical Hadamard gate can be implemented.
This thereby allows the implementation of the full logical Clifford group on these codes.

Figure 13b illustrates the central idea for a k = 4 phantom code. The protocol combines the three gadgets in Fig. 13a:
Hadamard teleportation (left), substituting CZ with S, S† (middle), and CNOT, and the logical one-bit teleportation
protocol (right). Both the teleportation gadgets measure the first codeblock in the X-basis, and combining them
in Fig. 13b allows one to measure all logicals in the X-basis through a transversal X-basis measurement. The S,
S† gates can be performed by (distillation followed by) targeted injection as explained in the previous subsection.
The mixed-basis state |+000⟩ can be prepared using a targeted CNOT gate as shown in Fig. 13c. The states of the
other three logical qubits do not affect the protocol, so one could prepare the second codeblock in |++++⟩ and upon
teleportation, measure and preselect on the other qubits being in |+⟩ to further improve the chance of having the first
logical qubit in |+⟩ (and thereby a successful H teleported).
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(a)

(b) (c)

Figure 13. Addressable logical Hadamard via teleportation and mixed-basis state preparation. (a) Gadget
components for (b) teleporting a single logical Hadamard gate, where the first codeblock is measured transversally in the
X-basis and corresponding logical Pauli corrections are performed. The S and S† gates in (b) can be injected using a targeted
CNOT gate as Fig. 12b and the |+000⟩ mixed-basis state preparation following (c). The scheme in (c) is used in our logical
GHZ state preparation benchmarking (see Fig. 5b).

To perform an H⊗2I⊗2 gate instead, we add S gates on the second logical qubit on both codeblocks, and another
CNOT between them. The CNOT can again be achieved physically through two transversal CNOT gates (see
Lemma 2). Similar to the first logical qubit, the conditional correction on the second logical qubit changes to X-type.

On our phantom codes, this scheme of performing an addressable logical Hadamard has a lower overhead compared
to the conventional scheme of utilizing the identity (HS)3 ∝ I—concretely, for example, at k = 2 and with the ability
to perform addressable S, the sequence (H⊗H)(S⊗I)(H⊗H)(S⊗I)(H⊗H)(S⊗I) ∝ I⊗H produces an addressable
Hadamard.

5. Magic gates on qRM phantom codes

The infinite family of quantum Reed–Muller phantom codes we identified allows a distance-limited mechanism for
magic gates. We start from the observation that the J16, 3, 4K phantom code can be decoupled into two J8, 3, 2K codes,
as illustrated in Fig. 14, by undoing the encoding CNOTs connecting the x1 = 0 and x1 = 1 subcubes. One can then
perform a CCZ gate using transversal physical T gates on the target J8, 3, 2K code, and then couple them back to
restore the J16, 3, 4K code. Alternatively, one can compile this CNOT–T–CNOT sequence as CS†12T1T2 on the physical
qubit pairs acted on.

More generally, our phantom qRM codes of parameters J2m,m − l + 1,min(2m−l, 2l)K (balanced or not) can be
decoupled into the hypercube codes J2m−l+1,m− l+1, 2K by undoing the last l−1 layers of their hypercube encoding
circuits and thereby only keeping the x1 = x2 = · · · = xl−1 = 1 subcube. There, logical Cl0Z gates are accessible for
all l0 ≤ m − l through physical Z-basis rotations on the qubits of suitable subcubes [66]. For example, the J64, 4, 8K
code reduces to a J16, 4, 2K block, where a transversal

√
T/
√
T † implements a CCCZ gate, and transversal T/T † on

an 8-qubit subcube gives a CCZ [66]. The limitation is that the intermediate codes have a distance of only two.

Lastly, we comment that on the parent J64, 15, 4K qRM code (where the X-type logicals are the
(
6
2

)
degree-2

monomials) of the J64, 5, 4K phantom code, transversal T gates lead to a logical hypergraph CCZ circuit. The CCZs
are on every triplet of degree-2 monomials that multiply to x1x2x3x4x5x6 [66, 67]. For example, (x1x2, x3x4, x5x6),
(x1x2, x3x5, x4x6), etc.; each triple intersection has support at one coordinate x6 = · · · = x1 = 1. The phase
polynomial framework in App. H 2 b allows a simpler proof of this result than in Refs. [66, 67]. However, the J64, 5, 4K
phantom qRM code, where x1x2, x1x3, x1x4, x1x5, x1x6 serve as the X-type logicals, does not have such a triplet.
One could consider swapping the monomials in the parent J64, 15, 4K qRM code (e.g. swap x1x3 with x3x5, and x1x4
with x4x6) through interleaving qubit permutations with transversal CNOTs with an ancilla codeblock [19], applying
transversal T gates, and then swapping back. The disadvantage of this scheme, however, is the high depth of the
circuit. Therefore, though in principle we can realize CCZs of fault distance four this way, it might be cheaper in
practice to distill CCZ states through the distance-two decoupling scheme above and inject them where needed.
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Figure 14. Encoding circuits and decoupling scheme for phantom qRM codes. The hypercube encoding circuit of the
J8, 3, 2K (left) and J16, 3, 4K (right) phantom qRM codes. This recursively constructed encoding circuit applies in fact to the
entire qRM code family [19]. On the input side of the circuit, x3x2x1 = 111, . . . , 000 etc., label the coordinate of each qubit;
each monomial indicates what an X operator placed on this qubit propagates to through this encoding circuit. This can be
thought of as stabilizer propagation: if a qubit is initialized to |+⟩, which is stabilized by a single-qubit X, the propagation
result of the X is an X-type stabilizer of the code. Next, we take the J16, 3, 4K (right) as an example to illustrate decoupling.
The hypercube circuit couples qubits whose coordinates differ at x4 in the first round using transversal CNOTs, couples those
that differ at x3 in the next round, and so on. By undoing the last round of transversal CNOTs (green) and focusing on the
coordinates where x1 = 1, the J16, 3, 4K is decoupled to the J8, 3, 2K code. For the J2m,m− l+1,min(2m−l, 2l)K phantom code,
we undo the x1, . . . , xl−1 layers of CNOTs, and keep those coordinates where x1 = 1, . . . , xl−1 = 1; the resulting code is the
J2m−l+1,m− l + 1, 2K hypercube code.

6. Space-time efficient analog rotation

Space-time efficient analog rotation (STAR) has been shown to be useful for implementing arbitrary small-angle
single-qubit rotations in early fault-tolerant quantum computers [49, 68]. In this section, we provide an implementation
for the J64, 4, 8K qRM phantom code and discuss some restrictions of STAR on related codes.

a. STAR for the J64, 4, 8K qRM phantom code

Figure 15 illustrates the STAR protocol for a small-angle RZ gate. We discuss the rotation as applied to the first
logical qubit of the code; rotations on other logical qubits work similarly (alternatively, as the code is phantom,
logical swaps can be performed through qubit permutations). Concretely, physical RZ(θ) rotations are applied on the
support of the weight-8 logical operator Z1, R

⊗8
Z (θ) = [cos(θ/2)I − i sin(θ/2)Z]⊗8, which can be expanded as a sum

of tensor-product terms with different Pauli weights. At this point, a round of error detection is performed. Note
that since the code distance is 8, Z-type Pauli operators with weight between 1 and 7 correspond to detectable errors.
After preselecting for no detected error, the induced logical operation is proportional to cos8(θ/2)I + sin8(θ/2)Z1.
Since the logical qubit is initialized in the |+⟩ state, this effective logical action is equivalent to RY (−γ) for an angle
γ given by tan(γ/2) = tan8(θ/2).
Following this resource state preparation, a transversal CNOT from the target (data) codeblock to the ancillary

codeblock is applied, followed by a fold-S1S2 operation (see App. E 3), and finally the ancillary codeblock is measured
in the X-basis. Note that the CNOTs only act non-trivially on the first logical qubit in the ancillary codeblock since
the other qubits are in |+⟩ states.

The net effect of the circuit on the target codeblock is a RZ(±γ) on the first logical qubit conditioned on the
measurement outcome m of the first logical qubit in the ancillary codeblock: with probability 1/2 we obtain m = 1
and realize the desired Z-rotation, while with probability 1/2 we obtain m = −1, in which case we must compensate
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|+⟩ ⟨±|

|+⟩ ⟨±|

|+⟩ ⟨+|

|+⟩ ⟨+|

|ψ⟩ RZ(mγ)|ψ⟩

RY (−γ) S m = ±1

S

Figure 15. Teleportation of STAR-prepared small-angle rotation resource state. The circuit illustrated here is for
a k = 4 phantom code (e.g. the J64, 4, 8K code). The target codeblock, on which we wish to implement a logical rotation, is
depicted on top, and an ancillary codeblock is introduced below. The ancillary block is initialized to the all- |+⟩ state, after
which the STAR scheme is used to implement the RY logical gate.

by applying a 2γ rotation. This compensation procedure again succeeds with probability 1/2, and otherwise requires
a further “fix-up” rotation with twice the angle. From this probabilistic structure, it follows that, on average, we need
to perform the STAR circuit twice to implement a single logical Z-rotation gate.

b. Limitations of STAR for CSS codes with even-weight stabilizer generators

The reason for the S gates in Fig. 15 is that the STAR implements an RY on the ancillary block, while we intend
to realize RZ on the target block. This is in fact a limitation due to the code structure. We begin with the following
fact:

Lemma 6. For a CSS code such that any pure-X logical operator or stabilizer is of even weight and any pure-Z
logical operator or stabilizer is of even weight, any such logical operator is of even weight: a single Z-logical and any
X-logical on the other logical qubits; any such logical operator are of odd weight: a single Y -logical and any X-logical
on the other logical qubits.

Proof. Without loss of generality, consider the operator Z1 ·XL where XL is any product of X operators excluding
X1. Such a logical operator corresponds to physical Pauli operators of the form Z · X . Since X is pure-X and Z
is pure-Z, and they commute (because Z1 and XL commute), their support overlap on an even number locations,
which turns to an even number of physical Y s and a ± sign. Thus, Z1 ·XL is the remaining (even number of) Xs in
X , the remaining (even number of) Zs in Z and an even number of Y s, which sums up to an even weight.

Without loss of generality, consider operator Y 1 ·XL = iXL∪{1}Z1 where, again, XL is any product of X operators

excluding X1. Such a logical operator corresponds to physical Pauli operators of the form iX ·Z. Since X is pure-X, Z
is pure-Z, and they anticommute (because XL∪{1} and Z1 anticommute), their support overlap on an odd number of
locations, which turns to an odd number of physical Y s and an odd number of is. Adding also the i in the expression,
the total sign is a ±. Thus, Y 1 · xL is the remaining (odd number of) Xs in X , the remaining (odd number of) Zs in
Z, and an odd number of Y s, which sums up to an odd weight.

This restricts the accessible rotation bases of the STAR scheme, as we formalize below.

Proposition 12. For a CSS code such that any pure-X logical operator or stabilizer is of even weight and any pure-Z
logical operator or stabilizer is of even weight, the logical action of such a STAR protocol cannot be RZ : 1) prepare
logical all-|+⟩ state, 2) apply general single-qubit physical gates, 3) perform error detection.

Proof. Per Lemma 6, since any physical Pauli operator corresponding to Z1XL with 1 /∈ L, has an even weight,

the coefficient for such a term in
∏

q e
iθσ⃗q·n⃗q is real, which rules out actions like (cosαI + i sinαZ1XL) |+⟩⊗k

=

(cosαI + i sinαZ1) |+⟩⊗k
. Moreover, since any Y 1XL with 1 /∈ L has an odd weight, the coefficient for such a term

is purely imaginary, which rules out actions like (cosαI + sinαY 1XL) |+⟩⊗k
= (cosαI − i sinαZ1) |+⟩⊗k

(because

Y 1XL |+⟩⊗k
= −iZ1 |+⟩⊗k

).
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Appendix F: Binarization and concatenation scheme for CSS phantom codes

Here, we construct a class of k = 2 CSS phantom codes with high distance. The overarching recipe is to take
a qudit CSS code over GF(4) encoding one logical qudit, and encode every GF(4) qudit—implementable using two
qubits via binarization—through the qubit J4, 2, 2K2 code (i.e. a code concatenation procedure).
We refer to this scheme as binarization-and-concatenation (B&C). We show that, if the qudit code is of parameters

Jn, 1, dK4, then the resulting qubit code from this B&C construction has parameters J4n, 2,≥ 2dK2. We give a sufficient
condition that the GF(4) code should satisfy in order for the resulting qubit code to be phantom. We then use a
family of small GF(4) cyclic codes that naturally satisfy this condition to concretely construct a family of phantom
qubit codes; these codes are (Hermitian) self-dual and have extremal distances at small block lengths n.

We begin with an introduction to GF(4) codes and the binarization step in App. F 1, and then explain the motivation
for concatenating with the J4, 2, 2K2 code in App. F 2, thereby deriving the condition on the GF(4) code to guarantee
that the resulting qubit code is phantom. Next, we introduce a family of small GF(4) cyclic codes in App. F 3 and
show that they satisfy this condition. Finally, in App. F 3 b, we explore the logical gates of the resulting qubit codes.

1. GF(4) CSS quantum codes and binarization

Recall that GF(4) ∼= F2[z]/(z
2 + z + 1) ∼= {0, 1, ω, ω2} where ω2 = ω + 1. We establish the following basics:

• The conjugate x of an element x ∈ GF(4) is its square: x = x2.
• The trace of an element x ∈ GF(4) is tr(x) := x+ x2 ∈ {0, 1}. The trace is an F2-linear function, meaning for
a, b ∈ F2, x, y ∈ GF(4), tr(ax+ by) = a tr(x) + b tr(y).

We work with GF(4) CSS quantum codes [2, Ch. 8.3.1], whose X- and Z-type stabilizer groups are themselves
GF(4)-linear classical codes. By GF(4)-linear, we not only require stabilizers to be closed under multiplication, but
also demand that if

⊗n
j=1 Z

γj is a Z-type stabilizer, γj ∈ GF(4), then for any γ0 ∈ GF(4),
⊗n

j=1 Z
γ0γj is also a Z-type

stabilizer; and likewise for X-type stabilizers. That a Z-type stabilizer ⊗n
j=1Z

γj and a X-type stabilizer ⊗n
j=1X

ηj

commute means that
∑n

j=1 γjηj = 0, γj , ηj ∈ GF(4).
A GF(4)-qudit can be implemented using two qubits through binarization [2, Ch. 8.1.2]. This process can be

performed as follows. Taking the self-dual normal basis {ω, ω2}, where tr(ωω) = tr
(
ω2ω2

)
= 1 and tr

(
ω ω2

)
= 0,

we note that any α ∈ GF(4) can be written as α = α1ω + α2ω
2 where α1 = tr(αω), α2 = tr

(
αω2

)
∈ F2. In this way,

expressing α as (α1, α2) therefore provides a bijective map between GF(4) and two F2 spaces. Explicitly:

• Xα (resp. Zα) where α ∈ GF(4) is mapped to Xα1Xα2 (resp. Zα1Zα2).
• An X-type stabilizer ⊗n

j=1X
ηj where ηj ∈ GF(4) is mapped to Xη1,1Xη1,2 · · ·Xηn,1Xηn,2 , by expanding each

ηj = ηj,1ω + ηj,2ω
2, ηj,1, ηj,2 ∈ F2. Likewise for Z-type stabilizers.

Indeed, the commutation relationship of X- and Z-type stabilizers on the GF(4) code translates to the qubit level,

n∑
j=1

γjηj = 0 =⇒
n∑

j=1

[γj,1ηj,1 + γj,2ηj,2] = 0, (F1)

and therefore the resulting code after binarization is a valid CSS qubit code. This result can be seen by expanding the
left-hand side

∑n
j=1(γj,1ω + γj,2ω

2)(ηj,1ω + ηj,2ω
2) = 0, taking the trace on both sides, and invoking the F2-linearity

of the trace.

Examples. We illustrate an example on the following J3, 1, 2K4 code, defined by stabilizer generator matrices

Hx = Hz =
(
1 ω ω2

)
. (F2)

We remind that, since the code is GF(4)-linear, each stabilizer multiplied by ω or ω2 is also a stabilizer. For each
row, we binarize each GF(4) entry as described above. For example,

(
ω ω2 1

)
becomes

(
10 01 11

)
, and

(
ω2 1 ω

)
becomes

(
01 11 10

)
. The resulting qubit code after binarization has parameters J6, 2, 2K2 and are defined by stabilizer

generator matrices

Hbin
x = Hbin

z =

(
10 01 11
01 11 10

)
, (F3)
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where we retained linearly independent rows. Likewise, we can binarize the following J5, 1, 3K4 code,

Hx =

(
1 1 1 1 0
0 1 ω ω2 1

)
, Hz =

(
1 1 1 1 0
0 1 ω2 ω 1

)
. (F4)

to obtain a J10, 2, 3K2 code,

Hbin
x =

10 10 10 10 00
01 01 01 01 00
00 10 01 11 10
00 01 11 10 01

 , Hbin
z =

10 10 10 10 00
01 01 01 01 00
00 10 11 01 10
00 01 10 11 01

 . (F5)

These two examples will be reused throughout the following subsections.

2. Concatenation with the J4, 2, 2K code

The binarized J6, 2, 2K2 and J10, 2, 3K2 codes are not phantom (the phantomness of a given code can be concretely
checked by a SAT formulation, see App. C). To obtain phantom codes, we concatenate the binarized code with
the J4, 2, 2K2 code, by passing every qubit pair encoding one GF(4)-qudit through the J4, 2, 2K2 encoding circuit.

|0⟩
inputs

|+⟩

i.e., J4, 2, 2K2 is used at the inner level to encode the two qubits representing a GF(4)-
qudit at the outer level. The binarization and concatenation taken as a whole per-
form the following mapping from a GF(4)-qudit to four qubits: Xω 7→ XXII and
Zω2 7→ IIZZ; Xω2 7→ XIXI and Zω 7→ IZIZ; and X1 7→ IXXI and Z1 7→ IZZI, be-
cause 1 = ω2+ω. As a standard consequence of code concatenation, the resulting qubit
code also contains sets of weight-four X- and Z-type stabilizer generators arising from
the stabilizers of the J4, 2, 2K2 codeblocks used for each GF(4) qudit.

Proposition 13 (Distance of binarization-and-concatenation codes). A GF(4) CSS quantum code of distance d
produces a CSS qubit code of distance at least 2d after binarization and concatenation with the J4, 2, 2K2 code.

Proof. As seen above, the weight of any single nontrivial Pauli operator on a GF(4)-qudit is doubled to weight-
two on two qubits through the binarization and concatenation procedure. Therefore, if all logical operators on the
GF(4)-qudit code are of weight ≥ d, then all logical operators on the resulting qubit code are of weight ≥ 2d.

The J6, 2, 2K2 and J10, 2, 3K2 codes yield J12, 2, 4K2 and J20, 2, 6K2 codes after concatenation, which are phantom, and
are in fact independently discovered by our SAT-based code discovery effort (see App. D). We delay the rigorous proof
of phantomness for the concatenated codes after introducing the GF(4) quadratic residue code family in App. F 3, in
which the J3, 1, 2K4 and J5, 1, 3K4 serve as the smallest examples.
For now, we give the intuition behind why the binarization-and-concatenation procedure works in creating phantom

codes. A central fact we utilize is that the following two operations on a GF(4)-qudit γ:

1. γ 7→ αγ where α ∈ {1, ω, ω2}, and
2. the Frobenius transform γ 7→ γ2,

together generate the invertible transforms GL(2,F2) on the two qubits implementing γ. On the logical space of the
J4, 2, 2K2 phantom code, GL(2,F2) is the space of CNOT logical circuits and are implementable by physical qubit
permutations. To be explicit, consider the transformation γ 7→ ω2γ as an example. In the self-dual normal basis
{ω, ω2}, this is expanded as γ1ω + γ2ω

2 7→ γ1ω
3 + γ2ω

4 = (γ1 + γ2)ω + γ1ω
2 where γ1, γ2 ∈ F2; therefore binarizing

the GF(4)-qudit into two qubits, the transformation corresponds to (γ1, γ2) 7→ (γ1 + γ2, γ1), which is precisely the
action of a CNOT when the two qubits are encoded in the logical space of the J4, 2, 2K2 code. Likewise, one finds that
γ 7→ ωγ corresponds to (γ1, γ2) 7→ (γ2, γ1 + γ2), and the Frobenius transform γ1ω + γ2ω

2 7→ γ1ω
2 + γ2ω corresponds

to a swap of qubits, (γ1, γ2) 7→ (γ2, γ1).
Let us consider an arbitrary Jn, 1K4 code. In general, we can write the computational-basis logical states of a

k = 1 GF(4) CSS code as |γ⟩L =
∑

sx∈rs(Hx)
|γlx + sx⟩, where γ ∈ GF(4) and lx is the logical X operator of the code

represented as a GF(4) vector. For the resulting qubit code after binarization and concatenation to be phantom, it
must be that |γ⟩L = |γ1ω+γ2ω2⟩L on the qubit code can be transformed into |γ′1ω+γ′2ω2⟩L using qubit permutations,
where (γ1 γ2)T 7→ A(γ′1 γ′2)

T for any invertible A ∈ GL(2,F2). This means that the qubit code can implement a

complete set of individually addressable CNOT gates via qubit permutations.
One sees that any Jn, 1K4 code, after going through the B&C process with J4, 2, 2K, can do the |γ⟩L 7→ |αγ⟩L using

just permutations: map each qudit β to αβ by permuting the J4, 2, 2K code it is encoded in. By GF(4)-linearity, the
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stabilizers are preserved. The logicalX operator γ lx is mapped to αγ lx. Recall that γ 7→ αγ where α ∈ {1, ω, ω2}, and
γ 7→ γ2 (Frobenius transform) together generate the invertible transform GL(2,F2) on the two qubits implementing
γ. Therefore, if we can find a way to implement |γ⟩L → |γ2⟩L using permutation on the B&C code, then the resulting
B&C code is phantom. For this purpose, we give the following sufficient condition on the Jn, 1K4 code.

Proposition 14. Call Hx (resp. Hz) the X (resp. Z) stabilizer of the GF(4)-linear CSS code Jn, 1K4, and lx ∈ Fn
4 an

X logical representative. Denote the coordinate-wise conjugation of the two matrices and vector lx by Hx, Hz and lx.
If there exists a permutation π of the n coordinates such that the stabilizers are preserved, i.e., rs(π(Hx)) = rs(Hx)
and rs(π(Hz)) = rs(Hz), and π(γlx) equals γ

2lx up to X stabilizers, then the resulting B&C code is phantom.

Proof. We first do a coordinate-wise conjugation ci 7→ c2i , i ∈ [n] using permutation on J4, 2, 2K, this operation

transforms Hx to Hx, Hz → Hz and γlx → γlx = γ2lx.
Next, we apply π to each qudit coordinate. On the B&C code, this is effectively permuting the J4, 2, 2K blocks

associated to each qudit coordinate.

3. Small cyclic codes

We now present a concrete family of GF(4)-linear codes that (i) yield good distances and (ii) satisfy the sufficient
condition of Proposition 14, guaranteeing that the corresponding B&C qubit codes are phantom. The two running
examples from App. F 1, namely the J3, 1, 2K4 and J5, 1, 3K4 codes, are the smallest members of this family.
Cyclic codes over GF(4). We briefly recall standard facts about cyclic codes following [33, Ch. 7]. Cyclic codes can

be defined over any finite field F ; in the present context we take F = GF(4). A linear code C ⊆ Fn is cyclic if it is
closed under cyclic shifts: whenever (c0, c1, . . . , cn−1) ∈ C , then (cn−1, c0, . . . , cn−2) ∈ C . Identify (c0, . . . , cn−1) with
the residue class of the polynomial

c(x) = c0 + c1x+ · · ·+ cn−1x
n−1 ∈ F [x]/(xn − 1).

Then C is an ideal in F [x]/(xn− 1), hence C = ⟨g(x)⟩ for a unique monic generator polynomial g(x) dividing xn− 1.
Let h(x) := (xn − 1)/g(x) be the parity-check polynomial. Any c(x) ∈ C can be written as c(x) = f(x)g(x) for

some f(x) ∈ F [x]/(xn − 1), and satisfies h(x)c(x) = 0.
The Euclidean dual C⊥ is also cyclic, with generator polynomial

g⊥(x) = xdeg h(x)h(x−1).

We will also use the conjugate code C , obtained by applying the Frobenius automorphism entrywise:

(c0, . . . , cn−1) ∈ C Z=⇒ (c0, . . . , cn−1) = (c20, . . . , c
2
n−1) ∈ C .

The generator polynomial of a cyclic code of length n over F must be a factor of xn− 1. Since we are interested in
the case F = GF(4), let m be the smallest integer such that n divides 4m − 1. GF(4m) is the splitting field of xn − 1,

i.e., xn − 1 =
∏n−1

i=0 (x− ξi), where ξ ∈ GF(4m) is a primitive nth root of unity,

The cyclotomic coset mod n over GF(4) which contains s is C
(4)
s = {s, 4s, 42s, . . . , 4k(s)−1s}, where k(s) is the least

integer such that 4k(s) ≡ s mod n. Note that m = k(1).
A polynomial f(x) =

∏
i∈K(x − ξi) for K a subset of {0, 1, . . . , n − 1} has coefficients in GF(4) if and only if

k ∈ K =⇒ 4k (mod n) ∈ K. Therefore, for the generator polynomial g(x) =
∏

i∈K(x − ξi) of a cyclic code C to

have coefficients in GF(4), K is a union of cyclotomic cosets. The nth roots of unity {ξi : i ∈ K} are called the zeros
of the code. c(x) belongs to C iff c(ξi) = 0 for all i ∈ K.

Lemma 7. Given a cyclic code C with generator polynomial g(x) =
∏

i∈K(x− ξi),
(a) the zeros of the dual code C⊥ are {ξi : −i /∈ K} = {ξi : i ∈ −({0, 1, . . . , n− 1}\K) mod n};
(b) the zeros of the conjugate code C are {ξ2i : i ∈ K}.

Proof. For (a), the dual code C⊥ is cyclic and has generator polynomial g⊥(x) = xdeg h(x)h(x−1).

To see (b), note that for (c0, c1, . . . , cp−1) ∈ C , one has i ∈ K ⇒ c(ξi) =
∑n−1

j=0 cjξ
ij = 0, then the conjugated

codeword (c20, c
2
1, . . . , c

2
n−1) satisfies

∑n−1
j=0 c

2
jξ

2ij = (
∑n−1

j=0 cjξ
ij)2 = 0 (2 times everything is zero in GF(4)), so ξ2i is

a zero of the conjugated code.
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The classical QR code Qp is the [p, 12 (p + 1)] cyclic code with generator polynomial
∏

i∈R(x − ξi), where p is
an odd prime, and R is the subset of {1, . . . , p − 1} that are quadratic residue modulo p, i.e., can be written as
j2 mod p for some j. Note that we exclude 0 from R. Denote by N the nonresidues modulo p, then R

⊔
N =

{1, . . . , p− 1}. The parity check generator of Qp is (x− 1)
∏

i∈N (x− ξi). Therefore, the generator polynomial of Q⊥
p

is (x− 1)
∏

i∈N (x− ξ−i) =
∏

i∈−N∪{0}(x− ξi).
Next, we use the classical QR codes to construct a GF(4) CSS Jp, 1K4 quantum QR code. We choose theX stabilizers

to be Q⊥
p . We show that, depending on p mod 8, either taking Q⊥

p for the Z stabilizers (self-orthogonal) or taking

the Hermitian conjugate of Q⊥
p (hermitian self-orthogonal) satisfies the CSS constraint. This follows from [34], which

we summarize below.

By the law of quadratic reciprocity:

(
2

p

)
= (−1) p2−1

8 ,

(−1
p

)
= (−1) p−1

2 , which means 2 is a quadratic residue mod

p if p ≡ ±1 mod 8, and −1 is a quadratic residue mod p if p ≡ 1, 5 mod 8. If a and b are both nonresidues mod p,
or a, b are both residues, then ab is a residue. If one of a, b is a residue and the other is a nonresidue, then ab is a
nonresidue.

Proposition 15. It is possible to construct a GF(4) CSS Jp, 1K4 quantum quadratic residue code for a prime number
p that equals 3, 5, 7 modulo 8. Take X stabilizers to be Q⊥

p generated by
∏

i∈−N∪{0}(x− ξi).
(a) For p = 8k + 3, Q⊥

p is self-orthogonal, i.e., Q⊥
p ⊂ (Q⊥

p )
⊥ = Qp, and we can take Z stabilizers to be Q⊥

p as well.

(b) For p = 8k − 1 or p = 8k − 3, Q⊥
p is hermitian self-orthogonal, i.e., Q⊥

p ⊂ Qp, and we can take Z stabilizers to

be Q⊥
p .

We call the constructed quantum code in (a) self-dual and in (b) hermitian self-dual. In both cases, an X-logical
representative can be taken to be

∏
i∈−N (x− ξi).

Proof. To show that one cyclic code is contained in the other, we just need to show that its zero set contains the
other. For primes of the form 8k + 3, we have −1 is a nonresidue and hence −N = R. The zeros of Q⊥

p are ξi where

i ∈ −N ∪ {0}. Recall that the zeros of Qp are ξj where j ∈ R. Since R = −N ⊂ (−N ∪ {0}), we have Q⊥
p ⊂ Qp. An

X-logical representative belongs to Qp\Q⊥
p and one can see

∏
i∈−N (x−ξi) is indeed a valid choice. For p = 8k−1, −1

is a nonresidue but 2 is a residue. For p = 8k− 3, −1 is a residue but 2 is a nonresidue. Therefore, −2N = R in both

cases. Therefore, by Lemma 7(b), the zeros of Q⊥
p are ξi where i ∈ −2N ∪ {0} = R ∪ {0}, while the zeros of Qp are

{ξj | j ∈ R}. An X-logical representative belongs (Q⊥
p )

⊥\Q⊥
p = Qp\Q⊥

p and the zeros of Qp are {ξj | j ∈ −N ∪ {0}},
so
∏

i∈−N (x− ξi) again works.

Note that for p = 8k − 1, we can always find a binary parity check matrix [34, Thm. 38] for Q⊥
p . This is not very

interesting because one has binary QR codes of the same parameter, and we can obtain a phantom code by encoding
each qubit of the J4, 2, 2K code using this binary QR code. In other words, B&C does not give any advantage over the
usual K = 1 concatenation.

For primes of the form 8k + 1, the usual R formed by residues will not work because both −1 and 2 are residues.
However, it is sometimes possible to construct a hermitian self-dual quantum cyclic code of this length. For example,

using the [17, 9, 7]4 in [34, Table VI] with K = C
(4)
1

⋃
C

(4)
3 , one can construct a J17, 1, 7K4 hermitian self-dual quantum

cyclic code, and in general this is possible if C
(4)
s ̸= −2C(4)

s for all 1 ≤ s ≤ p − 1 [34, Cor. 34]. Our observations for
logical gates in the next two subsections also apply to these hermitian self-dual cyclic codes.

The qudit distance of the GF(4) quantum QR codes we used to construct those B&C codes in Table I is lower
bounded by the distance listed in [34, Table VI] minus one. Therefore, by Proposition 13, the qubit distance of the
B&C code is at least twice that of the qudit code. We numerically confirm that these are the actual code distances
as listed in Table I.

a. Proof of phantom property

We are now ready to prove that the B&C codes constructed from the above GF(4) cyclic codes of length p (odd)
are phantom. Recall from Proposition 14 that we only need to show that the logical level Frobenius transform |γ⟩L to
|γ2⟩L can be achieved through permutation only. Here we only show |γ⟩L 7→ |αγ2⟩L for some constant α ∈ {1, ω, ω2}
that depends on the code; this suffices because we can compose it with the |γ⟩L 7→ |α−1γ⟩L transform obtained from
permutations inside each J4, 2, 2K codeblock.
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At the qudit level, we first do a coordinate-wise conjugation cj 7→ c2j , then we permute the coordinates as j 7→ 2j
mod p. At the qubit level of the B&C code, the first operation can be realized through permutations inside each
J4, 2, 2K code, and the second can be achieved by permuting across the J4, 2, 2K codeblocks.
Going back to the qudit picture, let us first show that the X and Z stabilizers are preserved, again we just need

to verify the zeros. Take an arbitrary stabilizer (c0, c1, . . . , cp−1) and let ξi be a zero of it, i.e.,
∑p−1

j=0 cjξ
ij = 0,

then the two steps maps cj 7→ c2j 7→ c2j/2, where j/2 = p+1
2 j mod p. The polynomial of the transformed codeword

becomes c′(x) =
∑p−1

j=0 c
2
j/2x

j . One can see that ξi is still a zero of this codeword, because c′(ξi) =
∑p−1

j=0 c
2
j/2ξ

ij =∑p−1
j=0 c

2
jξ

2ij = (
∑p−1

j=0 cjξ
ij)2 = 0. Since (

∑p−1
j=0 cjξ

ij)2 = 0 implies
∑p−1

j=0 cjξ
ij = 0, one can similarly show that if ξi

is a zero of c′(x), then it is also a zero of c(x). Consequently, the zeros of the common divisor, i.e., the generator
polynomial, of the stabilizer codewords, are preserved under this mapping. Therefore, the stabilizers are preserved.

Next, we show that the X-logical γlx is mapped to αγ2lx up to stabilizers, for a constant α ∈ {1, ω, ω2}. Recall
from Proposition 15 that the X-stabilizers are generated by

∏
i∈−N∪{0}(x− ξi) and we can choose l(x) =

∏
i∈−N (x−

ξi) :=
∑p−1

i=0 lix
i to represent the X logical lx. By the codeword to polynomial correspondence, we can write lx =

(l0, · · · , lp−1), and l0, · · · , lp−1 ∈ GF(4). Moreover, l(ξi) =
∑p−1

j=0 ljξ
ij = 0 for i ∈ −N . Next, we show that the

constant α is l(1) =
∑p−1

i=0 li. Note that l(1) ∈ GF(4) because l0, · · · , lp−1 ∈ GF(4); l(1) is not zero because ξ0 = 1 is
not a root of l(x).
Under the two-step transform above, γlx transforms as (γl0, . . . , γlp−1) 7→ (γ2l20, . . . , γ

2l2p−1) 7→
(γ2l20/2, . . . , γ

2l2(p−1)/2). Again, the new generating polynomial l′(x) =
∑p−1

j=0 γ
2l2j/2x

j has the zeros exactly at the

same places as l(x). Moreover, γlx is mapped to l(1)γ2lx, i.e., α = l(1) =
∑p−1

j=0 lj ∈ {1, ω, ω2}. This is because l′(x)

and l(1)γ2lx differs by an X-stabilizer: ∆l(x) := l′(x)− l(1)γ2l(x) = γ2(
∑p−1

j=0 l
2
j/2x

j − l(1)∑p−1
j=0 ljx

j) can be divided

by
∏

i∈−N∪{0}(x − ξi). For i ∈ −N , one has ∆l(ξi) = γ2(0 − 0) = 0 and ∆l(ξ0) = γ2(
∑p−1

j=0 l
2
j/2 − l(1)

∑p−1
j=0 lj) =

γ2(l(1)2 − l(1)2) = 0.

b. Logical gates

Next, we establish other Clifford logical gates that the B&C codes admit besides CNOT; they are by no means
exhaustive. Denote by Hx (resp. Hz) and lx (resp. lz) the X (resp. Z) type PCMs and logical of the Jp, 1K4 GF(4)
codes; entries are in GF(4). For the code obtained after B&C, denote by H ′

x and H ′
z its binary PCMs.

The per qudit J4, 2, 2K encoding gives extra stabilizers XXXX and ZZZZ, and it maps the X and Z operators
on each qudit to a Pauli string on four qubits as follows (up to these extra stabilizers). Xω 7→ XXII ≡ IIXX and

Zω2 7→ IIZZ; Xω2 7→ XIXI ≡ IXIX and Zω 7→ IZIZ; X1 7→ IXXI and Z1 7→ IZZI.
For simplicity, denote the per qudit J4, 2, 2K encoding as enc(·) and rewrite the above as, e.g., enc(Xω) = 1100 ≡

0011 = enc(Zω2

). One can see that in the binary PCM, Xγ is mapped to the equivalent thing as Zγ2

, i.e., enc(Xγ) =

enc(Zγ2

), ∀γ ∈ GF(4).
The two logical pairs of the B&C code can be written as (encx(ωlx), encz(ω

2lx)) and (encx(ωlz), encz(ω
2lz)). Here,

encx/z(l) for l = (l0, . . . , lp−1) ∈ Fp
4 means encx(l) := (enc(X l0), . . . , enc(X lp−1)) ∈ F4p

2 for X-type and encz(l) :=

(enc(Zl0), . . . , enc(Zlp−1)) ∈ F4p
2 for Z-type. We can shorthand the relation enc(Xγ) = enc(Zγ2

) as encx(γ) =
encz(γ

2).

Proposition 16. For the phantom B&C codes constructed from the hermitian self-dual GF(4) codes (not necessarily
cyclic), transversal Hadamard implements logical HH up to SWAP12, and transversal S implements logical CZ up to
Pauli corrections.

Proof. By definition, Hz = Hx, and by encx(γ) = encz(γ
2), we have rs(H ′

x) = rs(H ′
z). Therefore, stabilizers are

preserved under transversal Hadamard. For the logical action, first notice that we can take lz = lx because lz ∈
H⊥

x \Hz = H⊥
x \Hx and lx ∈ H⊥

z \Hx = Hx
⊥\Hx. Then one can see that the X-type logical encx(ωlx) is mapped

to Z-type logical encx(ωlx) = encz(ω
2lx) = encz(ω

2lz) under transversal Hadamard. Similarly, the X-type logical
encx(ω

2lx) is mapped to the Z-type logical encz(ωlz). Therefore, the logical action of transversal Hadamard is HH
and SWAP12.

Since rs(H ′
x) = rs(H ′

z), one can also see that stabilizers are preserved under transversal S but possibly up to a
phase. We show that the phase is +1 and so the codespace is preserved as follows. An X stabilizer sx of the GF(4)
code is mapped to itself times a Z stabilizer sx (on the qudit level) with a phase i2wtω(sx)+2wtω2 (sx)+2wt1(sx) (on the
qubit level), where wtω(sx),wtω2(sx),wt1(sx) count the number of ω, ω2, 1 appearing in sx. Since sx · sx = 0, we have



54

wtω(sx)+wtω2(sx)+wt1(sx) even. The logical CZ action resulting from transversal S can be verified similarly to the
proof above for the transversal Hadamard.

This proposition is relevant for p = 8k+5 and p = 8k+1 if a hermitian self-dual quantum code can be constructed.
Since CZ, HH and phantom CNOTs do not generate the full Clifford group, we want to find a way to do logical SS
via fold diagonal gates. However, although the solver in [41] says logical SS from fold is indeed possible for J20, 2, 6K
constructed from J5, 1, 3K4, we do not know how to generalize these findings to larger codes in this family. It is known
that the automorphism group of the classical extended QR codes contains a subgroup isomorphic to PSL(2,Fp), and
the base code10 [6, 3, 4]4 of J20, 2, 6K is the only known case over GF(4) in which the group is bigger than this [33,
Ch. 16]. Therefore, it is also possible that J20, 2, 6K is the only one in the family that allows fold diagonal gates.

Proposition 17. For the phantom B&C codes constructed from the self-dual GF(4) QR codes of length p = 8k + 3,
transversal Hadamard together with the qudit coordinate permutation i 7→ 2i mod p implements logical HH up to
SWAP12. Logical SS can be achieved up to Pauli corrections through folding each J4, 2, 2K codeblock using the involution
τSS: CZ between qubits 2 and 3 and S on qubits 1 and 4. Logical CZ can also be achieved up to Pauli corrections
through folding; τCZ is the involution on the qudit coordinate i 7→ −i mod p.

Proof. Since encx(γ) = encz(γ
2), the qubit-level transversal Hadamard transforms the qudit PCMHx into its conjugate

on the qudit level. Since Hz = Hx, we need to counteract this conjugation through coordinate permutation. As we
have seen before, i 7→ 2i mod p effectively doubles the exponents of the zeros of a cyclic code and transforms the
code into its conjugate. Therefore, the codespace is preserved under this SWAP-transversal Hadamard. For the
logical action, note that we can take lz = lx for the self-dual codes. The X-logical encx(ωlx) is mapped to the Z-type
encx(ωlx) = encz(ω

2lx) = encz(ω
2lz) under transversal Hadamard, and the coordinate permutation further maps ω2lz

to l(1)ω2lz = ω2lz (up to some Z stabilizers). The constant l(1) =
∑p−1

i=0 li, where l(x) =
∑

i∈−N (x− ξi) =∑p−1
i=0 lix

i,
appearing in App. F 3 a for this coordinate permutation turns out to be 1 for self-dual codes constructed from p = 8k+3
QR codes.

One can verify l(1) = ω + ω2 + 0 = 1 for p = 3 directly. For p > 3, l(1) =
∏

i∈−N (1 − ξi) = ∏i∈−N ξi(ξ−i − 1) =

ξ−
∑

i∈N i
∏

i∈N (1 − ξi) = ∏
i∈N (1 − ξi), where in the second equality we use 1 = −1 in GF(4) and in the last step∑

i∈N i ≡ ∑i∈R i =
∑(p−1)/2

j=1 j2 = p(p2 − 1)/24 ≡ 0 mod p. Since −1 is a nonresidue for p ≡ 3 mod 4, one has

−N = R, and l(1)2 =
∏p−1

i=1 (1− ξi) = ξp−1
ξ−1 = 1⇒ l(1) = 1.

To summarize the logical action of transversal H together with the coordinate permutation i 7→ 2i mod p, the X-
logical encx(ωlx) transforms to Z-logical encz(ω

2lz). One can similarly show that the X-logical encx(ω
2lx) transforms

to Z-logical encz(ωlz).
Under the fold gate following involution τSS , each X-type qudit γ is mapped toτ(encx(γ)) = encx(γ

2) = encz(γ).
Therefore, the per-coordinate folding maps an X stabilizer encx(sx) to itself and the Z-type encz(sx) and a
phase iwtω(sx)+wtω2 (sx)+2wt1(sx) = ±1 because sx · sx = 0; one can fixes the −1 phase by applying destabiliz-
ers [22]. The X-logical encx(ωlx) is mapped to itself times its pairing Z-logical encz(ωlx) = encz(ωlz) with a phase
iwtω(ωlx)+wtω2 (ωlx)+2wt1(ωlx) = iwt1(lx)+wtw(lx)+2wtω2 (lx) = ±i. The last step follows because l(1) = 1 ⇒ wtω(lx) ≡
wtω2(lx) ̸≡ wt1(lx) mod 2. We can apply a Z-logical operator to fix the phase if it is −i. One can similarly show
that the other X-logical is mapped to itself times its pairing Z-logical with a ±i phase. The logical effect of this fold
gate is thus SS up to Pauli corrections.

Lastly, we show that the fold gate following the involution τCZ implements logical CZ. Note that under i 7→ −i
mod p, a zero of a polynomial is mapped to its inverse. Therefore, the generator polynomial for X/Z stabilizers∏

i∈−N∪{0}(x − ξi) is mapped to
∏

i∈N∪{0}(x − ξi) =
∏

i∈−2N∪{0}(x − ξi), the last step N = −2N is because both

−1 and 2 are nonresidues modulo p = 8k + 3. Also, recall that coordinate-wise conjugation doubles the exponent
of zeros. Therefore, by encx(γ) = encz(γ

2), each X stabilizer is mapped to itself times a Z stabilizer. Since the
only fixed point is the qudit at coordinate 0, the phase accumulated is either 1 or −1, and the latter case can be
fixed by applying a destabilizer. The X-logical encx(ωlx) = (encx(ωl0), . . . , encx(ωlp−1)) is mapped to itself times
Z type (encx(ωl−0), . . . , encx(ωl−(p−1))) = (encz(ω

2l2−0), . . . , encz(ω
2l2−(p−1))). The polynomial of this new codeword

ω2
∑2

i=0 l
2
−ix

i has the same zero as ω2lx = ω2lz = ω2
∏

i∈−N (x−ξi) (again because of both −1 and 2 are nonresidues).

Moreover, their difference is a Z-stabilizer, i.e., (x − ξ0) divides the difference, because l(1) = 1. Therefore, the X-
logical encx(ωlx) is mapped to itself and the Z-logical encz(ω

2lz). Similar arguments hold for the other X-logical
encx(ω

2lx). The logical effect of the fold gate is thus CZ.

10 When puncturing the extended QR codes at ∞ to construct a
K = 1 quantum code, one of the generator y 7→ − 1

y
of PSL(2,Fp)

becomes unavailable. The only possible qudit coordinate involu-
tion is y 7→ −y if −1 is a residue.



55

Appendix G: Other code constructions

Here we discuss additional avenues for code construction. First, in App. G 1, we describe the construction of CSS
phantom codes from suitable pairs of classical linear codes via the hypergraph product. In App. G 2, we examine
a family of d = 2 phantom codes built by gluing J4, 2, 2K codes. Lastly, in App. G 3, we examine codes built from
phantom codes. These codes are not phantom as they support products rather than individually addressable CNOT
gates implemented by qubit permutations, but are related to prior literature.

1. Hypergraph product phantom codes

To start, we first review the notion of automorphisms on classical linear codes.

Definition 9 (Code automorphism of a classical linear code). For an [n, k] linear code over F2 with generator matrix

G ∈ Fk×n
2 , a code automorphism is a coordinate permutation σ ∈ Sn such that Gσ = V G for some invertible matrix

V ∈ GL(k,F2).

In other words, permuting the coordinates of bits by σ maps a codeword basis to another codeword basis, and the
codespace spanned by these bases is preserved.

Definition 10 (Tanner graph automorphism of a classical linear code [35]). For an [n, k] linear code over F2 with
parity-check matrix H ∈ Fm×n

2 , a Tanner graph automorphism is a code automorphism such that (additionally)
Hσ = πH where π ∈ Sm.

To illustrate the difference, consider the [3, 1] repetition code with generator and parity-check matrices

G =
[
1 1 1

]
, H =

[
1 1 0
0 1 1

]
. (G1)

Any cyclic permutation of the three coordinates leaves G unchanged and so is a code automorphism. However, a
rightward cyclic shift of the coordinates maps H to

H ′ =

[
0 1 1
1 0 1

]
, (G2)

which is not the same as H up to row permutations, and therefore this permutation is not a Tanner graph automor-
phism of the code. In contrast, swapping the first and the last coordinates preserves H up to swapping the two rows,
and is a Tanner graph automorphism. This highlights the distinction: Tanner graph automorphisms are a subset of
code automorphisms.

We construct CSS phantom codes using the hypergraph product of classical linear codes with Tanner graph auto-
morphisms, as a corollary to Ref. [35, Thm. 4.2].

Theorem 7 (Phantom hypergraph product codes). Let H1 be an m1×n1 parity-check matrix of an [n1, k, d1] classical
linear code whose Tanner graph automorphism group is GL(k,F2). Let H2 be an m2 × n2 parity-check matrix of an
[n2, 1, d2] classical linear code. Then, the hypergraph product of H1 and H2 yields a CSS phantom code with parameters

Jn1n2 +m1m2, k, min(d1, d2)K. (G3)

Proof. In the hypergraph product construction, the X- and Z-type stabilizer generator matrices take the forms

Hx = (H1 ⊗ In2
| Im1

⊗H⊤
2 ), Hz = (In1

⊗H2 | H⊤
1 ⊗ Im2

), (G4)

where the vertical bar separates the “left” data sector with n1n2 qubits from the “right” data sector with m1m2

qubits. We adopt the canonical logical basis

Lx = ({ej} ⊗ g2 | 0), Lz = (G1 ⊗ ϵ | 0), (G5)

where G1 is a k × n1 generator matrix for the [n1, k, d1] code, ϵ is a length-n2 row vector outside the row span of
H2, {ej} denotes a k × n1 matrix of linearly independent unit vectors outside the row span of H1, and g2 is the only
codeword of the [n2, 1, d2] code.
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Because the commutation relations of logical Pauli operators are preserved under physical qubit permutations, it
suffices to track the action on Lz to verify that a permutation implements a desired logical Clifford. In particular, for
a CNOT from logical qubit a to b, take

V = Ik + eba, (G6)

where eba is the matrix with a 1 in the (b, a) position and zeros elsewhere. Note that V ∈ GLk(F2). Since the [n1, k, d1]
code admits the full GL(k,F2) Tanner graph automorphism group, for such a V there exist permutations σV ∈ Sn1

and πV ∈ Sm1 such that

G1σV = V G1, H1σV = πVH1. (G7)

By Ref. [35, Thm. 4.2], the qubit permutation

ρV = (σV ⊗ In2
)⊕ (πV ⊗ Im2

) (G8)

preserves the stabilizer group and acts on the logical operators as

LzρV = (G1σV ⊗ ϵ In2
| 0) = (V G1 ⊗ ϵ | 0) = V Lz, (G9)

noting that ϵ is a single row. Thus, ρV implements a CNOT from qubit a to b.

As a result of Theorem 7, we can construct CSS phantom codes from the hypergraph product of a classical simplex
code with a repetition code. Let H1 be the parity-check matrix of the [n1 = 2k − 1, k, 2k−1] simplex code, where the
m1 = n1(n1 − 1)/6 rows correspond to all weight-3 checks (i.e. all weight-3 codewords of the dual of simplex code,
the Hamming code). Let H2 be the parity-check matrix of the [n2 = 2k−1, 1, 2k−1] repetition code, with m2 = n2 − 1
rows. Then the hypergraph product of H1 and H2 yields a CSS phantom code with parameters

Jn1n2 +m1m2 = O(23k), k, 2k−1K. (G10)

The smallest members of this family are the J7, 2, 2K and J49, 3, 4K codes.

2. Glued J4, 2, 2K codes as a family of d = 2 phantom codes

Detailed examination of our exhaustive code enumeration (see App. C) results revealed that a class of n-optimal
CSS phantom codes for a given dz, when k = 2 and dx = 2, possess a common underlying structure and can be
understood as gluings of the the J4, 2, 2K code. The Hadamard-dual of these codes exchange dx, dz distances (thereby
fixing dz = 2 instead). We describe this construction below.

Theorem 8 (Glued J4,2,2K phantom codes). There exist CSS phantom codes with parameters Jn = 4m, k = 2, dx =
2, dz = 2mK and Jn = 4m− 1, k = 2, dx = 2, dz = 2m− 1K for any integer m ≥ 1.

Proof. We illustrate the constructions in Fig. 16. First we describe the n = 4m construction. We use m copies of
the J4, 2, 2K code and glue them together with X-type stabilizers to form a “tube”. Labelling the physical qubits
as shown in Fig. 16a, a basis for the logical operators of the glued code is X1 = X0X1 ≡ · · · ≡ X4iX4i+1, X2 =
X1X2 ≡ · · · ≡ X4i+1X4i+2 for all integer 0 ≤ i < m, where ≡ denotes equivalence up to stabilizers, and Z1 =
Z1Z2Z5Z6 · · ·Z4m−3Z4m−2, Z2 = Z0Z1Z4Z5 · · ·Z4m−4Z4m−3. The CNOT12 gate can be implemented by swapping
the qubits (1, 2), (5, 6), . . . , (4m−3, 4m−2), and CNOT21 by (0, 1), (4, 5), . . . , (4m−4, 4m−3). From this construction,
we can further remove a physical qubit, as shown in Fig. 16b. Consequently, an X-type stabilizer is removed and a
Z-type stabilizer is reshaped to a triangle. This accounts for the n = 4m− 1 family of codes.

3. Codes built from phantom codes

As discussed in the main text, the J22r,
(
2r
r

)
, 2rK quantum Reed–Muller codes [6, 19] implement products of CNOT

gates across logical qubits via qubit permutations. However, they do not support individually addressable CNOT
gates, except in the special case of r = 1, which reduces to the hypercube codes. These codes (for r > 1) therefore lie
outside our definition of phantom codes. Here we comment on constructions for such kinds of “phantom-like” codes
to connect with existing literature, starting from genuine phantom codes.
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Figure 16. Glued J4, 2, 2K phantom codes. Red and blue polygons denote X- and Z-type stabilizers, respectively.

a. Connecting a CSS code and its Hadamard-dual

We describe a construction that generates code families from phantom codes, though the resulting codes are not
phantom. This scheme generalizes the well-known procedure that produces the J16, 6, 4K tesseract code from the
J8, 3, 2K code and its dual.

Proposition 18 (Connecting a CSS code and its Hadamard-dual). Consider connecting an Jn, k, (dx, dz)K CSS code
(the primal code) and its Hadamard-dual, by performing transversal CNOT gates controlled on the primal and targeting
the dual codeblock. The resulting code has distance d′ = d′x = d′z given by

d′ = min

dz, min
lx∈Lx

gz∈rs(Hx)
⊥

(2|lx|+ |gz| − 2|lx ∩ gz|)

 , (G11)

where the stabilizer generators of the primal code are denoted Hx, Hz in symplectic representation, Lx =
rs(Hz)

⊥\ rs(Hx) is accordingly the vector space of X-type logical operators of the primal code, and rs(Hx)
⊥ is the

vector space of Z-type stabilizers and logical operators of the primal code.

Proof. The stabilizer generator matrix of the primal code in the symplectic representation (see App. A 1) has the
structure diag(Hx |Hz), where the Hx and Hz blocks describe the X- and Z-type stabilizer generators respectively.
The stabilizer generator matrix of the dual code is accordingly diag(Hz |Hx). Taking the tensor product of these
codes (i.e. placing them side-by-side) gives an J2n, 2kK code with the stabilizer generator matrix diag(Hx, Hz |Hz, Hx).
Applying transversal CNOT gates between these two codes, where the CNOT gates are controlled by qubits in the
primal code and target corresponding qubits in dual code, yields an J2n, 2kK code with the stabilizer generator matrix

H =

 Hx Hx

Hz

Hz

Hx Hx

 . (G12)

To observe that Eq. (G11) describes the distance of the resulting code H, we write out explicitly the set of logical
operators on the code. By definition, the Z-type logical operators for the code must commute with all X-type
stabilizers but are not Z-type stabilizers themselves. Denoting the bitstring representing a Z-type logical operator
as (u, v), where both u and v are of length n, the former condition means Hxv

T = 0 and Hx(u
T + vT) = 0—i.e.,

v ∈ rs(Hz)
⊥ and u+ v ∈ rs(Hx)

⊥. For simplicity, denote v as gx and u+ v as gz. Analogous conditions apply for the
X-type logical operators of the code. The vector space of logical operators of the code H can thereby be written:

L′
x =

{
(gx, gx + gz)

∣∣ gx ∈ rs(Hz)
⊥, gz ∈ rs(Hx)

⊥} \{(sx, sx + sz)
∣∣ sx ∈ rs(Hx), sz ∈ rs(Hz)

}
,

L′
z =

{
(gx + gz, gx)

∣∣ gx ∈ rs(Hz)
⊥, gz ∈ rs(Hx)

⊥} \{(sz + sx, sx)
∣∣ sx ∈ rs(Hx), sz ∈ rs(Hz)

}
.

(G13)

The weight of a logical operator is w = |gz|+2|gx| − 2|gx ∩ gz| for both X- and Z-types. We consider the minimum
weight by cases:

• In the case that gx := lx ∈ rs(Hz)
⊥\ rs(Hx) = Lx, that is, gx is a nontrivial logical operator of the primal code,

the weight w reduces to the (2|lx|+ |gz| − 2|lx ∩ gz) term in Eq. (G11).

• Otherwise gx := sx ∈ rs(Hx). Then w = |gz| + 2(|sx| − |sx ∩ gz|) ≥ |gz| where equality holds when sx = 0, and
moreover gz /∈ rs(Hz) in order for (gx, gx + gz) or (gx + gz, gx) to be a logical operator (otherwise the operator
is simply a stabilizer). That is, gz is a Z-type logical operator of the primal code, and therefore |gz| ≥ dz. This
accounts for the dz term in Eq. (G11).
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In fact, given a set of logical Pauli operators for the primal code, {lx,i}ki=1 and {lz,i}ki=1, a logical basis for the
resulting code can be explicitly written as:

l′x,i =

{
(lx,i, lx,i), i = 1, . . . , k,

(0, lz,i−k), i = k + 1, . . . , 2k,
l′z,i =

{
(lz,i, 0), i = 1, . . . , k,

(lx,i−k, lx,i−k), i = k + 1, . . . , 2k.
(G14)

As expressed in Eq. (G11), the distance d′ of the resulting code depends on the stabilizer structure of the primal
code—specifically, on the overlaps between logical operators of one Pauli type and stabilizers and logical operators
of the opposite type. Consequently, it is not possible to make (meaningful) guarantees on d′ knowing only the
Jn, k, (dx, dz)K parameters of the primal code in general. We make further comments on particular cases below:

• That dz appears as a term in Eq. (G11) implies that one must pick a primal code with dx < dz for the construction
to be possibly productive in distance. In the opposite case, where dx ≥ dz, we have d′ ≤ dz = d and the resulting
code has distance at most that of the primal.

• As a concrete example, consider the J8, 3, (dx = 2, dz = 4)K hypercube code as the primal. Its X-type stabilizers
are supported on the faces of a cube, while the single Z-type stabilizer acts on all qubits. One finds from the
geometrical structure that |Lx ∩ gz| ≤ 2, and the resulting distance is thereby d′ = min(dz, 2dx) = 4. The
resulting code is the J16, 6, 4K tesseract code.

• A second illustrative example arises from the J7, 3, (dx = 2, dz = 3)K punctured hypercube code as the primal.
Here, every gz has weight at least three, and the stabilizer group contains only weight-four nontrivial operators.
Consequently,

2|lx|+ |gz| − 2|lx ∩ gz| ≥ |gz|+ 2(|lx| − |lx ∩ gz|) ≥ |gz| ≥ 3, (G15)

with equality achieved when lx lies entirely within gz and gz is a weight-three logical Z operator. As dz = 3, the
construction produces a J14, 6, (dx = 3, dz = 3)K code.

Individually addressable permutation CNOT gates on the primal code implies pairwise products of CNOT gates
implemented by qubit permutations on the resulting code. Specifically, let π denote a qubit permutation implementing
CNOTij on the primal code. Then the qubit permutation π⊕π—where the same permutation π acts on the two sets
of n qubits arising from the primal and dual codes—implements CNOTijCNOT(j+k)(i+k) on the resulting code.

b. Two-sub-lattice CSS codes by doubling a non-CSS code

A non-CSS phantom code can give rise to a CSS code by doubling the number of qubits, though the CSS code will
not be phantom. This follows from the well-known doubling procedure:

Theorem 9 (Non-CSS to CSS code doubling; Thm. 1 in Ref. [69]). Suppose an Jn, k, dK stabilizer code has parity
check matrix (A|B), then the CSS code with parity matrix(

A B
B A

)
(G16)

has parameter J2n, 2k, d′K where d ≤ d′ ≤ 2d.

Given a logical basis of the original non-CSS code {lx,i = (ui|vi)}ki=1 and {lz,i = (si|ti)}ki=1, a logical basis for the
resulting CSS code can be written as

l′x,i = (ui, vi|0, 0), l′x,i+k = (si, ti|0, 0), l′z,i = (0, 0|ti, si), l′z,i+k = (0, 0|vi, ui), (G17)

for all 1 ≤ i ≤ k.
Likewise, individually addressable permutation CNOT gates on the original non-CSS code implies pairwise products

of CNOT gates implemented by qubit permutations on the resulting CSS code. Specifically, let π denote a qubit
permutation implementing CNOTij on the original code. Then the qubit permutation π ⊕ π—where the same
permutation π acts on first n and last n qubits—implements CNOTijCNOT(j+k)(i+k) on the resulting code.
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Appendix H: Gate search beyond phantom

1. Automorphism logical Clifford gates

Here we detail our procedure to exhaustively identify all automorphism logical Clifford gates on the phantom codes
generated—i.e. logical gates implemented by qubit permutations and local (single-qubit) physical Clifford gates.
Consider a stabilizer code on n physical qubits defined by the stabilizer generator matrix H := [H(x) | H(z)] in
symplectic form (see App. A 1), where each row encodes a stabilizer generator. We extend this stabilizer generator
matrix to a three-block representation [22] by appending the entry-wise (modulo-two) sum H(x) ⊕H(z), giving

HE :=
[
H(x) | H(z) | H(x) ⊕H(z)

]
. (H1)

This form is convenient as both H and S physical gates act as coordinate permutations. The H gate maps X ↔ Z
under conjugation and thus exchanges a column between H(x) and H(z), while the S gate maps X 7→ Y and Z 7→ Z,
and therefore exchanges a column between H(x) and H(x) ⊕H(z).

The row span ⟨HE⟩ defines a binary linear code. Its automorphism group Aut(⟨HE⟩) consists of all column permu-
tations that preserve this span. To ensure that these automorphisms correspond to valid physical Clifford circuits,
we restrict attention to those that also lie in the automorphism group of

B := [I | I | I], (H2)

which guarantees that each automorphism corresponds to a circuit composed only of H, S, and SWAP gates [22,
Theorem 6]. The correspondence between column permutations and physical Clifford gates is straightforward:

• (i, n+ i), which affects qubit i in blocks H(x) and H(z), implements Hi.
• (n+ i, 2n+ i), which affects qubit i in blocks H(z) and H(x) ⊕H(z), implements Si up to a Pauli correction.
• (i, j)(n+ i, n+ j)(2n+ i, 2n+ j), which affects qubits i and j in all three blocks, implements SWAPij .

Thus, by computing

Aut(⟨HE⟩) ∩Aut(⟨B⟩), (H3)

we obtain the set of logical Clifford operators realizable as circuits built from {H,S, SWAP} that preserve the
codespace. These circuits are precisely those generated by qubit permutations and local physical Clifford gates.
We find these automorphism groups using the computational algebra system MAGMA [70].
A subtlety is that the logical gates found from Aut(⟨HE⟩)∩Aut(⟨B⟩) are exact only up to physical Pauli factors and

global phase. Indeed, let U denote the Clifford unitary induced by a selected permutation in Aut(⟨HE⟩) ∩Aut(⟨B⟩).
Because binary symplectic data fixes a Clifford only up to Paulis and phases [71], U can send a stabilizer to a signed
product of stabilizers, not necessarily positive. While stabilizer sign changes can in principle be frame-tracked in
software, at least up till non-Clifford logical gates in the circuit that are sensitive to stabilizer signs, here we ensure
an exact logical gate by tacking physical Pauli corrections that restores all stabilizers to be positive onto the gate
implementation. These Pauli corrections are found through standard Clifford-tableau computation.

In general, the logical action associated with a physical circuit found in this procedure is dependent on the logical
basis chosen on the code. On general stabilizer codes, this means that to answer the question of whether a desired
logical gate U is available via qubit permutations and physical local Cliffords, one must enumerate over all possible
logical bases of the code and list the automorphism gates in each—an expensive task. In the case of CSS logical bases,
however, this issue does not arise as there is a notion of logical basis independence:

Proposition 19 (CSS logical basis independence of automorphism logical gates). If a CSS phantom code admits any
automorphism logical gate O in some CSS logical basis, then it admits that gate in every CSS logical basis.

Proof. Changes between any pair of CSS logical bases on a code correspond to (i.e. can be effected by) a logical CNOT
circuit. Suppose the code admits the automorphism logical gate O in a CSS logical basis Lx, Lz. Now consider an
arbitrary CSS logical basis L′

x, L
′
z, which is related to the first by a CNOT circuit C such that L′

x = Fxx(C)Lx and
L′
z = Fzz(C)Lz = Fxx(C)

−TLz (see App. A 1 for notation conventions). Then O can be performed in the L′
x, L

′
z logical

basis as follows: (1) transform the logical basis to Lx, Lz by performing C†, (2) perform O as known, and (3) transform
the logical basis back by performing C. Because the code is phantom, the entire circuit C can be implemented via qubit
permutations. Therefore, overall, O is performed using only qubit permutations and single-qubit physical Clifford
gates—an automorphism logical gate.
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Therefore, on the CSS phantom codes that we investigate, choosing an arbitrary CSS logical basis for analysis of their
automorphism logical gate sets suffices. We use the standard form logical basis (see App. D 1) in our implementation.
We also note that, on a phantom code, the existence of an automorphism gate Oij···k on some set of distinct logical

qubits {i, j, . . . , k} immediately implies the existence of automorphism Oi′j′···k′ on all distinct {i′, j′, . . . , k′}, as logical
swaps between logical qubits can be implemented by qubit permutations. For example, automorphism gates Hi, Si,
HiSiHi when present are always supported on all logical qubits i, and CZij , CXXij = HiHjCZijHiHj when present
are always supported on all ordered pairs of distinct logical qubits (i, j).

2. Logical Clifford and magic diagonal gates

a. Review of phase polynomials

We first give a short review of the formalism of phase polynomials [72, 73], which is convenient for treating diagonal
unitary gates and will be used repeatedly in the following subsections. To begin, we consider single-qubit gates. The
following association between phase monomials in the formal binary variable x ∈ {0, 1} and single-qubit diagonal
gates in the Clifford hierarchy holds:

x mod 2→ Z,

x mod 4→ S,

x mod 8→ T.

(H4)

A gate on the lth level of the Clifford hierarchy is associated with a phase monomial taken modulo N = 2l.
Controlled gates acting on multiple qubits can be expressed as follows:

2x1x2 mod 4→ CS12,

2x1x2 mod 8→ CS12,

4x1x2x3 mod 8→ CCZ123,

8x1x2x3x4 mod 8→ CCCZ1234,

(H5)

where the subscripts on the formal binary variables x1, x2, . . . denote the qubits on which the gates act. Assembling
phase monomials into polynomials corresponds to taking products of the diagonal gates, taken modulo N = 2l where
l is the highest level of the Clifford hierarchy the gates in the circuit belong to:

x1 + x2 + 2x3 mod 4→ S1S2Z3,

x1 + 3x2 + 4x4 mod 8→ T1T
3
2Z4.

(H6)

Diagonal gates commute with each other. To describe diagonal circuits at the third level of the Clifford hierarchy
(e.g. T , CS, CCZ), taking modulus N = 8 is sufficient; for the fourth level (e.g. T 1/2, CCCZ), taking modulus N = 16
is sufficient. Lastly, we remark that the binary addition (i.e. XOR) of formal variables can be turned into products
and vice versa, a common transformation used when manipulating phase polynomials:

2xy mod 8 = x+ y + 7(x⊕ y) mod 8,

4x1x2x3 mod 8 = x1 + x2 + 7(x1 ⊕ x2) + x3 + 7(x1 ⊕ x3) + 7(x2 ⊕ x3) + (x1 ⊕ x2 ⊕ x3) mod 8.
(H7)

b. Logical diagonal gates via products of single-qubit Z-basis rotations

A computational- (Z-) basis logical state of an Jn, k, dK CSS code can be written as

|x⟩ =
∑

y∈Frx
2

|xLx ⊕ yHx⟩ , (H8)

where x is the length-k binary row vector labelling the state and Hx ∈ Frx×n
2 and Lx ∈ Fk×n

2 are the X-type stabilizer
generator matrix and logical matrix of the code respectively (see App. A 3 for introduction to this convention). We
assume without loss of generality that Hx has full row rank. Then, acting on the state with a physical operator

Γ =

n∑
i=1

Γixi mod N, (H9)
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which is a product of single-qubit Z-basis rotations, yields the state

Γ |x⟩ =
∑

y∈Frx
2

ω
∑n

i=1 Γi(xLx⊕yHx)i mod N |xLx ⊕ yHx⟩ , (H10)

where ω = e2iπ/N and as before N = 2l for probing the lth level of the Clifford hierarchy. Defining

wtΓ(v) :=

n∑
i=1

Γivi mod N, v ∈ Fn
2 , (H11)

we write more succinctly

Γ |x⟩ =
∑

y∈Frx
2

ωwtΓ(xLx⊕yHx) |xLx ⊕ yHx⟩ . (H12)

For Γ to implement a valid logical diagonal gate, each logical state |x⟩ should merely pick up a phase, which
demands that all phase factors in the sum above coincide. Therefore, we require that wtΓ(xLx ⊕ yHx) is invariant
for all y ∈ Frx

2 . We now follow the treatment described in Ref. [73, Appendix D]. To make use of this invariance
constraint, we first rewrite xLx ⊕ yHx as

xLx ⊕ yHx = x1g
1 ⊕ · · · ⊕ xkgk ⊕ y1gk+1 ⊕ · · · ⊕ ym−kg

m ≡
m⊕
j=1

zjg
j , (H13)

where gi are the rows of the stacked matrix G =
(
Lx

Hx

)
, and z ≡ (x1, x2, ..., xk, y1, y2, ..., yrx) is a length-m binary

vector, m := k + rx. Then

wtΓ(xLx ⊕ yHx) =

n∑
i=1

Γi

 m⊕
j=1

zjg
j
i

 mod N. (H14)

Now we make use of the property [73, Eq. D7]⊕
j

aj =
∑
j

aj − 2
∑
j<l

ajal + 4
∑

j<l<r

ajalar − 8
∑
· · · , (H15)

for binary variables ai (a proof can be found in Ref. [40]). This allows us to expand the
⊕

in Eq. (H14), after which
terms with coefficients that are multiples of N can be discarded as they are congruent to 0 mod N . For example,
to explore the Clifford hierarchy up to the third level (N = 8), only the first three terms of Eq. (H15) need to be
retained,

wtΓ(xLx ⊕ yHx) =

n∑
i=1

Γi

 m∑
j=1

zjg
j
i − 2

∑
1≤j<l≤m

zjzlg
j
ig

l
i + 4

∑
1≤j<l<r≤m

zjzlzrg
j
ig

l
ig

r
i

 mod 8 (H16)

and employing the definition of wtΓ(·), we can write this as

wtΓ(xLx ⊕ yHx) =

n∑
i=1

wtΓ(g
j)zj −

∑
1≤j<l≤m

2wtΓ(g
j ∧ gl)zjzl +

∑
1≤j<l<r≤m

4wtΓ(g
j ∧ gl ∧ gr)zjzlzr mod 8,

(H17)

where the symbol ∧ denotes element-wise product of binary vectors, (u∧v)i = uivi. Since we require this expression
to be invariant with respect to y, the rows of G must satisfy:

• wtΓ(g
j) ≡ 0 mod 8, ∀j ∈ {k + 1, ...,m};

• 2wtΓ(g
j ∧ gl) ≡ 0 mod 8, ∀j, l ∈ {1, ...,m}, with j ̸= l and not both in {1, ..., k};

• 4wtΓ(g
j ∧ gl ∧ gr) ≡ 0 mod 8, ∀j, l, r ∈ {1, ...,m}, with j ̸= l ̸= r ̸= j and not all three in {1, ..., k}.
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Finding solutions for Γ that satisfy this condition, and which therefore implement valid logical diagonal gates, can
be reduced to finding the kernel of a matrix M whose entries in Z8 comprising the rows:

• gj for j ∈ {k + 1, k + 2, ...,m};

• 2(gj ∧ gl) for j, l ∈ {1, ...,m}, j ̸= l not both in {1, ..., k};

• 4(gj ∧ gl ∧ gr) for j, l, r ∈ {1, ...,m}, j ̸= l ̸= r ̸= j not all three in {1, ..., k}.

The generators of the kernel of M (modulo 8) describe all possible ways of acting with a series of T gates and
their powers on every qubit such that the codespace of the code is preserved. Lastly, the logical action of any
valid combination of T gates amounts to a phase factor exp[iπfT (x1, x2, ..., xk)/4] on the logical states—in general
exp[2iπf(x)/N ] for an arbitrary level of the Clifford hierarchy—which can be recovered by evaluating the polynomial

fT (x) =

k∑
j=1

wtΓ(g
j)xj +

∑
1≤j<l≤k

2wtΓ(g
j ∧ gl)xjxl +

∑
1≤j<l<r≤k

4wtΓ(g
j ∧ gl ∧ gr)xjxlxr mod 8. (H18)

This method can be used to exhaustively identify logical diagonal gates implemented by products of single-qubit
Z-basis rotations at any level of the Clifford hierarchy. For example, at the second level of the Clifford hierarchy
where the physical single-qubit rotations are powers of S, the matrix M has entries in Z4 and comprises the rows:

• gj for j ∈ {k + 1, k + 2, ...,m};

• 2(gj ∧ gl) for j, l ∈ {1, ...,m}, j ̸= l not both in {1, ..., k};

and the overall phase on logical states is now given by exp[iπfS(x1, x2, ..., xk)/2] where

fS(x) =

k∑
j=1

wtΓ(g
j)xj +

∑
1≤j<l≤k

2wtΓ(g
j ∧ gl)xjxl mod 4. (H19)

c. Logical diagonal fold gates

The above method of finding logical diagonal gates implemented by products of single-qubit Z-basis rotations
(i.e. transversally) can be combined with the embedded code technique [22, 41], to more generally find logical diagonal
gates implemented by products of physical single- and multi-qubit diagonal gates. In particular, this is useful for
identifying gates that are implemented with physical S and CZ in depth one. This type of logical gates is termed
“fold” gates in the literature, and is distinguished from transversal gates as they involve physical multi-qubit operations
within the codeblock and is therefore not a priori guaranteed to be distance-preserving.

q1

q2

|0⟩ S

=
q1 S

q2 S

Figure 17. Circuit identity underlying code embedding for CZ gates. Here {q1, q2} is an arbitrary pair of data qubits
on the original code, and the third qubit initialized in |0⟩ is an ancillary qubit that is introduced. Coupling the ancillary qubit
to {q1, q2} and performing an S gate and a reset (R) on the ancilla is equivalent to performing S and a CZ gate on {q1, q2}.
This follows from the phase polynomial identity q1 ⊕ q2 = q1 + q2 + 2q1q2 mod 4.

To introduce the embedded code approach, we establish the circuit identity in Fig. 17. The idea is that by suitably
introducing an ancillary qubit for every pair of data qubits on the original code, single-qubit S gates on the ancillary
qubit can be made equivalent to S and CZ gates on the data qubits. These ancillary qubits are entangled with data
qubits on the original code via CNOTs, effectively defining a larger “embedded” code—these CNOT operations extend
the encoding circuit of the original code to produce the encoding circuit of the embedded code. The stabilizers of
the embedded code are accordingly fixed by the stabilizers of the original code and the Z stabilizers of the ancillary
qubits, propagated through the CNOT operations. To be concrete, we outline explicitly the steps to construct the
embedded code:
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1. Add an ancillary qubit for each pair of data qubits {qi, qj} on the original code.

2. Propagate each stabilizer of the original code through the CNOT gates with the ancilla qubits.

3. For each ancillary qubit x associated with data qubits {qi, qj} of the original code, add a stabilizer ZxZiZj .

This procedure produces an Jn +
(
n
2

)
, k, d′K embedded code for an original Jn, k, dK code. A logical basis on the

embedded code can likewise be found by propagating a logical basis on the original code through the CNOT operations.
Fold-diagonal logical Clifford gates on the original code can then be found by identifying diagonal logical Clifford gates
on the embedded code implemented by products of single-qubit Z-basis rotations, through the method described in
App. H 2 b, and mapping the single-qubit operations on ancillary qubits where present back onto data qubits of the
original code via the circuit identity of Fig. 17.

This Z-basis rotations on embedded code approach is proposed in [41], and gives a fold-type logical gate [36, 39]
when restricted to a depth-one physical implementation. A later work [22] also allows one to do permutations on
the embedded code whose action on the original code translates to CNOT gates. However, we only use the former
approach because a logical phase gate with some S action is enough to enable the full Clifford group for phantom
codes, see Fig. 13. The advantage of restricting to depth-one physical implementation is that the fault-distance of
this gadget is at least half of the code distance (since two-qubit gates are allowed but with disjoint support).

However, although any element in the kernel of M (see App. H 2 b) applied to the embedded code gives a valid
diagonal logical operation, their physical implementation may not be depth-one when translated back to the original
code. Due to this enormous search space, it is almost intractable to identify all the fold diagonal gates; it is also
inefficient to even find one for larger codes (unless one constrains which pairs to add the gadget). Therefore, only
partial search results for those n ≲ 20 phantom codes are shown in Table I. The fold diagonal gates for the larger
phantom codes are algebraically constructed (or unknown), see App. E 3 and App. F 3 b.

Appendix I: Numerical benchmarking of logical performance

1. Noise model

We employ a circuit-level noise model with relative error rates calibrated to recent neutral-atom array experi-
ments [3], detailed in Table VIII.

Error mechanism Model Relative rates

Idle error 1-qubit depolarizing p/300
1-qubit gate error 1-qubit depolarizing p/15
2-qubit gate error 2-qubit depolarizing p
Measurement error Classical bit-flip 5p/3
Reset error Qubit bit-/phase-flip p

Table VIII.Noise model used in benchmarking simulations. Gate errors are applied after the physical gates, measurement
errors are applied on the classical measurement outcomes, and reset errors are applied on physical qubits after reset and
initialization.

Depolarizing error channels of strength p entail a probability 1− p of leaving the input state unperturbed, and bit-
and phase-flip error channels of strength p impose X and Z errors, respectively, with probability p.

We take p = 3 × 10−3 for error rates on current-generation hardware based on recent experiments (Ref. [3], and
e.g. Refs.[46–48]), and p = 1×10−3 and p = 5×10−4 for near-term (within the next 1–2 years) and future error rates,
respectively, informed by ongoing and projected progress on neutral-atom platforms. Many alternative effective and
microscopic error models are possible [74, 75]; our choice here is a pragmatic choice given the clear compatibility of
neutral atoms with phantom codes.

2. Surface code implementation details

a. Circuit structure and matching-based correlated decoding

We employ a version of the recent matching-based correlated decoder [44] for the surface code, which follows from a
line of work developing correlated decoding and algorithmic fault tolerance for logical circuits containing transversal
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logical gates [42, 43]. Here, we use the term “correlated decoding” to mean decoding techniques that take into account
error propagation through the physical circuit underlying the computation. For example, through a transversal CNOT
gate, an Xi error on the ith data qubit of the control codeblock would propagate into Xi errors on both the control and
target codeblocks. Correlated decoding enables drastic improvements in logical performance over simpler propagation-
blind independent decoding of codeblocks (e.g. a ∼2× enhancement in threshold of a CNOT gate [42]). To suitably
discuss decoding, we use the language of detectors [64, 76], which is a space-time generalization of stabilizers and refer
to products of Pauli operators that detect Pauli errors in a region of a circuit.

For our purpose, the relevant advance of Ref. [44] is a framework to perform correlated decoding on surface codes
through minimum-weight perfect matching (MWPM), which is fast in practice and highly accurate, in place of
slower integer programming or less accurate clustering decoders used in earlier works [42, 43]. While surface codes are
matchable in memory experiments with code-capacity or circuit-level noise, where decoding can be performed through
standard MWPM, the same is not true for logical circuits with transversal gates performed between codeblocks. The
difficulty is that logical gates between codeblocks in general introduce hyperedges in the decoding graph, where a single
error mechanism (e.g. a measurement error) flips more than two detectors (i.e. checks). The decoding hypergraph,
unlike simple graphs, cannot be treated efficiently with standard MWPM.

The method proposed in Ref. [44] is to split the decoding hypergraph into multiple graphs, each deriving from
the lightcone of a reliable logical Pauli product on the logical circuit, such that each decoding subproblem can be
treated via MWPM. The overall decoding predictions of logical observable (i.e. X1, X2, Z1Z2, etc.) flips are then
assembled from the outcomes of these subproblems. There are different ways of performing this decomposition—for
example, one can start from the logical observables measured at the end of the circuit and examine their backward
lightcones, or the logical stabilizers defining the initial logical state and examine their forward lightcones [44, Sec. 2.2
and App. B]. We employ the latter strategy. As is consistent with Ref. [44], we adopt the convention that a single
syndrome extraction (SE) round is performed on the two codeblocks involved in every transversal CNOT before and
after the gate. An overview of the decoding procedure is as follows:

1. On a logical circuit over K logical qubits on K codeblocks of the surface code, we denote by S0 = {S0
i }Ki=1 a

basis of logical Pauli stabilizers of the initial logical state. For example, the initial state
∣∣+00

〉
is stabilized by

{X1, Z2, Z3}, where the subscripts label the codeblocks.

2. The SE rounds on the logical circuit can be organized into layers. The t = 0 layer is the first round of SE, which
initializes the surface code codeblocks. For example, to prepare a codeblock in the |0⟩ (resp. |+⟩) state, the
data qubits are initialized in |0⟩⊗n

(resp. |+⟩⊗n
) and the first SE round performed. Subsequent t ≥ 1 SE rounds

are performed during the logical computation. The logical circuit terminates with transversal measurement of
all codeblocks, which readouts the logical Pauli observables of the codes and also serves as the last SE round.

3. The decoding hypergraph comprises all error mechanisms that can occur on the circuit as defined by the noise
model (e.g. depolarizing noise, measurement and reset errors) as hyperedges and detectors as vertices. We
breakdown the detectors into two types:

• Initialization. The t = 0 SE rounds themselves present as detectors. On a codeblock initialized in |0⟩
(resp. |+⟩), all Z-type (resp. X-type) stabilizers measured at t = 0 are detectors.

• Computation. For all t ≥ 1, detectors are declared by propagating each stabilizer sti of each codeblock
measured in the SE round backward through the previous logical gate, which results in a product of
stabilizers {st−1

j } generically on multiple codeblocks measured in the previous SE round; the product of
the set of measured stabilizers {st−1

j }+ sti is declared as a detector.

Error mechanisms (hyperedges) are incident on detectors (vertices) that they flip. The logical gates present in
our context are mostly transversal CNOT gates between codeblocks.

4. We produce K decoding graphs from the hypergraph. For each S0
l ∈ S0, we filter the decoding hypergraph into

a corresponding graph by keeping only detectors in the forward lightcone of S0
l . Specifically, the initialization

detectors on codeblocks in supp(S0
l ) are included. Moreover, propagating S0

l forward through logical gates to
each SE layer t ≥ 1 to obtain St

l = µi1µi2 · · · where µiℓ ∈ {X,Z}, all detectors of the form {st−1
j }+ stiℓ where

iℓ ∈ supp(St
l ) and stiℓ is the same Pauli type as µiℓ are included. All other detectors are deleted from the

hypergraph. This reduces all hyperedges into edges [44].

5. Each simulated noisy shot of the circuit produces a vector of binary measurement outcomes and thereby binary
detector outcomes (whether or not each is flipped). Each of theK decoding graphs are decoded through standard
MWPM with this same vector of detector outcomes. The decoding result of the decoding graph built from the
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forward lightcone of S0
l ∈ S reports on whether the logical Pauli product Sf

l is flipped at the end of the circuit,
where Sf

l is S0
l forward-propagated through the entire logical circuit.

Note that S f = {Sf
i}Ki=1 is a complete basis of logical stabilizers for the terminal logical state. Therefore, whether

or not any deterministic Pauli logical observable (e.g. X1Z2) is flipped at the end of the circuit can be predicted
from the decoding outcomes of the K decoding graphs.

We use the sparse blossom MWPM algorithm in pymatching [77] to decode the decoding graphs.

3. Phantom code implementation details

a. Fault-tolerant state preparation protocol

Our state preparation protocols for the phantom J64, 4, 8K code builds on Ref. [19], which is originally proposed
for the Golay code in Ref. [78]. The main idea is to employ a four-to-one logical state certification protocol for fault
tolerance, which can be understood as a concatenated two-to-one (classical) state certification circuit with the two
levels certifying the X and Z bases. There are two differences to Ref. [19]. First, we abstract away AOD movements
as considered in Ref. [19] as we assume qubit permutations are to be compiled away as far as possible. Second, as our
present context concerns k > 1 codes, we can take advantage of state automorphisms—i.e. qubit permutations that
preserve the logical |0k⟩ or |+k⟩ state—which are larger than the code automorphism group.
We illustrate an example for the J64, 4, 8K phantom qRM code defined in Theorem 5, where all extra logicals are set

to Z-type stabilizers. This code is not the one we use for benchmarking (it has 22 X-type and 38 Z-type stabilizer
generators), but it allows us to explain the concept of the |0000⟩ state automorphism more easily. Whereas we use
the top left 4× 4 block of A ∈ GL(6,F2) manipulating {x6, x5, x4, x3} [see Eq. (E1)] for permutation CNOTs, in the
|0000⟩ state, the monomials {x1x2x3, x1x2x4, x1x2x5, x1x2x6} take definite +1 values in the Z basis and can therefore
be treated as additional Z-type stabilizers. Therefore, all the degree ≤ 3 (resp. ≤ 2) monomials are set to Z-type
(resp. X-type) stabilizers for this state on the code. We can then use the full GA automorphism on the six variables
x6, . . . , x1. In particular, A does not have to be block-diagonal; any A ∈ GL(6,F2) is a |0000⟩ state automorphism. We
state without proof that

(
B C

02×4 D

)
∈ GL(6,F2), where B ∈ F4×4

2 , C ∈ F4×2
2 , D ∈ F2×2

2 , serves as state automorphisms

for |++++⟩.
For the balanced J64, 4, 8K phantom qRM code (see Definition 8) that we perform numerical benchmarking on, we

search over the following state automorphisms for the |0000⟩ and |++++⟩ state, respectively (B is a 4× 4 matrix): B
∗ 0
∗ 0
∗ 0
∗ 0∗ ∗ ∗ ∗

∗ ∗ ∗ ∗ ∗ 0
∗ ∗

 ∈ GL(6,F2),

 B
∗ 0
∗ 0
∗ 0
∗ 0

0 0 0 0
∗ ∗ ∗ ∗

∗ 0
∗ ∗

 ∈ GL(6,F2), (I1)

where B ∈ F4×4
2 and ∗ indicating free entries are both searched over.

For a concrete implementation of the state-preparation protocol, we choose four permutations for each to minimize
the number of malignant faults. We call an order-s fault (configuration) malignant if it results in a strict preselection
acceptance (i.e. no syndromes measured on the ancillary codeblock), but yet leaves a weight >s residual error on the
output codeblock (here the weight of the error is the minimum allowing multiplication by any stabilizer of the code
state). For our distance-8 code, full fault-tolerance requires that there are no order-<4 malignant faults, so that the
logical failure rate is guaranteed to scale at least as well as p4 when varying the physical error rate p.
We were unable to exactly satisfy this strict demand through our numerical search. Our state preparation protocol

for |0000⟩ has no order-two and <100 order-three malignant faults, and that for |++++⟩ has one order-two and ∼200
order-three malignant faults. This difference in the number of malignant faults is expected, as the state automorphism
space is larger for |0000⟩ than |++++⟩. Moreover, we did not find the +b in Eq. (E1), where b ∈ F6

2, to help with
eliminating the order-two malignant faults. Nevertheless, since the number of order-two/three malignant faults is
small, we were able to observe p4 scaling in logical failure rate in the p = 5 × 10−4 to p = 3 × 10−3 regime in our
numerical simulations.

b. Interfacing fault-tolerant state-preparation with logical circuit simulations

To ensure an accurate simulation of noise on prepared codeblocks and their subsequent propagation into the logical
circuit being executed, we performed (Monte Carlo) simulations of the state-preparation protocol described above
(App. I 3 a) for |0000⟩ and |++++⟩ logical states and recorded large number of samples of the residual error on the
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output codeblocks under strict and relaxed preselection. Then, when running the numerical simulation of the logical
circuit, we inject these errors on each (otherwise perfectly initialized) ancillary codeblock employed.

c. Spatiotemporal sliding-window list and most-likely-error decoding

Steane EC (with fault-tolerant state preparation) is known to be single-shot as the Steane syndrome extraction
gadget involves only transversal operations. However, there are error correlations between Steane rounds that can be
exploited in decoding. This notion is similar to correlated decoding as introduced on surface codes (see App. I 2 a),
with a structural difference being that transversal CNOT gates are present in the Steane gadgets themselves.
We give a simple example to motivate this decoding consideration. Consider two consecutive rounds of bit-flip

(i.e. X-error-detecting) Steane EC on a single data codeblock. Before these two rounds, there is the residual X-type
error x ∈ Fn

2 on the codeblock. For simplicity, assume that only the transversal measurement in the Steane gadget is
noisy (i.e. the transversal CNOTs and ancillary codeblocks are perfectly noiseless), and errorsm1,m2 ∈ Fn

2 occurred on
the measurements. Then we observe x⊕m1⊕c1 and x⊕m2⊕c2 in the two transversal measurements, where c1, c2 ∈ Fn

2

are random codewords. A näıve decoding of the first Steane round independent of the second would return the X-type
correction x ⊕m1 to be applied to the data codeblock; however, it is clearly more optimal to avoid performing the
m1 correction, as m1 is a measurement error on the ancillary codeblock and does not correspond to qubit errors on
the data codeblock. A better strategy is therefore to decode x ⊕m1 ⊕ c1 and x ⊕m2 ⊕ c2 jointly, to produce only
x as the correction. This simple observation—to decode across two Steane rounds—yielded two-orders-of-magnitude
improvement in logical failure rate in our numerical tests.

This explains the use of sliding-window decoding where each window spans two consecutive Steane EC rounds. To
also take into account error propagation across transversal CNOT gates on the logical circuit (à la correlated decoding),
we set each window to span the control and target codeblock of each transversal CNOT gate and their Steane EC
rounds before (“leading”) and after (“trailing”) the gate. Each window is decoded by either list or most-likely-error
(MLE) decoding:

• MLE decoding. We construct the circuit-level detector error model (i.e. parity check matrix) for each window,
and commit to faults that are inferred to have happened before the transversal CNOT. The corresponding
corrections are propagated through the circuit (i.e physical Pauli-frame tracking) to update measurement results
in later Steane rounds. In this way the decoding for later windows depend on results of earlier windows.

We implement the MLE decoding per window by integer programming [5]. In short, we construct a mixed-
integer linear program that maximizes the probability (more specifically log-likelihood) of the inferred physical
error given the noise model, subject to the constraint that the error generates syndromes consistent with those
observed. These problems are solved with the high-performance integer programming solver Gurobi.

To simplify the detector error model so that decoding is faster, we chose to model the ancillary codeblocks
for Steane EC as noiseless logical states (e.g. through the hypercube encoding circuit) subject to single-qubit
depolarizing noise on each qubit. The strength of this noise is set to 0.8p for strict preselection and 2.5p for
relaxed preselection; these scales were chosen by probing the residual error weight distributions from the state
preparation protocol. Moreover, we modelled the residual error on the data codeblock prior to the leading
Steane EC round as single-qubit depolarizing noise of strength 2p; this heuristic value was not specially tuned.
We emphasize that the simplified noise modelling here is only for the purpose of decoding; the circuit simulation
injects errors sampled from simulations of the state-preparation protocol (see App. I 3 b).

• List decoding. We adapt the list decoder developed in Ref. [45] for single-round code-capacity depolarizing-noise
decoding to the setting of correlated decoding across two Steane EC rounds. We illustrate the central idea using
the example described previously. The decoder takes as input y1 = x ⊕m1 ⊕ c1 and y2 = x ⊕m2 ⊕ c2. Let
us only focus on the error on one qubit, so that x,m1,m2 ∈ F2, and ignore the random codewords. Assuming
that the errors are well-modelled by the binary symmetric channel, x ∼ BSC(p) and m1,m2 ∼ BSC(p), the
correlation between y1 = x⊕m1 and y2 = x⊕m2 is, in fact, structurally similar to X and Z error correlations
in depolarizing noise. This similarity allows the code-capacity depolarizing-noise list decoder to be repurposed.

In particular, we associate depolarizing noise with a quaternary alphabet: I = (0, 0), X = (1, 0), Z = (0, 1) and
Y = (1, 1). In our present task of decoding across two Steane rounds, we associate (1, 0) with m1 = 1, m2 =
0, x = 0; (0, 1) with m1 = 0, m2 = 1, x = 0; and, most importantly, (1, 1) with x = 1 and m1 = m2 = 0. In the
last case, it is also possible that (1, 1) arises from x = 0 and m1 = m2 = 1, but this arises from a higher-order
fault process occurring with probability p2 (compared to p) and so can be disregarded to good approximation.
That is, only when the list decoder infers the fault (1, 1) given the inputs y1 and y2 (likewise interpreted in
quaternary) do we attribute a correction to the residual error x.
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This correlated list decoder takes O(Ln log n) time per window, where L is the list size. We set the list size
heuristically to 16 for the J64, 4, 8K code. We used the aff3ct [79] toolbox in the implementation of list decoding.

In practice, we observe that the list decoder is >100× faster, though ∼half as accurate, per window than MLE
decoding in our benchmarking. The difference in decoding accuracy is expected, because MLE is able to draw on
qualitatively more correlation information: MLE accesses both bit-flip and phase-flip Steane EC syndromes, on both
the control and target codeblocks, together for decoding. The correlated list decoder, on the other hand, separates
the decoding for X and Z errors. For X errors, it (1) decodes across the two bit-flip EC rounds (before and after the
transversal CNOT) of the control codeblock, (2) commits corrections to the leading EC round, (3) propagates the
correction to update the trailing bit-flip syndromes of the target codeblock, and finally (4) decodes across the two
bit-flip Steane EC rounds of the target codeblock; and similarly for Z errors, where it decodes across the phase-flip
EC rounds of the target codeblock first. In principle, with a larger alphabet (than quaternary), it is possible for the
list decoder to be generalized to take these correlations—between X and Z error types and between control and target
codeblocks) into account. We leave this possible improvement for future work.

4. CNOT circuit benchmark

In Sec. VB and Fig. 5a we benchmarked a CNOT circuit of varying depth on four logical qubits, hosted on either
four surface code codeblocks or a single J64, 4, 8K phantom qRM codeblock. These circuits take the following form:
(1) data codeblock(s) initialization in |0000⟩ or |++++⟩, (2) repeated CNOTs in the arrangement shown in Fig. 5a,
(3) transversal measurement of deterministic {Z1, Z2, Z3, Z4} for the |0000⟩ initial state, or {X1, X2, X3, X4} for the
|++++⟩ initial state, where the subscripts denote logical qubits.
For the surface code, codeblock initializations are performed in the standard fashion with physical Pauli-frame

tracking (i.e. à la algorithmic fault tolerance)—see App. I 2 a—and all CNOTs are transversal between codeblocks.
For the phantom code, codeblock initialization is via our fault-tolerant state preparation protocol (see App. I 3 a),
and all CNOTs are via in-block qubit permutations that are compiled away by relabelling qubits. For both codes,
transversal measurement of Z-type (resp.X-type) logical operators entail measuring all qubits of the data codeblock(s)
in the Z (resp. X) basis. The transversal measurement data also provides the last round of syndrome information.
We reported the logical failure rate per logical qubit (LFR) in Fig. 5a. This LFR was computed as the average LFR

across all logical qubits in both Pauli bases. On each circuit simulation shot starting from the |0000⟩ (resp. |++++⟩)
initial state, the ith logical qubit is deemed to have suffered a logical failure when decoding of its Zi (resp. Xi) logical
observable predicts an incorrect flip when compared to ground-truth (i.e. the actual logical qubit state). On M shots
for each Pauli basis µ ∈ {X,Z}, let m(µ)

i denote the number of logical failures for the ith logical qubit. Then

LFR =
1

8

4∑
i=1

∑
µ∈{X,Z}

m
(µ)
i

M
. (I2)

5. Logical GHZ state preparation benchmark

In Sec. VC and Fig. 5b we investigated logical GHZ state preparation on up to K = 64 logical qubits. The logical
circuit begins with the |+00 · · · 0⟩ initial state and unitarily prepares the GHZ state through a log-depth CNOT circuit
(which is, in fact, structurally identical to the encoding circuit for hypercube codes). All CNOTs on the surface code
are transversal, while the first three are in-block and all remaining are transversal for the phantom code.

Preparation of mixed-basis logical states, in particular the |+000⟩ state needed here, on k > 1 codes is generally
nontrivial. Our approach is to fault-tolerantly prepare |0000⟩ or |++++⟩ on two codeblocks and teleport one logical
qubit, as shown in Fig. 13c. The single CNOT for teleportation requires two transversal CNOTs to implement (see
Lemma 2), and we insert a round of Steane EC in between. The window for decoding encompasses this gadget and
involves two CNOTs, but is only slightly larger than the usual single-CNOT window (as described in App. I 3 c). This
is because there is no leading EC before the first CNOT, since both codeblocks are freshly prepared; also, there is
no trailing EC after the second CNOT on the |++++⟩ codeblock as it is transversally measured. We additionally
preselect the |+000⟩ preparation conditioned on the last three logical qubits of the |++++⟩ codeblock being decoded
correctly to |+++⟩; the rejection rate arising from this check is vastly subdominant at <0.05%.
We use direct fidelity estimation, as proposed in e.g. Ref. [80] and used in e.g. Refs. [81, 82], applied at the logical

level to measure the logical fidelity of the prepared GHZ state. The logical fidelity of the prepared state ρ is by
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definition

F =
〈
GHZK

∣∣ ρ ∣∣GHZK

〉
,

∣∣GHZK

〉
=

∣∣0K〉+ ∣∣1K〉√
2

, (I3)

where states and inner products between states are understood to be with respect to the logical Hilbert space. Suppose
in each circuit shot, a basis B of logical stabilizer generators (e.g. {Z1Z2, Z2Z3, . . . , ZK−1ZK , X1X2 · · ·Xk} of the
logical GHZ state is measured on ρ; for noiseless ρ, all such stabilizers should yield outcomes +1, but in the presence
of noise some will yield −1 from shot to shot. Across M shots of the circuit, let the number of −1 logical stabilizer
observations be m. Then the logical infidelity can be shown to be

1−F =
m

KM
. (I4)

Note that, unlike e.g. Refs. [80, 82], we measure a complete basis B of stabilizer generators of the state rather than
sampling a subset of stabilizers. This removes the consideration of sampling uncertainty.

To measure B, which involves products of logical operators across codeblocks, on the surface and phantom codes, we
(1) add a noiseless round of syndrome extraction (i.e. bare-ancilla for surface and Steane for phantom code) to enable
decoding and (2) perform measurements of all the logical Pauli products in B. This structure is a subcircuit proxy—in
actual applications the prepared logical GHZ state will be consumed in a larger circuit, presumably terminating in
logical measurements, and QEC cycles and logical measurement data of the broader circuit will be decoded together
with those of the GHZ state preparation. Algorithmic fault tolerance on surface codes does not generally work with
open time-boundaries, hence necessitating the closure of our benchmark circuit with (1). We further comment that
(2) is equivalent to noiselessly executing the inverse of the logical GHZ state preparation circuit followed by the
unencoding circuit of the codeblocks, at which point the logical state can be read off from physical qubits. We expect
a deterministic |+00 · · · 0⟩ in the absence of noise.

The closure of the decoding time-boundary with (1) in principle provides the decoder with more information than
would have been available in reality on a larger circuit. To prevent this boundary effect from causing a drastic
underestimation of logical infidelity on the phantom code, we exclude windows across the noiseless SE round and the
preceding round when performing sliding-window decoding—i.e. the noiseless SE round is decoded separately with the
uncorrelated list decoder. However, fault-tolerant correlated decoding on the surface code requires time-boundaries
closed with transversal measurements, and we cannot separate the layers. Therefore, in actuality, the surface code is
given an unfair decoding advantage relative to the phantom code in our benchmark.

6. Trotterized quantum simulation circuit benchmark

In Sec. VD and Fig. 6 we benchmarked a Trotterized quantum simulation circuit for a many-body Hamiltonian
on up to K = 64 logical qubits. As described in the main text, for both the surface and phantom codes, we selected
rotation angles θ = ϕ = π/2 in each Trotter step so that noisy circuit simulation is tractable. In an actual quantum
simulation experiment, small angles would be used so that the Trotter error is controlled (or alternatively large angles
tuned away from π/2 to access classically intractable Floquet dynamics). Small-angle rotations can be performed in
a resource-efficient way on both the surface and phantom codes through STAR injection—see e.g. Ref. [49] for the
surface code and App. E 6 for the phantom code.

Each Trotter block implementing exp
(
−iθZ⊗8

)
comprises a forward and inverse CNOT ladder on eight logical

qubits, sandwiching a Z rotation. Similar to logical GHZ state preparation, these CNOT ladders are performed in
log-depth. On the surface code all CNOTs are transversal; on the phantom code only a single transversal CNOT is
needed, with all other CNOTs being in-block. The sliding-window decoding discussed in App. I 3 c directly applies
for the phantom code.

We start from the
∣∣++++0000 · · ·++++0000

〉
logical state, and transversally measure a complete basis of logical

stabilizers {X1, X2, X3, X4, Z5, Z6, Z7, Z8, . . . , ZK−3, ZK−2, ZK−1, ZK} at the end of the circuit. We likewise use
direct fidelity estimation (see App. I 5) to obtain the logical state infidelity.

7. Benchmarking results at p = 3× 10−3 physical error rate

We benchmark the phantom code against surface codes matched either by spatial footprint or by code distance;
the matching considerations are detailed in Sec. V, and not repeated here. An important difference here is that the
preselection rate for fault-tolerant preparation of codeblocks of the phantom code is 1.3% (resp. 5.1%) for the strict
(resp. relaxed) case.
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Figure 18. Additional numerical benchmarking results of phantom and surface codes at p = 3× 10−3 physical
error rates. (a) Repeated in-block CNOT circuits on four logical qubits hosted on a single J64, 4, 8K phantom codeblock or
four surface codeblocks (d = 5–8). (b) Logical GHZ state preparation on K = 4–64 logical qubits, hosted on multiple J64, 4, 8K
phantom or surface codeblocks. (c) Trotterized many-body quantum simulation with eight Trotter steps. In (a)–(c), dark and
pale purple denote strict and relaxed preselection, respectively; in (c), solid and dashed lines denote sliding-window MLE and
correlated list decoding, respectively. Error bars are 98% confidence intervals.

We begin with logical state preparation alone, corresponding to the r = 0 limit of Fig. 18a. In this setting, the
phantom code achieves a ∼12× lower logical failure rate than the d = 6 surface code with comparable footprint. Even
relative to the larger d = 8 surface code—which requires roughly twice as many physical qubits—the phantom code
retains a ∼2× advantage.

As in-block CNOTs are added, the contrast between the codes sharpens. For the surface code, the logical failure
rate grows linearly with circuit depth, reflecting the accumulation of physical operations. In contrast, the phantom
code’s logical failure rate remains essentially constant, since its CNOTs require no physical gates. This leads to
improvements of up to ∼430× over the d = 6 surface code and ∼160× over the d = 8 surface code for the deepest
(depth-10) circuits studied (Fig. 18a). The logical gate time of the phantom code remains effectively zero after state
preparation, while it increases linearly with circuit depth for the surface code.

We observe the same behaviour in our more structured circuits. For logical GHZ state preparation at K = 64,
the phantom code achieves a ∼26× reduction in logical infidelity relative to the d = 6 surface code (Fig. 18b). Even
when compared to the larger d = 8 surface code, the phantom code maintains a ∼7× infidelity advantage while
using approximately 1.8× fewer physical qubits. Notably, this advantage persists across all values of K, despite the
increasing fraction of interblock CNOTs.

Finally, for Trotterized dynamics, spatiotemporal sliding-window MLE decoding yields a ∼17× (resp. ∼13×) re-
duction in logical infidelity over the d = 6 (resp. d = 8) surface code (Fig. 18c). The phantom code continues to
outperform the d = 8 surface code even under relaxed preselection. Although the faster sliding-window correlated
list decoder trades decoding accuracy for speed, the phantom code still exceeds the d = 8 surface code under strict
preselection and the d = 7 surface code under relaxed preselection in logical fidelity.
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